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Joint Session of the Seminar Biostatistics, IFR-99 « Santé Publique » , the European
Seminar Mathematical Methods for Survival Analysis, Reliability and Quality of Life
and the Seminar of “Applied Mathematics of Bordeaux” (IMB)

Topics of the Workshop

Statistical Experiments, Empirical Processes, Nonparametric and Semiparametric Statistics, Model selection,
Statistics of random processes, Minimax approach, Survival analysis, Accelerated life trials, Degradation
models, Reliability , Quality of Life

Frais d’inscription/Registration fee: 50 Euros.

Diner de Gala/Gala dinner: 50 euros.

In order to be registered, participants are asked to send an E-mail to:
Mme Elisabeth Cure (Elisabeth.Cure@sm.u-bordeaux?2.fr).

Accomodation: There are many nice hotels in Bordeaux not far from the University.
Hotel La Pelouse **, Tel: 33 (0) 55693 17 33; Fax:33(0)5 562466 71;
www.hotel-lapelouse.com
Hotel Alton **, Tel: 33 (0) 556 99 55 55; Fax: 33 (0) 556 99 55 99;

Hotel Continental **, Tel: 33 (0) 5 56 52 66 00 ; Fax: 33 (0) 556 52 77 97,
Hotel Chez Philip **, Tel : 33 (0) 5 56 80 46 46, Fax : 33 (0) 557 96 90 41,
Hotel Bristol **, Tel : 33 (0) 556 81 8501 ; Fax :33(0) 5 56 51 24 06
Hotel Clemenceau **, Tel: 33 (0) 56 52 98 98; Fax: 33 (0) 5 56 81 24 91

To get the full list of hotels, please visit, the Web site www.hotel-bordeaux.com
More information about the Workshop will be given on the WEB page of the Workshop: http://www.sm.u-
bordeaux?2.fr/stat/
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Industrial Engineering and Engineering Management

Singapore, December 2-5, 2007

" Jlonnecting Asia with the Rest of the World
—

CALL FOR PAPERS AND PARTICIPATION

The International Conference on Industrial Engineering and Engineering Management
(IEEM) aums to provide a forum to disseminate, to all branches industries, imformation on
the most recent and relevant innovations, theories and practices in Industrial Engineering
and Engineering Management. Founded by the Industrial Engineering and Engineering
Management Department of the Hong Kong University of Science and Technology in
1994, the conference has been hosted by leading universities in Asia and has grown over
the years in tandem with the rising importance of industrial engineering in Asia.

This year, the IEEE Engineering Management Society Singapore Chapter is proud to be
the host to link researchers and practitioners in different branches of industrial engineering
and engineering management from around the world.

We invite papers and proposals for special sessions/tracks or tutorials/workshops related to
all areas in industrial engineering and engineering management.

Important Dates
Full paper submission: 16 June 2007
Notification of acceptance: 16 August 2007
Early bird registration: 16 September 2007
Final camera-ready paper due: 16 September 2007

Publication

All submissions will be peer reviewed by an International Program Committee. Accepted
papers will be published in the conference proceedings, which will appear in the
TIEEEXplore database and indexed by Engineering Index (EI). Extended papers may be
considered for special issues of selected international journals, subject to further review.

About Singapore

Singapore - an inspiring city-state at the heart of Asia - one of the world's most exciting
and dynamic regions, where East blends harmoniously with West, tradition with modernity
and sophistication with nature, creating a unique and stimulating urban experience. For
more info: http://www.visitsingapore.com/
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The 7" International Conference

The K. Kordonsky
Charitable Foundation

RELIABILITY and STATISTICS

in TRANSPORTATION and COMMUNICATION (RelStat’07)
24-27 October 2007. Riga, Latvia

PURPOSE

The purpose of the conference is to bring together academics and
professionals from all over the world to discuss the themes of the
conference:

¢ Theory and Applications of Reliability and Statistics

Reliability and Safety of Transport Systems

Rare Events and Risk Management

Modelling and Simulation

Intelligent Transport Systems

Transport Logistics

Education Programmes and Academic Research in Reliability
and Statistics

DEDICATION

The Conference is devoted to the memory of Prof. Kh Kordonsky.

OFFICIAL LANGUAGES

English and Russian will be the official languages of the Conference.

SUPPORTED BY:

Transport and Telecommunication Institute (Latvia) and

The K. Kordonsky Charitable Foundation (USA) in co-operation
with:

Latvian Transport Development and Education Association (Latvia)
Telecommunication Association of Latvia (Latvia)

Latvian Academy of Science (Latvia)

Baltic Operations Research Society

SPONSORED BY

Transport and Telecommunication Institute (Latvia)
The K. Kordonsky Charitable Foundation (USA)
Latvian Operations Research Society

PAREX bank (Latvia)

HOSTED BY

Transport and Telecommunication Institute (Latvia)

SECRETARIAT

Prof. Igor Kabashkin, Latvia - Chairman

Ms. Inna Kordonsky -Frankel, USA - Co-Chairman
Prof. Irina Yatskiv, Latvia - Co-Chairman

Ms. Elena Rutkovska, Latvia — Secretary

DEADLINES AND REQUIREMENTS

Submission of abstracts: 15 May 2007
Acceptance of abstracts: 29 May 2007
Submission of final papers: 3 July 2007

Acceptance of final papers: 4 September 2007

Abstracts (about 600 words in length) and papers submitted for
review should be in English and, should present a clear and coneise
view of the motivation of the subject, give an outline, and include

information on all authors (the full name, affiliation, address,
telephone number, fax number, and e-mail address of the
corresponding author).

Submitted abstracts and papers will be reviewed. Accepted and
invited papers will be published in the proceedings of the conference
and in the journal “Transport and Telecommunication™ (ISSN 1407-
6160).

Instruction for papers preparing can be found on the
conference WWW page: hitp:/RelStat.tsi.1v.

INVITED SESSIONS (workshops)

Proposals for invited sessions (workshops) within the technical
scope of the conference are accepted. Each proposal should describe
the theme and scope of the proposed session. The proposal must
contain the title and theme of the session and a list of paper titles,
names and email addresses of the corresponding authors. Session
proposals and paper must be submitted by 21 May 2007.

REGISTRATION FEE

The registration fees will be Euro 100 before 10 September
2006, and Euro 150 after this date. This fee will cover the
participation in the sessions, coffee breaks, daily launch, hard copy
of the conference proceedings.

VENUE

Riga is the capital of the Republic of Latvia. Thanks to its
geographical location, Riga has wonderful trade, cultural and tourist
facilities. Whilst able to offer all the benefits of a modern city, Riga
has preserved its historical charm. It's especially famous for its
medieval part — Old Riga.

Old Riga still preserves many mute witnesses of bygone times.
Its old narrow streets, historical monuments, organ music at one of
the oldest organ halls in Europe attract guests of our city. In 1998
Old Riga was included into the UNESCO list of world cultural
heritage.

ACCOMMODATION

A wide range of hotels will be at the disposal of participants
of the conference and accompanying persons
(http:/feng. meeting. v/hotels/latvia_hotels.php).

FURTHER INFORMATION

Contact:

Elena Rutkovska, Secretary, RelStat™07
Transport and Telecommunication Institute
Lomonosova 1, Riga, LV-1019, Latvia
Telephone: +371)-7100619

Fax: +(371)-7100535

E-mail: RelStat@tsi.lv

hutp:// RelStat.tsi.lv
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AGING AND LONGEVITY CONTROL OF BIOLOGICAL SYSTEMS
VIA DRUGS - A RELIABILITY MODEL

Boyan Dimitrov, George Hayrapetyan, and Peter Stanchev

Dept. of Science and Mathematics,
Kettering University, 1700 West Third Ave., Flint, Mi 48504, USA
e-mail: {bdimitro, pstanche}@kettering.edu

And Zohel Khalil, Concordia University, Montreal, Canada
e-mail: khalilz@vax2.Concordia.ca

The treatments in bio-systems correspond to respective repairs known in reliability. Some treatments may make the biological objects
younger; others may make them older, or not deteriorate their current age. Such kind of “maintenance” has some analogous failure/repair
models in reliability. We use it to incorporate some results of reliability and bio modeling for the quantitative studies of the aging and
resistance of bio-systems to environmental stress factors. We call “calendar age” the age of a bio-object which does not use treatments, or
uses it without age improvement, or deterioration. All bio-objects, which are using treatments of same strength and direction of effect,
have “virtual age”. We explain here what the virtual age is, and how is it related to age correcting factors. We illustrate our common
results about the virtual ages on the example of the Gompertz-Makenham law of mortality, and discuss the relations of the longevity,
mechanism of aging and age affecting control. As a consequence, a concept of age determination is proposed. Numeric and graphical
examples are provided.

1. Introduction

This study has been induced by the number of presentations and articles presented at the First
French-Russian Conference on Longevity, Aging and Degradation Models in Reliability, Public
Health, Medicine and Biology (LAD’2004), hosted by the Saint Petersburg State Polytechnic
University, Russia in June 5-11, 2004 [1], [5], [6]. It has been a demonstration that probability and
statistical methods cover an enormous ground of research and can successfully handle most of
situations involving uncertainty in any area of human activity. One of these is the study of biological
systems, particular case of which is every kind of live organisms.

1.1 Bio-Systems as Devices

Bio-systems can be considered as a specifically organized devices constructed to perform some
preset functions, according to their genetic programs. These functions are performed in the presence of
a great number of random factors (environmental conditions). Following Koltover [5], we may
schematically consider any operation bio-system as a multi-dimensional time-dependent random vector
Y(¢) =(Y,(¢),Y,(¢),...) each component of which corresponds to a relevant functional parameter of the

device. There exists a relevant subset § of points in the space where ¥(z) belongs which corresponds to
the feasible (admissible) values (limits) of the functional parameters. If Y(z) ¢ S, then the device (bio-
system) is defined as having normal operation at the time z. Whenever ¥(?) passes beyond the limits of
S, then the device gets a failure. Sometimes S may also depend on time, or may be a random set. It is
assumed Y(0) € §. Life time of the device as a whole is defined by the random variable

r=max{t:t>0,Y()eS}. (1)
It represents the time of non-failure operation of the bio-system. The life time distribution is presented
by the function

F(t)=P(r <t). (2)
1.2 Reliability of Bio-Systems

10
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Reliability of the bio-system is the probability of non-failure operation within the interval of
time (0,t), 1.e.

R(t)=P(r >1). 3)

For bio-systems it is known as survival function, and denoted by S(7)

Consequently, all the statistical procedures used in reliability theory can be used in evaluation
of the reliability function R (z) from many independent copies, N, of independently operating bio-
systems as the ratio N (z)/N. Here N(t) is the number of those bio-systems which are alive (do normally
operate) at the instant 7. Also, the mortality rate function

/

A0 =—Lmrey RO __JO 4)
dt R(t) 1-F()

appears as an analogue to the failure rate function, used in technical reliability. The f(#) here is

probability density function of the life time distribution. The time ¢ just survived by a bio-system is

called its calendar age. Therefore, the same mathematical theory of reliability is essentially applicable

to the mathematics of mortality. Our article is a step in this direction.

2. Main Models and Results

The specification of components of the random vector ¥(#) for bio-systems, the use of random
modeling and analysis helps to understand how the improvement of its reliability can be attained, and
how to keep a better control on the survival of such systems. There are lots of analogies as well a
number of specific differences in modeling and studies of reliability of technical devices and for the
bio-systems. For instance, bio-systems are obviously subject of wearing and aging. Bio-systems have a
proven life-span (something like a maximal value of the life time t beyond which no copy of the bio-
system can pass). Life span for people is, for instance, 120 years. Life spans have also most of the
functional components of the bio-systems. Life span for people’s brain is 250 years. For technical
devices the exponential, the Weibull, the Gamma, and even the Norman distributions frequently fit for
modeling the life times. For the bio-systems, despite of their complexity, there exists some “universal
kinetics of the growth of mortality with the age”, expressed by the Gompertz-Makenham law of
mortality
At)=B+ae”. (5)
Here the parameters o, B, and y > 0 are independent on time. The Gompertz — Makenham
mortality law has been confirmed for people and for other mammals, flies, mollusks [5] with specific
values of its parameters. From [5] we find that for people parameter B # 0 if the age is less than 35
years, and B = 0 if the age is greater than 35. We treat this parameter  as a collaterals mortality rate
(e.g. accidentals, casualties), and guess that its numerical value may vary for different countries and
species. For our numeric and graphic examples later we take the value of [ = .0025. Values of

parameters o =~ 42.827+ 8.85 years, and v = .094 + .0014 years ' are assumed (evaluated) for ages
above 35 and less than 95, according to [5].

We consider here the effects of drug use that may slow down, or accelerate the aging for people
in a proportional fashion as it is modeled and used for technical items in [2] and [3]. Then we study
graphically the effects on mortality rates and the life span on people as functions of the age reducing, or
age accelerating effects depending on the dosage of medication or treatment. Numerical examples are
using values seeming reasonable for the people.

1"
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3. The drug use effects

The most convenient description should be given in terms of the mortality rate function A(¢)and

the related to it hazard function A(¢) =J.(: A(u)du . There is a convenient relationship between the

probability characteristics of the original lifetime X of an individual and these functions.
Let the initial life time, X, be a continuous random variable (r.v.) with c.d.f.

F(x) = P(XUx), and have a p.d.f. f(x)= diF (x). Then its hazard function is
X

A{t)y=—In[l-F(t)] fort T 0, (6)
and its mortality rate function is
_d o SO
At) = % A(2) FO) (7)

In reliability works is shown that the temporary failures which do not affect the failure rate after
recovery (known as minimal repairs), have Poisson distribution with mean A(u + v) - A (u) for their
total number within any time interval [u, u +v), u, v >0.

Drug use activities may improve the performance of the individuals and give them a “"new life".
The specifics of the drugs, its intake amount of labor, recovery time, or money invested in the health
care may have significant impact on the health improvement, which directly affects the longevity of
life. If assume that health improvement prolongs the life of such individuals by certain percentage 9,
we call it an age- reducing factor. Fig. 1 a) and the model (8) below explain how it happens with
actions made on the individual mortality rate.

3
x 10
7 T T 0.1

J
651 %0} / 0.09 -

6 7 0.08 -

g0 /|

5.5 S0/
=0.3 5 /o Pl
I ‘ / / 0 oosh
3 45| 8
A

3.5

3k

25

0 5 10 15 20 25 30 35 40

Fig.1 a) Individual mortality rate under age-reducing factor ~ Fig.1 b) Individual mortality rate under age-accelerating factor

Fig. 1. Changes in the individual mortality rates in time with an age affecting factor

We consider also drug abuses (analogous to the reliability maintenance under imperfect repairs)
that may shorten the life. Such actions affect the future performance of the individual, and are related to
an age-accelerating factor 6, which is equivalent to reducing the overall life of such individuals by
certain percentage 9. Fig. 1 b) and the model and the theorem below explain how it happens changes in
the individual mortality rate.

Let X, denote time intervals between successive epochs of drugs intake that affect the
individual. Assume that o, denote the lack of perfection the life system of an individual may get as a

result of the i-th action. The values
T,, =T ,+Xs0 , =123, .. (8)

12
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are understood as virtual ages of the individual right after the i-th action. When o, = 1, then no

improvement or deterioration of the virtual age of the individual occurs at the i-th epoch of action.
When 6, <1 (orif 8, >1), then an improvement (or a deterioration) of the virtual age of the individual

occurs at that epoch.
The model described here is also known in Reliability as Kijima’s model II [4].

We consider this model with the assumption that 6, = 6 # 0, and call this & an age-correcting
factor. If 6 <1, we call it age-reducing factor, and if 6 > 1, we call age- accelerating factor.

Assume instantaneous effects, continuous non-decreasing virtual hazard function
d

dt
subscript here indicates that the value of A"(¢) is considered immediately after an occasional age-

reducing action is completed.
Consider the sequence 7,< 7} < T, <...<T <...of times representing the virtual product

age after the n-th coincident action. Assume that X has a c.d.f. F(x) with F(0)=0 and F(x)<1 for all x >
0. Denote the survival function by F(¢)=1-F(t) = P{X>t}.

We derive the following expressions.
The n-th step transition probability function is

A(t)as a function of the time parameter ¢, and having right derivative A (¢)=—A"(¢)| The

t+0 *

f(max[g , ;])

PT, >t |T, T} = P{x >L |X>£} _ , o)
o o T,
F(%)
o
for n=1,2, ---. The initial distribution is
P>t = P >§} B F(é) ' (10)

From (9) and (10), by induction, we get that for any non-negative measurable function
g(t,,---,t,) and for any n it is true that:

Elg,T,)]=

[EAN [ By [(FBn e [ By [ ool o by
l(F(E)) !(F(g» i(F(E)) i(F( =) tnjlgm, A)AF()-dF ). (1)

o0

Let {N/,t >0} be the counting process corresponding to the point process {7 } _,
defined by

Ny = Zl[o,t)(Tn) )
n=0

where [,(-) is the indicator function of the set B.

Theorem 1: The random process {N,,f>0}is a non-homogeneous Poisson process with a leading

function
Vi — ety acl
A" (1) =—log[1 F(§)] A(5), (12)

where A(t) =—In[l1—- F(¢)] is the leading function of the NPP associated to the life time X of this
individual.

13
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The proof can be found in [3].
Equation (12) shows that the transformation between the calendar and the virtual time scales is

v

t—);, i.e., if the virtual age of the individual is ¢" its corresponding calendar age ¢ is ¢'/9 .

Therefore, we may expect that when the calendar age of an individual acting under age correcting
factor 0 is ¢, then its virtual (we would say, actual) age is ot.
Denote by T the r.v. representing the virtual lifetime of the individual. The c.d.f. of T is

F.(t)=1- e™ . Equation (12) also shows that P(T <t)= F.()=F, (é) =P(X< é) . Therefore,

P(T<t) = P(6 X<t), and this means that the virtual lifetime 7 and the multiplied by J calendar
lifetime X are equal in distribution, i.c.
T='6X. (13)

When the individual is at calendar age x its virtual age measured at the calendar age scale is ox.
At calendar age x an individual maintaining himself under age-correcting medication of factor 9, lives
as a new individual at age dx. Thus

A" (x)dx = A(Sx)dx

i.e., the probability to have a failure of the individual from the original population within the interval
[x, x + dx) is the same as the probability to have a failure from the population of individuals,
maintained by age-affecting actions of factor , within the interval /x, x + J dx).

The relation

A(x) = If (u)du , and A(x) = jﬂ(u)du ,

leads to
A (x)= %A(é‘x). (14)

Theorem 2: The virtual failure rate A’ (x) at calendar age x, and the original failure rate are related by
the equality
A (x) =A%), x>0,0#0; (15)
The virtual hazard rate A" (x) and the original hazard rate 4 (x) are related by equation (14).
An age-reducing factor & slows down the aging process of the individual by 100(1-6) %.

Example 1 The Gompertz-Makenham life-time distribution with an age-affecting factor.
Consider the Gompertz-Makenham life-time distribution, X € Gompertz(A(t, B,, 7)), which

is proven to fit the cells and most mammal’s life [5]. From relationships (10) — (12) we get

—J.(ﬂﬂze]” vdu

F(t)=P{T,<t}=1-¢" =] e (16)
and
£(0) = (B +ae)e @i
with A(t) given by equation (10), and

A = pt+Za-e), t>0.
y

Here B is a constant rate parameter, o is a secondary time-scaling parameter, and y is an aging
rate parameter.

14



June 2007 I e-journal “Reliability: Theory& Applications” No 2 (Vol.2)

If the individual has the Gompertz-Makenham life-time distribution with parameters f3, a, and v,
and is maintained under age-affecting factor 6 > 0, then its virtual failure rate and virtual hazard rates
are given by the equations (14), (15), namely

A()=p+ae”, t>0,5#0, (17)
and

A@) = pr+Z1-e™y, t>0. (18)
oy

Figure 2 illustrates the behavior of the two functions A°(¢#) and A"(¢) under various values of

the age-affecting parameter o. For values of the parameters a, §, and y are taken the numbers: f=.0025
when ¢ < 35, and B = 0 for # > 0. For both cases a =42.827, and y = .094 as proven to be valid for the
human beings with an age between 35 years and 94 years, according to [5]. And respective graphs also
are for the ages between 35 and 120 years. For ages between 0 and 35 we assume =.0025

Mortality rate for ages under 35 years and various age affecting factors Mortality rate for ages 35 to 70 years and various age affecting factors
0.018 T T T T T 2 T T T T
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Fig. 2. Mortality Rates and Integrated Risks in the calendar ages
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4. Comparative ages between different groups

Now we illustrate one possible use of the results obtained in Section 3 by considering again the
Gompertz-Makenham life-time distribution. We will think in terms of the human beings as belonging
to various groups (or populations) determined by the values of the age-correcting factor 3. As we
noticed before, even being at a same calendar age ¢ the individuals from different populations would
have different virtual (or as we say, actual) age. Since the only convenient time scale is the calendar
age, it makes sense to speak about comparable or equivalent ages between the individuals from
different groups. Using the relationships (6), (16) and (18) we find the life-time distribution function
for each population determined by the value 9 of its age-correcting factor:

- t—i(l—e‘s}”)

Fy(t)=1-¢ 7 . (19)

Equation (19) represents the probability that an arbitrary selected individual from the population
with age-correcting factor 6 will not survive the calendar age t. The function

—p—Z (1-¢)

S;(O=1-Fy(t)=e ~ (20)

is known as the survival function for the individuals in this population. Its meaning is the same as for
reliability expressed by equations (1)-(3). We abandon the notation R(f) and leave it for cases of
technical issues.

Definition: We say, the age 7} of the individual from the population with age-correcting factor

o, is equivalent to the age T of the individual from the population with age-correcting factor J, , if it
is fulfilled
Sal(Tal):Saz(sz)- (21)

In the sense of this Definition, every age of one of the two populations has equivalent
comparable age to the other population. Ages are equivalent when the probabilities to survive these
respective values T and T are equal. When we pick 8 = 1, we see to what calendar age of the normal
human population and individual from the population with age-correcting factor & will be equivalent.
Since this is the only available age information, when we know & we may see what the true age of an
individual from the respective population.

However, we notice that equations (21) may be quantified, since these are probabilities. If we
select any probability level p € (0, 1), we will get all the equivalent ages T (p) at this level for all the

populations just as solutions of the equations

S;(T5)=p.
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Fig. 3. The survival functions and equivalent ages for the individuals
from the population with age-correcting factor o.

Fig. 3 illustrates the equivalency between the ages of several d-populations at the survival
probability levels p =.9 and p = .7. The continuous black line traces the “normal population” where 6
= 1. The meaning of the numbers is following: At level .9 the age of the normal population is, say, 33.
The age-accelerated population with 6 = 1.5 will look like this 33 years old people already being at age
28. Similarly, looking on the graph for the equivalent ages at probability level .7, we notice that the end
of life for average individual from the normal population is about 95 years, while for these from the
age-accelerated population with & = 1.5 it will be about 64.

We evaluated the equivalent ages for several probability levels, and the results are shown on
next table. In bold black digits are shown the respective ages for the normal population at the
corresponding level of survival. In the same line of the level are shown the ages in the other
populations, at which an average individual would look (have the age) like this in the normal
population. One may see some unreal numbers which we also need to comment. For instance, at level
.25 individuals in the normal population have properties as 75 years old, while same properties would
be in possession by the average individuals at 82 years age if they reduce their ages regularly by a
factor 6 = .9 (an improvement by 10 % compare to the normal). In the same line we see that the same
properties would have the 114 year old people in the population who got 40 % improvements regularly.
Finally, we see that as a 75 year old normal individual would have be an individual at age 197 if it was
possible to reduce the age regularly by 70 %. Numbers in the last column are somewhat unreal, because
they represent a mystic dream for such high level of age reduction.

Table 4.1. Equivalent ages under various age correcting factors at different levels of survival.

p 15125 1.1 | 1 91 6 | 3

9 28 | 30 | 31 | 33 | 34 | 37 | 39
i 42 | 45 | 50 | 58 | 61 | 80 | 112
5 48 | 55 | 61 | 66 | 72 | 98 | 158
25 | 53 | 62 | 69 | 75 | 82 | 114 | 197
1 57 | 66 | 75 | 81 | 89 | 125 | 220
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Fig. 4. Equivalent ages for various values of age correcting factor and various values
of the age-correcting factor.

On Fig. 4 we show the same numbers in the table as a graph of the equivalent ages that can be
approximate to get equivalent ages at any survival level. This graph could be used as a chart for a
number of useful comparisons. The black middle line shows the calendar age of the normal population.
If one chooses an age, let say, 50 within his population, and draws a vertical line at the heights of the
points of intersection with the other graphs one may find at what calendar age the individuals from
other populations are, which is equivalent to his. Taking an individual from the normal population at
any age in the same way it can be shown to what age he would have been if he was using age
corrections as do the individuals from the other populations.

We believe that there is a fresh idea about how to treat age related questions, how to compare
ages among different populations, and even, how to work out an approach towards the accelerated life
testing based on the above considerations. And this discussion we postpone for another article.

5. Life supporting (insurance) costs associated with an individual during some assigned
time

Certainly, there are some costs associated with any improvement or deterioration. Denote by
C (u,0) the cost of an age-affecting action of factor 0 at calendar age u of the individual. A natural

assumption is that C (u,0) satisfies the inequalities
C, (u) <C(u,0)<C.(u),
where C, (u)is the cost for the minimal support of the individual at calendar age u, and C, (u) is the

cost of the complete (radical) loss of the individual at age u. In the sequel we develop a radical
modeling for comparing of the expected expenses associated with the life support of individuals under
regular life-supporting “maintenance”, and these with age-affecting factors. As a matter of fact, the
comparison of the virtual ages of individuals at the same calendar age T indicates that those who have
used an age affecting action of factor o differ from the what this calendar age is. These are based on
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comparing the values of the survival functions given by equations (20), Table 4.1 and Fig. 4 shown in
the previous section. Struggle to keeping a constant age-correcting factor we call maintenance policy
for the life style. Hence, the life supporting costs depend on the insurance agreement and the
maintenance policy.

We assume that an individual is covered by insurance for some calendar time of duration 7,
according to a certain policy agreement.

Consider cost modeling from insurer’s point of view. The insurer covers all, or a portion of the
expenses associated with the needs and supports of the individual starting at age ¢, , until the expiration
of the insurance coverage, or until the death of this individual. In occasion of a death at age u the
insurer pays the amount C(u, o), if the case is within the time of the action of the insurance agreement.

5.1. Expected insurance costs for a policy with limited validity

Consider an insurance policy, which starts at age ¢, of an individual, and will last time of
duration W, i.e. the insurance policy is valid during the calendar age [¢,,7,+ W] of that individual. On

the other hand this individual has been maintained, and will maintain his life under an age-affecting
factor 0. Assume, that the original life time X of the population at this site has failure rate function A(2).
During the coverage no partial claims are possible.

The effect of the initial age ¢, of the individual at the start of the insurance coverage is also a

parameter of interest, which may affect the expected insurer’s expenses. The collected premiums
usually are proportional to the elapsed time, u#, and may depend on the initial age ¢, when the policy

starts, and the supposed age-affecting factor 6. Therefore, the collected premium on the interval [¢,,¢, +
u) equals C(t,, d)u. If the failure is beyond the assigned insurance period, the insurer incurs no
expenses. If the death occurs at a moment on the interval [ ¢, ,7, + u), the insurer refunds the insured by
the amount C(u, J), thus his expenses are determined according to
Cu)=C(u, o) - C(t,, d)u .

Particular forms of these functions are assumed. Most common seems

C(u, 6) =C= const, and C(t,,d) = c,+ct,+c,(0-1), (19)
so that if the individual maintains the regular way of life he pays no addition or gets no discount
expressed by the third component.

Lemma 1 The expected insurance cost associated with an age correcting factor & for an individual
insured at age ¢, with coverage of duration W is given by
A ) -A Gt

Cy (t.8) = [ {C(ty T, 8) - C(t,, S A(S(t,+u) e'o du , (20)

where A(?) and /A(t) are the original failure rate and hazard rate functions associated with the life time X
of the an individual in the population.

Example 2 The Gompertz-Makenham life-time distribution with an age-affecting factor

Assume, that the contract prices C(u, J) and C(¢,, 6) for an individual insured at age ¢,, are given by

the equations (19). Then as a Corollary of Lemma 1 and the previous discussion we get:
Corollary 1 Under the conditions of Lemma 1, and (17)-(19), the expected incurred insurance costs
are given by the expression
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VvV C,(t,,0)=
tytW a ou
(@l P)1=e"0) _ L~ Bliy W)l p)(1=e ) oy P )
Cle™ —e 7t 1=[c, + ety +c,(0-1)] I u(f+ae”)e 4 du .
lo
We work on graphical illustrations of the dependence of C,(#,,0) on the individual’s age ¢, at
the time of enrolment into the insurance, for the Gompertz-Makenham lifetime distribution with
parameters as for human beings, and for different values of the coverage period /¥ in years.
The effects of increase or decrease of the insurance premiums and costs should be
justified. The dependence of the costs and premiums on the calendar age #, of individuals and its

interaction with the age correcting factors might be reviled.
6. Conclusions

Age-affecting actions on live individuals may have feasible models, and the life supporting
(insurance) cost for some natural policies can be analyzed by making use of approaches similar to those
in reliability maintenance and warranty cost analysis.

It is shown that the failure rate function and hazard function provide more convenient tools to
age-dependent life modeling than the approaches based on the direct use of probability distributions of
the individuals life times.

Numerical and graphical examples illustrate the use of the proposed models with Gompertz-
Makenham mortality rates and respectively distributed life times with an age- correcting factor for
comparing ages between individuals.
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ABsSTRACT. In this paper, we study a k-out-of-n system with single server who
provides service to external customers also. The system consists of two parts:(i)
a main queue consisting of customers (failed components of the k-out-of-n
system) and (ii) a pool (of finite capacity M) of external customers together
with an orbit for external customers who find the pool full. An external
customer who finds the pool full on arrival, joins the orbit with probability
~ and with probability 1 — v leave the system forever. An orbital customer,
who finds the pool full, at an epoch of repeated attempt, returns to orbit
with probability 6 (< 1) and with probability 1 —¢ leaves the system forever.
We compute hte steady starts system size probability. Several performance
measures are computed, numerical illustrations are provided.

1. INTRODUCTION

We study a k-out-of-n system with single server who provides service to external
customers also as described in the following paragraphs.

The system consists of two parts:(i) a main queue consisting of customers (failed
components of the k-out-of-n system) and (i) a pool (of finite capacity M) of
external customers together with an orbit for external customers who find the pool
full. An external customer who finds the pool full on arrival, joins the orbit with
probability v and with probability 1 — + leave the system forever. An orbital

customer, who finds the pool full, at an epoch of repeated attempt, returns to orbit
with probability 4 (< 1) and with probability 1 —d leaves the system forever.

The arrival process : Arrival of main customers have interoccurence time expo-
nentially distributed with parameter A; when the number of operational components
of the k-out-of-n system is 7. By taking A\; = % we notice that the cumulative failure
rate is a constant A. We assume that the k-out-of-n system is COLD (components
fail only when system is operational). The case of WARM and HOT system can be
studied on the same lines (see Krishnamoorthy and Ushakumari [4]). External cus-
tomers arrive according to a Markovian Arrival Process (MAP) with representation
(Do, Dy) where Dy and D; are assumed to be matrices of order m. Fundamental
arrival rate A\, = —wDpe

The service process: Service to the failed components of the main system is
governed by the N-policy. That is each epoch the system starts with all components
operational (ie., all n components are in operation), the server starts attending one

Research supported by NBHM (DAE, Govt. of India): NBHM 48 /5/2003 /R&DII/3269.
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by one the customers from the pool (if there is any). The moment the number of
failed components of the main system reaches N, no more customer from the pool is
taken for service until there is no components of the main system waiting for repair.
However service of the external customer, if there is any. will not be disrupted even
when N components accumulate in the main queue (that is the external customer
in service will not get pre-empted on realization of the event that N components
of the main system failed and got accumulated; instead the moment the service of
the present external customer is completed, the server is switched to the service of
main customers).

Service time of main customers follow PH distribution or order ny and represen-
tation (e, S7) and that of external customers have PH distribution of order ng with
representation (3, Ss):

SY and S§ are such that S;e + s = 0, i = 1,2 where e is column vector of
ones. The two service times are independent of each other and also independent
of the failure of components of the main system as well as the arrival of external
custorers.

Objective : To utilize server idle time without affecting the system reliability.

Krishnamoorthy and Ushakumari [4] deals with the study of the reliability of
a k-out-of-n system with repairs by server in a retrial queue. They do not give
any priority to the failed components of the main system nor do they investigate
any control policy. Krishnamoorthy, Ushakumari and Lakshmi [5] introduced the
repair of failed components of a k-out-of-n system under the N-policy. For further
details one may refer to the paper and references therein as well as Ushakumari
and Krishnamoorthy [7] Bocharov et al [1] examine an M/G/1/r retrial queue
with priority of primary customers. They obtain the stationary distribution of the
primary queue size, an algorithm for the factorial moments of the number of retrial
customers and an expression for the expected number of customers in the system.
Nevertheless, we wish to emphasise that their paper does not distinguish between
the priority and ordinary customers. This is distinctly done in this paper (our
priority customers are the failed components of the k-out-of-n system):

We also consider an intermediate pool of finite capacity to which external cus-
tomers join after seeing a busy server on arrival or after a successful retrial from the
orbit. We expect that this intermediate pool from which an external customer can
he selected for service, whenever the server becomes idle, will help us to decrease
the server idle time.

The steady state distribution is derived. Note that the non-persistence of orbital
customers together with the fact that an external customer, finding the pool full,
may not join the pool ensures that even under very heavy traffic the system can
attain stability. Several performance measures are obtained.

One can refer Deepak, Joshua, and Krishnamoorthy [3] for a detailed analysis of
queues with pooled customers (postponed work).

2. MODELLING AND ANALYSIS

The following notations are used in the equal:
Ni(t) = # orbital customers at time ¢
Na(t) = # customers in the pool (including the one getting service, if any,) at time
t.
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Nj3(t) = # failed components (including the one under repair, if any) at time ¢

0 if the server is idle
1 if the server is busy with repair
of a failed component of the main system

2 if the server is attending an external customer at time ¢.

N5(t) = Phase of the arrival process,

;\'76 (t) —

Phase of service of the customer, if any, in service at t
0, if no service is going on at time .

It follows that {X (t): t = 0} where
X{(t) = (N1(t), Na(t), Na(t), Na(t), N5(t), Ne(t))
is a continuous time Markov chain on the state space

S =1{(41,0,73,0,45,0)71 2 0: 0 < j3 < N —1; 1 < j5 <m}
{1, d2,d3. Lo ds de)|gn = 0,0 < jo < M: 1 <jz<n—k+1;
1<js<ml<jg<mn}
I J2, 93,2, Js, J6)|d1 = 00 1 < ja < M
O<jssn—k+1L1<js<m; 1 <js<naf

Arranging the states lexicographically, and then partitioning the state space into
levels ¢, where each level i correspond to the collection of states with ¢ customers
in the orbit, we get the infinitesimal generator of the above chain as

A Ao 0 0...
Asr A Ag 0...
Q= 0 Aasa A Ap. ..

where

Wo Wi

I.,{_,-'g W_:l H,%
Wy Wi W

Ao =

W’:i W’H ”'6
I-’T/';l I-’VQ ]
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where
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iy = | 1PV) ® In, 0 i _ [(0D1) © T, 0
- 0 L k+1 & 4(1) 0 0 (f}’Dl) ® Inz

3. SYSTEM STABILITY

Theorem 1. The assumption that after each retrial a customer may leave the

system with probability 1 — & makes the system stable irrespective of the parameter

values.

Proof. To prove the theorem we use a result due to Tweedie [6]. For the model
under consideration we consider the following Lyapunov function:

@(s) =1 if s is a state belonging to level i
The mean drift y, for an s belonging to level ¢ > 1 is given by

s =Y dup(d(p) — o(s))

pFs

_Zq“ (o(s") — (s +qua (CJ —Q*’(S))
+an (05" = 6(s))

where s’, 5", 5" varies over the states belonging to levels ¢ — 1,4, + 1 respectively.
Then by definition of ¢, ¢(s) =i, ¢(s') =i — 1, &(s") =1, H(s") =i+ 1
So that

Ys = — Zq.ss’ + Z Gss'

—if+ qu, if s eI,

Ys = .
) 726'170 +ZQM , ifsel;

where [; denotes the collection of states in level i which corresponds to Na(t) < M,
and I; denotes the collection of states in level i which correspond to Na(t) = M.
We note that }” ., geer is bounded by some fixed constant for any s in any level
i > 1. S0, let 3", qesnr < K, for some real number x > 0, for all states s belonging
tolevel 7 > 1. Also since 1 —é > 0, for any € > 0, we can find N/ large enough that
ys < —e¢ for any s belonging to level i > N'.
Hence by Tweedie’s result, the theorem follows. O

4. STEADY STATE DISTRIBUTION

Since the process under consideration is an LDQBD), to calculate the steady
state distribution, we use the methods described in Bright and Taylor [2].
By partitioning the steady state vector x as x = (20,21, T2,...) We can write

Ik:i’UHR{ for k > 1
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where the family of matrices { Ry, k > 0} are minimal non-negative solutions to the
system of equations:

(1) Ao+ RpAy jyr + Bi[Rpr1 A 2] =0, £ 20
xp is calculated by solving
(2) xo[A1p + RoAa] =0

such that

o0

k—1
(3) rge+rgZ[HRz]e<;x
k=1 1=0

The calculation of the above infinite sums does not seem to be practical, so we
approximate xps by x,(K*)s where (;rk(fx“))j, 0 < k < K~ is defined as the

stationary probability that X (f) is in the j* state of level k., conditional on X (1)
being in level 7, 0 < ¢ < K=,
Then 1, (K™*), 0 < k < K* is given by

k—1
@) () = oK) T] i
[=0

where xy(K*) satisfies (2) and

K* k-1
(5) ID(K*)eHD(K*){Z[HRIHezl
k=1 [=0

Here we have that for all i > 1, and for all k, there exists j such that [Ag;]z; > 0.

So we can construct a dominating process X (t) of X (¢) and can use it to find the
truncation level K™ in the same way as in (2], as follows. The dominating process

X (t) has generator
A Ao 0 00
0 Au A 0 0
0

O= 10 Ax r’:lm {’_10 ¢
0 0 Aoz Az Ao
Wllere B )
(A0)i.s = B[(A0)mad, (Aze)iy = E((Azp-r)e)  for k =2, (Au)y = (Au)y,

j# i, k>1and C = Nm+ (M +1)(n—Fk+ Lymny + M(n —k + 2)mns is the
dimension of a level 7 > 1.

5. PERFORMANCE MEASURES

We partition the steady state vector x as x = (xg,x1,22,...) where the sub-
vectors x;,s are again partitioned as x; = x(j1,ja. j3, ja) which correspond to
A’T,'(lf) =i, 1 <i<4

(1) Fraction of time the system is down is given by

-

K M 2
Paown = Z Z Zir(jlan-n*k‘Fl.j;L)e.

J1=072=0j,=1
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(2) System reliability, defined as the probability that atleast k components are
operational, P, is given by

prel =1- pdown-

(3) Average no. of external units waiting in the pool is given by

M K* n—k+1
pool Z.?,E Z Z l(jl J2. 3, J—
j2=1 j1=0 ja=1
M K™ n—k+1
+ Y (G- 1) Z > 2(j1.d2. 53, 2)e
J2=2 J1=0 ja=0

(4) Average no. of external units in the orbit is given by

o
Nowrie = Y [z (j1)e]

Jj1=1

(5) Average no. of failed components is given by

n—k+1 K* M
-"'\"'tfaic = Z jg(z Z ]1 J2 ]3 2)
ja=1 J1=07j2=1
K* M N_1 Kt
+ZZ x(j1, j2, js, 1)e +ngz 1.0, j3, 0)e
j1=0j2=0 ja=1 j1=0

(6) The probability that an external unit, on its arrival joins the queue in the
pool is given by

K* M—1n—k+1 2
’Pqueue = {Z Z Z Z (jl 32 ,]3 jr.l)[Dl 2 Inu}e
J1=0ja=1 ja=1 js=1
K* n—k+1

e 0 (Dr @ Iy }

J1=0 ja=1
(7) The probability that an external unit, on its arrival gets service directly is
given by
K* N-
{ > Z x(j1, 0, s, 0)D1e}
J1=073=0

(8) The probability that an external unit, on its arrival enters orbit is given by

K
Porbit = %{EI(U;’IUE}
9 " i=0

(9) Fraction of time the server is busy with external customers is given by

K* M n—k+1

e\cbusv = Z Z Z ,]1 ,]2 j3 2)6

j1=0j2=1 jz=0
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(10) Probability that the server is found idle is given by

K* N—1

ICIIE_ZZ 310320

J1=0j2=0
(11) Probability that the server is found busy is given by

Pbusy =1- {pidle
(12) Expected loss rate of external customers is given by

K* n—k+1
Aloss = Z Z 31 ’u' 72, l)( )(Dl 2 Inl)e
7J1=0 gja=1
K* n—k+1
N Z > (i M, 2, 2)(1 =) (D1 © L, Je
J1=0 jo=0
K* n—k+1
=3 ST (1= 0)ba(is, Mo Ve
Ji=1 ja=1
K' n—k+1

+Z Z (1 —8)710x(j1, M, j2,2)e

Ji=1 j2=0

(13) We construct a cost function as where €' is the holding cost per unit time
per customer waiting in the pool, C'y is the loss per unit time due to the
system becoming down, C'3 is the loss per unit time due to a customer
leaves the system without taking service, Cj is the holding cost per unit
time per failed component in the system, C5 is the loss per unit time due
to the server becoming idle and Cf is the profit per unit time due to the
server becoming busy with an external customer.

6. NUMERICAL ILLUSTRATION

Set 8 =150, A=1.0,vy=07,0=07,n=11, k=4 M =5 N =4

—6.5 4.0 —5.06  2.06 2.5 3.0 o
L [ ’-5] %2 = [ 4.0 —6.5] 5S¢ = {30} 53 = [5_.5} a = (0.5,0.5)
3 =(0.5,0.5)

Cy = 10. 0 Co = 1500.0, C'y = 100.0, Cy = 20.0, C5 = 50.0, Cg = 200.0.

Effect of correlation : The additional parameters for table 1 are the following

—55 3.5 1.0 1.0
(A1) DU_[LO —3.5} D“L.o 1.5}

average arrival rate = 2.34615, correlation =-0.00029

s | —4.05 1.55 ~ 12,05 0.45
(42) Do= [ 3.5 5.5] Di= L.o 1.0}
average arrival rate = 2.34615, correlation =0.00029

65 40 15 1.0
(B1) DO_[LS —4.5} DI_L.O 2.0}
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average arrival rate = 2.83333, correlation =-0.00042

. - |—5.06 2.06 - 1256 0.44
(B2) Do = { 4.0 —6.5] D1 = {1.0 1.5}
average arrival rate = 2.83333., correlation =0.00042

. —6.6 4.05 1.55 1.0
(D) Do = L.ss —4.6} D1 = L.o 2.05}
average arrival rate = 2.88224, correlation =-0.00041

‘ =515 21 2.6 045
(€2) Do = {4.05 —6.6} Di = L.o 1.55}

average arrival rate = 2.88224, correlation =0.00041
In the above correlation is between two inter-arrival times.

TABLE 1

=

Pdown J"\"Ipool J'\-‘"’orbit J"\-‘rfaic- Pexbusy P, idle Cost
Al 2805 x 1072 3.262  0.1204 22281 0.5620 0.0842 37.8228
A2 2803 x 1072 3.2572 0.1207 2.2278 0.5612 0.0850 38.1696
Bl 2923 x 102 3.6689 0.1822 2.2431 0.5940 0.0522 68.2556
B2 2922 x 1072 3.6647 0.1824 2.2429 0.5935 0.0526 68.4537
Cl 2932 x 1072 3.7031 0.1888 2.2442 0.5964 0.0497 71.6377
(2 2931 x 1072 3.6992 0.1890 2.2440 0.5960 0.0502 71.8214

The table 1 shows that as the external arrival rate increases the system down
probability increases; but this increase is narrow as compared to the decrease in
server idle probability. Also as expected, the expected number in the pool, in the
orbit and the expected number of failed components and the fraction of time the
server is found busy with an external customer increases as the external arrival rate
increases. The table also shows that as the correlation changes from negative to
positive, there is a slight increase in cost and in the server idle probability. Also
when correlation changes from negative to positive, the expected number of pooled
customers and failed components decrease while the expected number in the orbit
increases. The increase in probability Pexpusy being small compared to the increase
in other parameters can be thought of as the reason behind increase in cost. But all
these changes are narrow as the difference between negative and positive correlation
is small.

Effect of component failure rate : Take 0 = 20.0, v = 0.7, § = 0.7, n = 11,
k=4, M =5 N=4.

Arrival process is according to (Al).

Table 2 shows that when the component failure rate A increases, the system down
probability as well as expected number of failed components increase and the idle
time probahility of the server decreases, as expected. But note that as A increases,
the fraction of time the server is found busy with an external customer, decreases

and as a result the expected pool size increases. Also note that the expected orbit
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TABLE 2. Effect of component failure rate

A Paown J'\‘:rpool J‘\"I:)rbit J'\':Ffain.'. P, exbusy Pidle Cost
0.05 .196 x 10~%  2.1163 0.0285 1.5266 0.7513 0.2310 -67.3177
0.1 5933 % 10=7 21765 0.0311 1.5538 0.7432 0.2213 -63.3658
1.0 .2801 x 102 3.2399 0.0907 2.2276 0.5607 0.0855 38.4979
2.0 0.04702 4.2095 0.1748 3.5505 0.3029 0.0208 261.502
3.0 0.17207 4.7390 0.2362 5.1091 0.1149 0.0038 580.397

size is small, which shows that the orbital customers are either transfered to the
pool (when A is small) or leaves the system forever (when A is large). Since the
probability Pyown increases and the probability Pecpusy decreases, as A increases,
the cost also increases.

Effect of N policy level: 0 =200, A\=20,n=13, k=4 M =5
The other parameters are same as for table 2.
Table 3 shows that the system performance measure which is most affected by

TaBLE 3. Effect of N-policy level

N /Pclown -f"\':’;)ool Jl\'i}rbit J;\':’faic. rpexbusy P, idle Cost

4 0.02245 4.2521 0.1802 3.8666 0.2866 0.01969 203.559
5 0.02795 4.2249 0.1801 4.2456 0.2869 0.02325 219.258
6 0.03528 4.1968 0.1796 4.6087 0.2882 0.02717 237.002
7 0.04509 4.1658 0.1787 4.9473 0.2910 0.03135 257.358
8 0.05830 4.1300 0.1771 5.2518 0.2959 0.03577 281.200

the N-policy level is the expected number of failed components; which is expected
because as N increases, time for the service of failed components to be started.,
once the system started with all components operational, increases so that during
this time more components may fail. For the same reason a pooled customer has a
better chance of getting service and as a result Peypusy increases, Npoor and Nomie
decreases. Also note that the server idle probability is small. The increase in N
might be the reason behind the increase in cost.

Effect of retrial rate : Take A=1.0,n=11, k=4, M =5 N =14

The other parameters are the same as in table 2.

Table 4 shows that as € increases, expected number in the orbit decreases but
the expected pool size also decreases which tells that retrying customers may be

TABLE 4. Effect of retrial rate

=

v Paown Npool  Nowvit  Naic  Pexbusy  Pidle  cost
5.0 2832 x 1072 3.3908 0.3501 2.2315 0.5704 0.07579 33.688
10.0 2813 x 107¢ 3.3008 0.1790 2.2290 0.5644 0.08176 36.612
15.0 .2805 x 1072 3.2620 0.1204 2.2281 0.5620 0.08415 37.823
20.0 2801 x 10~2 3.2399 0.0907 22276 0.5607 0.08546 38.498
25.0 2798 x 10~2 3.2255 0.0728 22272 0.5598 0.08630 38.932
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leaving the system. Note that the idle probability of the server is very small and
the expected pool size is also close to the maximum pool capacity so that retrying
customers may choose to leave the system after a failed retrial. Also this can be
thought of as the reason behind the decrease in the fraction of time the server is
found busy with an external customer and the increase in cost as € increases.

Effect of pool size M : 8 =10.0, A =1.0
The other parameters are same as for table 2.

TaBLE 5. Effect of pool size

M P, down J"\';’])ool —’.’\'I.,l.)l‘])it J'\".Ffa,iu P, exbusy P, idle cost
3 .2655 x 1072 1.9658 0.2155 2.2090 0.5084 0.1377 65.402
42743 x 1072 2.6238 0.1942 2.2201 0.5410 0.1051 55.047

2813 x 1072 3.3008 0.1790 2.2290 0.5644 0.0818 36.612

o

Table 5 shows that as M, the pool size, increases, expected number of pooled
customers increases and as a result the expected number of failed components, the
system down probability and the fraction of time the server is found busy with
and external customer increases. But the expected number in the orbit decreases,
which is expected because as M increases more customers can join the pool. As
expected, the idle probability of the server decreases as M increases.

Comparison with the case where no external customers are allowed :
Below we compare the k-out-of-n-system with a k-out-of-n system where no external
customers are allowed.
Case 1: k-out-of-n system where no external customers are allowed,
Case 2: k-out-of-n system

=100, A=10,v=07,6=07,n=11, k=4, N =4

Dy— 733 .3‘..;} DIZ[;.O 1.0}

1.0 35 1.0 1.5
~75 2.0 ~5.06 2.06
S1= {2.1 —7.7} 2= [ 4.0 —6.5}

TABLE 6. Comparison with the k-out-of-n system where no external customers are allowed

A=0.1 A=05 A=1.0 A=15 A =2.0 A=25

P Case T <1077 3956 x 105 91241070 2081 x 10=7 1822 x 10=F 9335 1077
Vo1 down Case2 1291077 2379 x 1071 4320 x 1077 2039 < 1072 5728 x 1072 01237
’ P Case I 0.0180 0.0901 0.1802 0.2703 0.3603 0.4501
P Case2 05347 0.5336 0.6415 0.6958 0.7458 0.7914

P Case I <1077 3956 x 10° 9124 x 107° 2081 x 10~T 1822 x 10~7 9335 x 1077

M =2 dowm o Case 21801 % 1077 3289 x 107* 5052 x 1073 2782 x 1073 7689 x 10-2 1616 x 10!
) » Case I 0.0180 0.0901 0.1802 0.2703 0.3603 0.4501
P Case2  0.7500 0.7941 0.8434 0.8848 0.9179 0.9433

32



June 2007 I e-journal “Reliability: Theory& Applications” No 2 (Vol.2)

TABLE 7. Variation in ID_ ..

1D cost A=0.1 A=05 A=1.0 A=15 A=20 A=25
Cpp =100 Case 1 —0.1800 —0.9010 —1.8019 —2.7009 —3.5848 —4.4077

Cg =10 Case 2 —5.3470  —5.8336 —6.3717 —6.7541 —6.8852 —6.677
M1 Cyp = 1000  Case I  —0.1800 —0.9010 —1.8911 —2.6822 —3.4208 —13.5ﬁ75
C2 =10 Case 2 —53470 —5.8122 59821 —49190 —1.7300 4.45G0
(11 =10000 Case I —0.1800 —0.9010 —1.7929 —2.4949 —1.7810 4.8340
C2 =10 Case 2 —206.7349 —289421 —27.7460 —14.4000 19.9900 84.1300
Cpp =100 Case 1 —0.1800 —0.9010 —1.8019 —2.7009 —3.5848 —4.4077
Cia =10 Case 2 —7.5000 —=7.9377 —8.3745 —8.5698 —8.4101 —7.8170
M -4 Cpp =1000 Case1 —0.1800 —0.9010 —1.8011 —2.6822 —3.4208 —3.5675
Cio =10 Case 2 —7.5000 —7.9081 —7.8388 —6.0660 —1.4900 6.7270

Cpp =10000 Case 1 —0.1800 —0.9010 —1.7929 —2.4949 —1.7810 4.8340
Cia =10 Case —7.4998  —T7.6121 —2.4820 18,9720  67.7110 152.167

)

Table 6 shows that compared to the increase in the fraction of time the server is
found busy, the increase in the system down probability is not high, if we provide
service to external customers in a k-out-of-n system To make these statements more
clear we consider the cost function

IDL'DSt = Cvll : ,})down - 012 . Ipbusy

where C'11 is the loss per unit time the system being down and C'i5 is the profit per
unit time due to the server heing busy.

Table 7 shows that when M = 1 and A < 1.5, ID_ost is smaller in case 2 than
case 1, even when 'y is 1000 times bigger than Cio. But when A = 2.0 and 2.5,
ID ot is larger in case 2 than case 1, when Cyq is 100 times larger than 2. When
M =4 and A < 1.0, the table shows that ID..s is smaller in case 2 than in case 1,
even when ¢ is 1000 times bigger than C'o. But when A = 2.0 and 2.5, ID o« is
larger in case 2 than case 1, when Cqq is 100 times larger than C's.

Table 7 proves atleast numerically that we are able to utilize server idle time
without much effecting system reliability.
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Abstract

The paper studies a closed queueing network containing a server station and & identical client stations.
The client stations are subject to breakdowns, and a lifetime of each client station is assumed to be a
random variable independent of all other ones having the probability distribution G(x). The server

station is an infinite server queueing system, and client stations are single server queueing systems with
autonomous service, i.e. every client station serves customers (units) only at random instants generated
by strictly stationary and ergodic sequence of random variables. The total number of units in the
network is N. The service times of units in the server station are independent exponentially distributed

with parameter A. The expected times between departures in client stations are (Nu)™'. After a service
completion in the server station a unit is transmitted to the jth client station with equal probability
1/1, where [ <k is the number of currently available (i.e. not failure) client stations, and being
processed in the j th client station the unit returns to server station. The parameter N is assumed to be

large. The aim of this paper is to study the behaviour of bottleneck queues and to find confidence
intervals associated with increasing a given high level of queue proportional to N in client stations.

Key words: Closed networks, Performance analysis, Normalized queue-length process, Confidence
intervals

2000 Mathematical Subject Classification: 60K30, 60K25
1. Introduction

Consider a large closed queueing network containing a server station (infinite-server queueing
system) and & identical single-server client stations. The total number of customers (units) is NV , where
N is assumed to be a large parameter. The departure process from client stations is assumed to be
autonomous. Queueing systems with autonomous service mechanism have been introduced and
originally studied by Borovkov [6, 7]. The formal definition of these systems in the simplest case of
single arrivals and departures is as follows. Let A(¢) denote an arrival point process, let S(z) denote a
departure point process, and let Q(¢) be a queue-length process, and all these processes are started at

zero (A(0) = S(0) = O(0) = 0). Then the autonomous service mechanism is defined by the equation:
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0(1) = A(t) - [T{O(s-) > 0}dS (1),

The queueing systems with autonomous service mechanism have been studied in many papers (e.g.
Abramov [1, 3, 4], Fricker [8, 9], Gelenbe and lasnogorodski [10]). In the present paper we study a
closed client/server network (see Figure 1).

Figure 1. An example of client/server
network

|

F Server

The arrival process from the server
to the ith client station is denoted
A; v (1) . The service time of each unit

in the server station is exponentially
distributed  with  parameter A.

N

T,

x| 3 ) :
'li-; l-; Therefore, the rate of arrival to client
= stations depends on the number of units
in the server station. If there is N,
|. ¥ | 1 | units in the server station in time ¢,
= = then the rate of departure of customers

from the server in time ¢ is AN,. There

are k client stations in total, and each
of client station is a subject to breakdown. The lifetime of each client station is a continuous random
variable independent of lifetimes of other client stations and has the probability distribution G(x).

All client stations are assumed to be identical, and a unit transmitted from the server chooses each
one with equal probability. (For this reason the network is called symmetric.) Therefore, if there are
[ available client stations in time ¢, then the rate of arrival to each of these client stations is AN, /.

The  departure  instants  from  the jth  client  station (j=12,....k) are

SiniSina TS inaSina T & na T nsr- Where each sequence &, ,.&,,,.. forms a strictly
stationary and ergodic sequence of random variables ( NV is the series parameter). The corresponding
point process associated with departures from the client station j is denoted

S;n@)= il(i v S tj,

i=1 I=1

and satisfies the condition
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Then, the relations between parameters A, ¢ and k are assumed to be

(1.1) L< 1,
ku

and

(1.2) i>1.
U

Condition (1.1) means that all of the client stations are initially non-bottleneck, i.e. the service rate is
greater than arrival rate. Condition (1.2) means that after one or other breakdown all of the client
stations become bottleneck. Denote

ly = max(l : A > 1).
I

the maximum number of available client stations when the client stations all are bottleneck. Then for
all / <1, the rest / client stations will be bottleneck as well.

The queue-length process in the j th client station is defined as

0,y (1) =4,, ()~ [1Q, ,(s-)> OS ,  (s).

where 4 , (¢) is the arrival process to the client station ;.

Let o <1 be a given positive number. We say that the network is at risk if the total number of units
in client stations exceeds the value aN. Assuming that at the initial time moment all of the units are in
the server station, the aim of this paper is to find a confidence interval [0,8) such that with given high
probability P (say P =0.95) the network will not be at risk during that time interval [0,8). For
networks with an arbitrary number of client stations this problem is hard, because the behaviour of

bottleneck queues is very complicated (see next section for explicit results). Therefore in the present
paper we study this problem for the case of network with two client stations only.

A large closed client/server queueing network with bottlenecks has been studied in many papers.
The bottleneck analysis of Markovian networks has been provided by Kogan and Liptser [11].
Abramov [1, 2, 3] has extended the results of [11] to non-Markovian networks. Specifically, [1] has
studied the variant of network with autonomous service mechanism in client stations. The results of [1]
have been then extended to networks with two types of node and multiple unit classes in [4]. However,
the contribution of the aforementioned papers is purely theoretical. All of them provide the bottleneck
analysis for the particular case of one bottleneck station and under the assumption that at the initial
time moment all of the units are concentrated at the server station.
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The detailed bottleneck analysis of the network including all cases related to bottleneck stations as
well as initial conditions has been recently done in Abramov [5]. The results of [5] are promising for
the solution of many applied problems. Specifically, the analysis of [5] is devoted to closed
client/server networks in semi-Markov environment requiring the study of these networks under most
general assumptions. The asymptotic solution of the problem of the present paper, as N increases
indefinitely, is based on the study of [5].

It is worth noting that reliability of computer systems themselves has been studied in many papers.
We refer the book of Xie, Dai and Poh [12], where a reader can find the detailed information related to
this subject. The confidence intervals that are studied in the present paper are related to reliability of
information, which heavily depends on reliability of the network.

The paper is motivated by significant practical problems in telecommunication systems. Support and
exchange of information is very expansive and often increases the related costs of the equipment itself.
On the other hand, reliable support of information is derivative from high reliability of equipment and
directly depends on that reliability. A special circle of practical problems is related to support of large
databases. Then “units" are associated with units of information (records), and “client stations" are
associated with users of a database. “Failing station" can be associated with absence of connection or
very low rate of exchange. Low exchange in certain stations can result in bottleneck of entire network
leading to destruction of a database.

The paper is organized as follows. In Section 2 we recall some of the results of [5] which are
necessary for our purpose and then adapt them to the case of symmetric network considered here. In
Section 3 we derive the distribution of the normalized queue-length processes in available client
stations. In Section 4 we establish results for confidence intervals in the particular case of two client
stations. In Section 5 we give a simple numerical example. In Section 6 we conclude the paper.

2. Bottleneck client stations

In this section we recall some results of bottleneck analysis of [5] corresponding to the cases
considered in the present paper. We start from the elementary case of / equivalent bottleneck stations
exactly, i.e. the case that at the initial time moment ¢ = Othere are / bottleneck stations is discussed.
For simplicity, assume that all of these / stations are absolutely reliable, and at the initial time moment
t =0 there are (1- )N units in the server station, 0 < £ <1, and the rest SN are distributed between
[client stations. So, because the network is symmetric, the assumption that there are approximately
PN /[ units in each client station in time ¢ =0, according to the law of large numbers, is reasonable.

The assumption that the client stations are bottleneck means that A(1—- ) > [u .

The result on asymptotic behaviour of normalized queue-length in client stations follows from
Proposition 5.3 of [5] which related to an asymmetric network with bottleneck stations and arbitrary
initial queue-length. Recall this result.

Lemma 2.1. Assume that all client stations are initially bottleneck, and the initial queue-lengths in
client  stations are  asymptotically  equivalent to  NpP,,Np,...,NB,  correspondingly

(B, + P, +..+ B, £1), as N — oo. Then, the normalized queue-length in the j th client station in limit
as N — «is determined as
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(21) q]‘(t) :ﬂj +{1—Zﬂjj([ﬂj(())—,Llj]l‘—ﬂj(O)J-l”(S)dS],

, A(0)—u. k
22) K1) = zf'l(k"() “) [1—exp[—z2/1,(0)D,
> 40 =

where q,(t) denotes the normalized queue-length process in the j th client station in limit, i.e. q,;(t) is

the limit in probability of Q, , (t)/ N as N increases indefinitely.

In the notation of this lemma A4,(0)N denotes the instantaneous rate of units to the j th client station in
time 7 =0, and x;N denotes the service rate in the j th client station. In our particular case the number
of nodes is /,the instantaneous rate of units to each client station is (1— #)AN /[ and the service rate is
4N and all g,(t) are equal, i.e. g,(¢) = g(¢) forall j=12,...,I. Therefore in our case from this Lemma

2.1 we have the following statement.

Proposition 3.2. We have:

@3 g =§+(l—ﬂ>ﬂ@—u}—@ | r(s)ds],

where

_l1_ u (=P
(2.4) r(t)—(l (l—ﬂ)/lj(l e )

3. Limiting normalized cumulative queue-length process

In this section we study the limiting (as N — o) normalized cumulative queue-length process in
client station. The limiting normalized cumulative queue-length process is denoted g(7). At the initial

time ¢ = Othere are k available client stations. Let 7,,7,,...,7, be the moments of their breakdown,
0<r <7, <..<r,.The above moments of breakdown are associated with the behaviour of the time-

dependent network which can be considered as a network in semi-Markov environment. Therefore one
can apply Theorem 5.4 of [5].

The random time interval [0, 7, ] is the lifetime of the entire system. Therefore ¢(¢)is to be
considered  during the  aforementioned random interval [0, 7,]. Recall that
l, :max(l AL >1). Therefore, according to Theorem 5.4 of [5] we obtain that in the random

interval [0, 7,_, ), q(¢) = 0. Next, in the random interval [7,_, ,7,_, ,,) the equation for ¢(¢) is
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B q)=(A—lp)t—z,,) =2 [r(s)ds,

Tk-lgy

where r(¢) is given by (2.4). Equation (3.1) follows from (2.1) and (2.2) as follows. Setting S =0,
I =1, and replacing ¢ with (-7, , ) from (2.1) we obtain:

gt)= (% - ,uj(t —Tiy,) _li j.r(s)ds.

0 Tk-19
Hence, taking into account that g(¢) =/ ,g(¢) we arrive at (3.1).

In the next interval [z, ,,,7,, ,,) , [, > 1, we have the following equation:

k—Iy+1 1- k=ly+1 A
(32 gn= % +1-q(z, )] {{[ ql(r_; L ﬂ}(f ~Ti)
B [1- ql(rk_—lloﬂ A jr(s)ds}.

Therefore, in the time interval [z, , ,,,7,, .,)

(33) q(= Q(Tk_loﬂ) +[1- Q(Tk—/oﬂ ) - Q(Tk—/0+1 WA =l =)t - Th—tys1 )
~[1-g(r, )R [r(s)ds}.

Th—lg+1

In an arbitrary time interval [7,,7,,,), i =k —[,,k—1[, +1,....k -1, we have:

q(t) = q(z,) +[1-q(z) {1 - q(z)IA — pu(k = D))t = 7;)

—[1-g(z)]A[ r(s)ds}.

In the last endpoint 7, we set g(¢) =1.

4. Confidence intervals

The formulae for the limiting normalized cumulated queue-length process are complicated.
Therefore in this section we obtain confidence intervals for the particular case of two client stations. In
this case only simple representation (3.1) is used, which in the case of two client stations looks as
follows:
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@) g =(A-mt-1)=2[r(s)ds,

7

where
(4.2) r(s)=[ —%)(1—5”)

The confidence interval is structured from two intervals. The first one is [0, 7,), where the limiting
normalized cumulative queue-length is zero. The second interval is [7,, €], where @ is a point where
q(0) < . Equations (4.1) and \(4.2) are defined for ¢ < z,, where 7, is a random breakdown point of
the second client station.

Let 8" be a point where ¢(68")=a. The point @  is a random point depending on 7,. However,

under the assumption that one or other client station is active, the length of the interval [ 7,,0" ] is fixed
and uniquely defined from (4.1) and (4.2).

Let us derive probability distribution of the process ¢(¢). Clearly, that the probability that
q(t) = 0 coincides with the probability that the length of the interval [0, 7, ) is greater than #. Therefore,

43)  Plg(n=0)=[1-GOT"

Next,

44)  Plg()<y<1)=[-GOI1-Gt—1,)].

where ¢, is such the value of ¢ under which

4.5) (A—p)t - ljr(s)ds =y.

Equations \(4.3) and (21.4) are easily obtained by standard arguments of probability theory.

Then the probability that the limiting normalized cumulated queue will reach the value y before
absorbing at 1 is

j:’ [1- GOl - G(t —t,)]dt
[(0-Gu-1,)ra

The problem is to find the value y < & such that
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j: [1- GOl - G(t —t,)]dt
(4.6) _ > P
jo [1-G(t—t )" dt

It is written the inequality rather then equality because the exact equality can be reached for
y > a, while for all y <« there must be inequality (4.6).

5. Numerical example
Consider the following example. Let A =4, £ =3, «=0.2, P=0.95, G(x)=1-¢"".

From (4.6) we have:

00
—2(t— _
J‘Oe (t t,)e 2t gy

[
0

-2,

=e

Solution of the equation e =0.95 yields ¢, =0.025647. From (4.5) we obtain:

L 0.025647
y=[etdt="[edt=025-025e""" =0.024375.
0 0

This value of y is less than « =0.2,and therefore this value y =0.024375 is the required value for a
confidence interval.

6. Concluding remarks

We found confidence intervals associated with increasing a given high level. The confidence
intervals that established in the present paper are random. They are obtained in terms of the parameter
v, which is the value of limiting cumulative normalized queue-length under which the probability that

the system will be active is not smaller than a given value P. Thus, the strategy is to observe the
cumulative queue-length process until the total number of units in client stations reaches the value
¥N.As soon as the total number of units exceeds this value there is not enough confidence that the

system and/or information will be available.
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In this paper models of logical systems with anreliable elements are considered [1], [2].
Definitions of narrow places in these systems are made, algorithms of narrow places constructions are
built. An asymptotic analysis of work probability (or failure probability) of logical systems in
appropriate asymptotic conditions for a work probability (or a failure probability) of their elements is
made. All main definitions and algorithms are based on an idea of a recursive construction of logical
models with anreliable elements.

Preliminaries

Suppose that Z is a set which consists of |Z | logical variables z . Define the recursive class G of

logical expressions of variables z € Z:

zeZ=zeG, A4 eG, AeG=(4N4)eG, (4V 4,)eq. (1)

Denote 2% = {Zl-, iel= {1,...,22 }} the family of all subsets of the set Z . Define the disjunctive

normal form of the logical expression AeG:for zeZ, 4, €G, 4,€qG, I,,I, 1

D(z)=z,D(4)= \/(/\Z}D(Az)= \/(/\z}:

iel| \ zeZ, iel) \ zeZ,
()
ie, UL, \ zeZ, iel},jel, zeZl-UZj

Analogously define the conjunctive normal form K (4), AeG:forzeZ, 4 €G, 4, G, I,I, 1

K(z)=z,K(4)= /\[vzj,K(Az)z /\(\/zj:

iel|\ zeZ, iel, \ zeZ;
3)
iel}, jel, zeZiUZj ie,UI, \ zeZ;

For the families of sets X ={X} c 27 = {Y}c 2% put
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X®Y={XUY:Xex,Yev}, Z(X)= U X, N(X)=min(|X]: X € x).
XeXx

If Z(X)NZ(7)=0, then
N(X®¥)=N(X)+N(¥), N(xUr)=min(N(x),N(7)). 4

Suppose that p, = P(z=1), ¢, = P(z=0), p,+q, =1, and the random variables z € Z are
independent. The logical function 4 with random z € Z call the logical system 4 .

Lowreliable elements

Suppose that 3 d >0 so that for VzeZ 3 the natural numberc(z):

p.=p.(h)~ exp(—h_dc(z)) L h—0. (5)

Denote by 7(z) variables which equal to lifetimes of logical elements z € Z , and P(r(z) > t) =p.(h).

If h=nh (t) 1s monotonically decreasing and continuous function and 42 — 0, ¢ — oo, then the formula

(5) may be transformed to the form
P(r(z) > t) ~ exp(—h(t)_dc(z)), t—> o0,

characteristic of Weibull asymptotic used in lifetime models of systems which consist of lowreliable
elements [3], [4].

Define C(A)=minmaxc(z) by knownD(4)=\/ [ A ZJ. Then from (2) obtain

iel zeZ; iel)\ zeZ;
C(4 N 4y)=max(C(4),C(4,)), C(4V 4,)=min(C(4,),C(4,)). (6)

Correspond to the logical function 4 the families of sets §(4) < 22 (4)c 2% by recursive
formulas: §(z)={z},7(z)={z},

S(4),C(4)>C(4,), T(4),C(4)>C(4,),

S(4N4y)= S(4).C(4)<C(4y),  T(4NA)= T(4y),C(4)<C(4),
S(A4)®5(4,).C(4)=C(4), T(4)UT(4,).C(4)=C(4,),

S(4),C(4)<C(4,), T(4),C(4)<C(4,),

S(4V 4,)= S(4,),C(4)>C(4,), T(A4V 4)= T(4y),C(4)>C(4),
S(Al)US(Az)’C(Al):C(Az)’ T(A1)®T(Az)’C(A1):C(A2)
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Put /' = {i el: maxc(z) = C(A)} , then from the formulas (2), (6) obtain

zeZ,

s(A)={{zez c(z)=C(4)}:ier}. (7)
The formulas (1), (2), (6), (7) lead to the statements.

Theorem 1. In conditions (5) the formula —lnP(A = 1) ~ N(S(A))h_C(A), h— 0, is true.

Theorem 2. In conditions (5) the following statements take place:

1. for each S e S(A) the following formula is true
(c(z)>c(z)-e,ze8)=(C(4) > C(4)-¢),0<e<1; (8)

2.ifaset S < Z and satisfies (8), then IS. € S(A): S. S
3. foreach T e T(A) the following formula is true
(c(z)—)c(z)+g,zeT):>(C(A)—>C(A)+g),0<g<1; 9)

4.if T < Z S < Z and satisfies the formula (9), then 3 T, eT(A): L.cT.

The theorem 2 allows to call sets from the families §(4),7 (A4) by narrow places in the logical

system 4 with lowreliable elements. For any S e S(A) (forany TeT (A)) an increase of elements

z e S (a decrease of elementsz € T') reliabilities leads to an increase (to a decrease) of the logical
system 4 reliability. The formulas (6) and the theorem 2 allow to calculate recursively the numbers

C(4), N(S(A)) and to define the families §(4),7 (4) and their subfamilies
5'(A)={Ses(4):|S|=N(8(4))}, T'(4)={T e T (4):|T|=N(T(4))}.

Highreliable elements
Suppose that 3 d > 0so that forV zeZ 3 the natural number ¢(z):

q. =qz(h)~exp(—h_dc(z)), h=0. (10)

Denote P(r( z)< t) =q.(h).If k is monotonically increasing and continuous function and
h—0,t — 0, then the formula (10) may be transformed to the form

P(r(z) < t) ~ exp(—h(t)dc(z)) ,t—0,

characteristic of Weibull asymptotic used in lifetime models of systems which consist of highreliable
elements.
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iel zeZ; iel)\ zeZ;

Redefine C(A4)=minmaxc(z) by known K (4)= A ( \V z] . From the formula (3) obtain
C(A N 4y)=min(C(4)).C(4)), C(4V 4)=max(C(4).C(4,)). (1)

Redefine I'={ie]:minc(z)=C(A)}, then the formulas (3), (11) lead to the formula (7) for

zeZ,

highreliable elements also. The formulas (3), (7), (11) lead to the statements.
Theorem 3. In conditions (10) the formula —In P(A = O) ~ N(S(A))h_C(A) , h— 0, is true.

Theorem 4. In conditions (10) the following statements take place:

1. forany S e S(A) the following formula is true
(c(z)>c(z)+e,z€8)=(C(4)>C(4)+e), 0<e<l; (12)

2.ifaset S < Z and satisfies (12), then 3S. € S(A):S. =S ;
3. forany T e ‘T(A) the following formula is true
(c(z) > c(z)-ezeT)=(C(4) > C(4)-¢), 0<e<I; (13)
4.ifaset T < Z and satisfies (13), then 3T, e T(A):T. T .
The theorem 4 allows to call sets from the families S(A),T (A) by narrow places in the logical
system 4 with highreliable elements. For any S e §(A4) (T €7 (4)) an increase of elements z € S (a

decrease of elementsz € T') reliabilities leads to an increase (to a decrease) of the logical system 4
reliability. The formulas (12) and the theorem 4 allow to calculate recursively the numbers
C(A),N(S(A)) and to define the families §(4),7 (4) and their subfamilies §'(4),7'(A4).

Remark 1. Denote X,={Z,,iel,}, X,={Z,iel,}, suppose that Z(X,\)NZ(X,)=D. Then the
formula (4) allow to simplify significantly calculations of N(S(A1 )®5(4, )) N(S(A1 YUs(4, ))
which are necessary to find recursively N (S (A)) for the asymptotic formulas of the theorems 1, 3.
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Abstract. In this paper we propose a new generalized Rayleigh distribution different from that
introduced in “Aplikace Mathematiky” (1976) [23]: the construction makes use of the so-called
“conservability approach” (see “Kybernetika”, 1989 [26]), namely if X is a positive continuous random
variable with a finite mean-value E(X), then a new density is set —f,(x)=x- f(x)/E(x) where f(x) is
the p.d.f. of X. The new generalized Rayleigh variate is obtained using as f(x) a generalized form of
the exponential distribution introduced by Isaic-Maniu and the present author in 1996 (see [12]).

Key words: GRV-generalized Rayleigh variate, GE-generalized exponential, GDE-generating
differential equation, conservability, p.d.f.-probability density function, pseudo-Weibull variable.

1. A little bit of statistical history

Some decades ago, I did publish in the Praguese journal “Aplikace Matematiky” (see Voda,
1976 [23, 24]) two papers regarding a generalized variant of the Rayleigh density function:

k+1
(1) X:f(x;(?,k):%x”+l exp(=0x*), x>0, >0, k>0,
+

where I'(«#) is the well-known Gamma function:
) I(u)= jz“-le-fdz .
0

The form (1) includes — apart from the classical Rayleigh density (fork =0) some others, such
as Maxwell (fork =1/2) and Chi (y) one (for k = %a -1, aeN,

a>2 and O=1/2b", b>0).

Also, if we quit the positivity request for k and take k=-1/2 and 6=1/20", 5 >0 we shall

obtain the “half-normal” density.

This form (1) has found its place in the well-known book of Johnson-Kotz-Balakrishnan (vol. 1,
1994, page 479 [14]).

There exist a lot of density functions which may be considered as generalizations for the
Rayleigh one. For instance, in a monograph published in Kiev in 1987 by E. S. Pereverzev (see [17]) I
detected two forms, namely:
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3 F(x;k,a)=1—exp(-x*/24*) x>0, k,a>0,
p

this distribution becoming for k£ =1/2 the exponential one and for k£ =1, the Rayleigh one:

a(x—x,)"

m

4) F(x):l—exp{— }, xe[x,x,]cR

(x, —x;)

with a >0 and n,m € N, which generalizes Rayleigh (m=0,x, =0, n=2 and x €[0,0)).
The best known generalization is probably that of Walloddi Weibull (1887-1979):

(5) X f(x;0,k) = 0kx* " exp(—=6x"), x>0, k,0>0
which gives Rayleigh for &k = 2.

Blischke and Murthy (2000, [5]) consider that this distribution was a response to the overused
exponential model — which has a constant hazard rate 4(x)=86 for k =1 — inapplicable to strength of

materials or cutting-tool durability studies, for instance.

Weibull distribution had a tremendous career amongst the practitioners. Weibull himself
collected in 1977 in a technical report of Forvarets Teletekniska Laboratorium (in Stockholm, Sweden)
a number of 1019 references (articles) and 36 titles of books in which his model is mentioned (all these
titles are only in English). Facing the enthusiasm related to this distribution, A. C. Giorski (1968 [9])
draws the attention of what he calls “Weibull euphoria” arguing that the model is very useful but it is
not “universal” (one year later, Ravenis (see [18]) just proclaimed Weibull’s model as a “potentially
universal p.d.f. for scientists and engineers” ...

A more general model (which includes the Weibull one) is that called generalized Gamma:

©) X: f(x:bik. p) =bFL(p)(§j exp{—(gj }

where x>0, b, p,k >0, proposed by Stacy in 1962 [21] which for p =1 becomes Weibull one, with

(b") as a scale parameter and (k) as shape parameter. It is interesting to notice that a similar form of (6)

has been used in 1925 by an Italian economist, Luigi Amoroso in “Annali di Matematica Pura ed
Applicata” in a long paper (nr. 421, pp. 123-159) entitled “Ricerche intorno alla curva dei redditi”
(Researches on the curve of incomes). Since it was published in a journal not very widespread,
Amoroso’s work remained unknown for a long time (until late sixties) when Henrick J. Malik
discovered it and seized the priority regarding this generalized Gamma (see Barsan-Pipu et al. 1999,
[4]). Amoroso-Stacy’s distribution has been intensively studied by two Polish engineers: K.
Ciechanowicz (1972, [6]) and Szymon Firkowicz (1969, [8]). Urban Hjorth (1980, [15]) proposed
another generalization of Rayleigh distribution as follows:

(7) X :F(x;0;8,0)=1-(1+ Bx) " -exp{-5x" / 2}
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wherex>0, 6>0, £,0>0. If we taked =0, one obtains classical Rayleigh form. It is interesting to
notice that exponential distribution is obtained if 6 =0 and f — 0. In the next paragraph we shall
examine some generalized forms of the exponential p.d.f., choosing one of them as working material.

2. Generalized exponentials

Various forms to generalize exponential distribution have been proposed. We shall mention two
of them:

Dobé’s form (1976, [7]):

ﬂ,+6 1/a0
8 F(x;A,a,0)=1-
(®) (%4,4,0) LIH%""}

where x>0, a>0, A,0>0, which for 2 =0 gives the classical F(x;0)=1—-exp(—x/8).

Khan’s form (1987, [16] or [4, pp. 44-46])

x/0 rx

e -x
9 ) =———
) J i) 0" -T(2+rx)
with x>0, »>0 but 8 <1, which for » =0 gives f(x;0)=0"exp(-x/6).

Consider now the following differential equation:

(10) ‘}fw(x)-qo“ +h(x)- ¢

where ¢ is a positive real function, x €[a,b]= R where for a reliability context one may choose
[a,b]=[0,+).

We shall call (10) as a generating differential equation (GDE) since for various choices of
a(x), b(x) — real continuous functions on R and &, f two real numbers one could obtain a wide range

of densities (¢).
Now, in (10) let us take ¢ =—1, b(x)=0 and /J - an arbitrary real number. We have:

do 1 1,
(11) E:a(x)-; or ¢ :.[a(x)dx.

k
If x>0, and a(x)=-4 ~§xk_l exp[—%j where A is a norming factor, we obtain:
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k

1 X x*
12 —p*=A-¢ —— | or p=~2A4e —— .
(12) 5 XP[ /J @ Xp{ uj

If we denote 2A=60>0 and take 4 as k*/26**-T*(1/k) where k>0 .We get ¢(x) as a
density function, namely:

(13) w(x;e,k)zm(—%]

which for k=1 gives the classical exponential p.d.f.

It is interesting to draw the attention on the so-called “generalized error distribution” studied by
T. Taguchi (1978, [22]) who states that it was introduced by a Russian mathematician M. T. Subbotin
in 1923 (“Matematicheskyi Sbornik”, vol.31, pp. 296-301). Its density is:

(14) f(x;p)=+-exp{—ﬁ}
2p" T(1/ p) !

where xe R and p>0. This form resembles to (13) but it does not include the exponential, since for
p=1 one obtains Laplace density function. Our form (13) has two parameters (scale and shape ones)
and x is restricted to [0, +0) .

Now, if we compute the theoretical mean-value for (13) we shall obtain easily:

o TQ1K)
(15) E(X)=0 ST

(see for other details [12]).

3. The new GRYV (Generalized Rayleigh Variate)

Our variable will be obtained in a more general framework which was presented in [26]. It is
known that in the reliability theory some classes of time-to-failure distributions are obtained using a so-
called “generator” — which is also a p.d.f. One of the problem of interest is for instance the following: if
we have an [FR (increasing failure rate) distribution function (d.f.) F(x), and if we construct a new d.f.

such as

0

(16) F(x)=u -J.R(u)du , where R(x)=1-F(x), u= .[x -dF(x) does this F,(x) preserve the IFR
0 0
property? In accordance with Barlow and Proschan (1975, [3]), the answer is yes.

Now, if we define a p.d.f. as below:
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(17) fix )_m f(x) and E(x)= jx-f(x)dx<+oo

where f(x) is known- that is it has a well - defined form and specified parameters- which means it
belongs to a certain class — say Weibull — then, the new f,(x) it is also a Weibull type density? In this

example, the answer is no (see [26], page 211). The new p.d.f. was nicknamed as a “pseudo-Weibull
distribution”.

The property to preserve the initial class of belongness has been called conservativeness.
Therefore, in this approach, Weibull (and also the classical exponential) are not conservative.

Now, if we take as f(x) the form (13) — that is our generalized exponential, we obtain:

- SR i
(18) S0 =557 O Fram exp( HJ

with x>0, k,0>0, which for k=2 ©provides the wusual Rayleigh p.d.f.:
fi(x)=(2/6)-x-exp(-x"/0).

Hence, this new generalization of Raylegh p.d.f. is not conservative as regards the
transformation given by (17).
One interesting thing is the following: if k=1, then we obtain — curiously — the pseudo-Weibull

p.d.f, PW(x;0,1), thatis f,(x)=8" x-exp(-x/6), since general PW (x;0,k) is:
(19) £ (x:0,6) =k [0 T(1+1/k) ]| -exp(~x"/6).

The p.d.f. PW(x;0,1) has been studied in [26]. In our case (18) we have, for instance (for
meN):

) F(m+2)
Ixm+l .e—xk/de _ em/k X k

20 E(Xx") = :
20 ( 92“‘r 2/k) 5 I'(2/k)

If m=1 and m=2 we have the first two non-central moments:

I'(3/k)

I'(4/k)
r(2/k)

1) E(x)=6"" F(28)

and E(xz):ﬁz/k-

which give the variance of the variable:
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. N T e
22) =0 T T (k)|

We shall prove now the following:

Lemma. If X is a GRV with k-known, then the variable Y = X" is a Gamma type random
variate with parameters 6 and 2/k.

Proof. We write the distribution function of ¥, namely:

ik

(23) F(y)=Prob{X" < y} =Prob{X<y" | = }j f(x;0,k) dx

where f(x;60,k) is the p.d.f. of X. We have hence:

1/k

(24) F(y)=02/+(2/k)j x-exp(—xk/e)dx.

Taking into account of the general formula:

b(x)
(25) %{ [ f(u)duJ=b'(x)~f[b(x)]—a’(x)f[a(x)]

a(x)

from (24) we obtain:

2,

oy 3 yk 3
(26) F(y)—f(y)——ez/k'F(z/k)exp( y/H), y>0,0,k>0

which is just the p.d.f. of a Gamma random variable (one may denote (2/k=a), to have the usual form).

If k is known, then the estimation of & is easily to find by maximum likelihood method. Indeed,
if we have a sample {x,x,,...x,} on X, the likelihood function is:

2 K"-lf[xl. 1 n .
7 L= exp| — L3
(&) 0T (21k) exl{ eZ’C’}

and taking the logarithms and the derivative with respectto €, we find:

i
1

(28) lnL=nlnk+anlnxl.—%~ln9—nlnf(2/k)—%zn:x.k
1
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olnL  2n 1 1 & ,
25 — ==t =) X =0
29) 00 kaezzll’

which provides the solution;
A K n
(30) O = (Zj DIEAN

The distribution of éML is now almost obvious: since x/ has a Gamma distibution, the sum of
i.1.d. (independent and identically distributed) Gamma variables is also Gamma (the stability property
of Gamma distibution — see [3]).

If both parameters are unknown then we shall obtain the system:

~ ' (2/k "o
Ok _n o, 1 -ln@—n-—( )—Lle.klnxizo
ok k k* F(2/k) 07
(1)
olnL 2n 1 &
— ==t X, =0.
ok k6 Z

As one can see, the so-called DiGamma function is involved (that is, the derivative of Gamma
function I'(x) ), and consequently, some numerical methods are needed. Using some formulas from

Ryzhyk-Gradsteyn tables (1965, [19]), namely

dinT@) . e (1 1
(32) T = l,//(u) =In+ IO e (;— 1_ e_t jdt

one may approximate i (u+1) as:
(33) w(u+1)~-0.577215664 +1.644934067 - k —1.202056904 - k* .

Asregards In@, if 0 <6 <1, we could use the well-known Taylor series, and if 8 >1, we may

approximate In& with the upper bound (0 - 1)/ JO since we have the elementary inequality:

(34) Inx 1 4 x e (0,400)\ {1}

x-1 \/;

Let us remark that in (33), the first constant is just Euler’s

C:lim(1+1/2+1/3+---1/n—lnn)z0.57721.

n—>x0
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4. Some comments

a). One can detect in the literature some more general p.d.f. (s) than the generalized Gamma —
as for instance the so-called generalized Gompertz-Verhulst one (see Ajuha and Nash 1967 [1], Ajuha,
1969 [2] or Voda, 1980 [25]. Such p.d.f. (s) contain two or more special functions, which are difficult
to be analytically treated.

b). The generating differential equation (10) may provide not only p.d.f. (s) but also_distribution
functions. As, for instance, if we take a(x)=6, b(x)=-60, 6>0, a=1and =2, we obtain:

(35) d—¢=9-¢(l—¢) or —32 __ gy

where from by straightforward integration, one gets:

1

—O0x b

xeR, >0
l+e

o(x;0)=

which is just a reduced Verhulst distribution function, proposed by Pierre Frangois
Verhulst (1804-1849) in 1846 (see losifescu et al., 1985 [10]).
¢). An interesting form of a GRV can be obtained from the reliability function proposed

in 1998 by Silvia Spataru and Angela Galupa (see [20]). Their construction was the following: let
Y >0 be a random variable and let G(x) = Prob{Y < x}, x 20 its distribution function. Starting from

a generalized form of the power distribution (see [11]) the subsequent reliability function is advanced:
A —0x
(36) R(x)=[1-G(x)] -e”, x=0, 620

which provides a hazard rate as :

_ ., gKx) _
(37) h(x)=A —1—G(x)+9’ 2(x)=G'(x)

having the following interpretation : if A=1, the first element in the right-hand-side of /A(x)
represents the hazard rate of ¥ component, and & is the failure rate of a second element having an
exponential distribution. If we take now G(x) as a classical Rayleigh namely G(x)=1-exp(—ax’),
then the below distribution is obtained:

(38) F(x)=1-R(x)=1—exp(-dax’ + Ox)
with x>0, a>0, 1,0>0,(f A=1, =0, wehave F(x)=1-exp[-ax’]).
d) Professor I. C. Bacivarof (Bucharest) has drawn my attention on a paper of D. Kundu and M.

Z. Raqab (2004, “Generalized Rayleigh distribution: different methods of estimation”, posted on
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Internet) in which these authors study the distribution F(x;a,1)=[1- e’ 1 x>0, a,4>0which
for a =1 becomes the classical Rayleigh.
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Abstract

An approach of solution of the problem of consumers’ power supply reliability is presented.
The electric power systems is assumed operating in a market environment.

Introduction

Historically, the electric power industry of Russia was developed step-by-step
interconnecting and parallel operating of regional electric power systems (EPS), creating
interconnected power systems (IPSs) and forming the Unified power system (UPS). The UPS of the
former Soviet Union guaranteed a high level of coordination of electric power production, transmission
and consumption, an effective operation of the whole industry and a high reliability of consumer
power supply. The efficiency of parallel operation of EPSs within the UPS prior to the electric power
industry restructuring resulted in saving of 10-15 mIn. kW of installed capacity. It was reached due to
the coincidence of load curves and emergency assistance of EPSs and 12-14 mln. ton of standard fuel
per year.

There existed a hierarchical system of reliability control which was typical for the so-called
industrial model of the electric power industry structure. The relationships between electric power
producers and consumers were based on the normative approach, i.e. on fulfillment of obligations,
instructions and regulations regardless the expenses, since everything was paid the state. At the end of
the last century the deficiency of such structure of electric power industry became obvious, especially
due to transition to market environments.

Transition to the market economy changes dramatically relations between electric power
producers and consumers. Electric power producers began to compete in electricity sale, contradictions
arose between the market subjects that led to heavy operational regime of electric power systems and
complicated their managing. The problems of mutual assistance of EPSs in critical situations has been
arisen. Transition of the electric power industry to market relations in Russia led to the change of
ownership relations with consumers and to restructuring the industry management system. Now
relationship between producers and consumers of electric power is based on contractual obligations and
mutual financial settlements.

In these conditions, the key objective is to eliminate decrease in reliability level that existed
under the centralized management and adapt it to the requirements of each consumer. For this purpose,
a new system of reliability control is to be implemented that combines normative approaches and
economic mechanisms.
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Initial concepts

The proposed technique of power supply reliability optimization is based on the combination of
normative and market approaches and the following initial concepts.

Reliability is an object ability to perform its functions under certain operation conditions [1].
Object is this case is a network of electric power systems, and its function is consumer power supply.

System reliability is a power system ability to successfully perform its functions keeping
operating parameters in required limits the values of all parameters, characterizing the system ability to
perform the set functions.

Consumer power supply reliability is an ability of a power system to deliver required electric
power to consumers without limitations and in accordance to contractual obligations. Of course, all
qualitative and quantitative requirements to EPS operation reliability and all requirements to power
quality established by technical regulations have to be satisfied [2].

Consumer power supply reliability depends on the system reliability level and consists of
reliability of power supply to feeding nodes that is maintained by the system means (system structure,
capacity reserves, reserves of energy resources and transfer capability margins of tie lines, control
devices, etc.) and reliability of power supply systems. In a market environment the power supply
reliability is a commodity that has its price and is realized through the market services, is assured by all
market subjects in the area of responsibility for reliability with their technological and economic
interaction [3]. A system operator (SO) plays a leading role in management and coordination of
reliability problems in a market environment. Its task is to assure system reliability, i.e. to create such
conditions of EPS operation and control, in which electric power is produced, transmitted, distributed
and consumed according to the contractual obligations between management subjects and market
participants by means of technological interaction of generating units, electric networks and electric
installations of consumers. The system operator is responsible for reliable power supply to nodes of the
main grid, which supply feeding nodes with electric power. Power supply companies (PC), delivering
electric power to consumers in the required volume in accordance with the consumption schedule
foreseen in the project for a long-term operation, if consumers fulfil all technical and financial
obligations, bear responsibility for reliability of power supply systems and power supply to consumers
on the whole. Such sharing of responsibility makes it possible to solve the problem of power supply
reliability stage-by-stage: at first at the system level for feeding nodes, then at the level of feeding
nodes for individual consumers.

Problem statement and its mathematical model

Solution of the problem of power supply reliability of interconnected power system (IPS) with
weak ties is suggested. The annual planning of EPS operation under the industry restructuring and
transition to the market is taken in consideration. Due to large dimension and high complexity of the
problem, IPS is represented as a numerical model. Each node of the network includes points of
connection to an electric systems of generation companies (GC) and each supply nodes connected to
consumers. The electric power companies and consumers are supposed to have advance contracts. The
applications for connection to the network are submitted to SO. The system operator jointly with the
network companies approves the points of electric power supply from the generation companies to
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feeding load nodes, which supply electric power to consumers. On the basis of known requests for the
forthcoming year and the information from the electric generation companies about available
capacities, knowledge of electric networks configuration and power transfer capabilities are laid in the
basis of calculating scheme for solving the following problem.

Let the interconnection be represented by the model where nodes contain generation companies and
feeding nodes connected to the market network. A year is the calculated period that is divided into
discrete time intervals of equal duration. At each node of the calculated scheme, one knowns:

e generating unit commitment and its changes in time because of commissioning of new
capacities and removal of operating facilities from operation for reconstruction (updating) or
some other reasons;

e characteristics of equipment (unit capacity, emergency rate);

e total available generation capacity of the node and its generation companies at each time
interval;

e total consumers load in the feeding nodes at each time interval;

o annual volume of scheduled maintenances of generating facilities.

Transfer capabilities are given for each tie line between the nodes of the calculated scheme.

Under these initial conditions, the maximum possible reliability level of power supply to consumers,
connected to the network, for the whole interconnection should be ensured based on the normative
requirements to the reliability level of power supply of the feeding nodes which supply electric power
to consumers; power balance at the nodes of the calculated scheme and constraints on its
components; transfer capabilities of tie lines between the scheme nodes.

At the annual planning of EPS operation, when available capacities of power plants and
consumer loads are known and hence, the value of the total reserve capacity is determined, the
reliability is achieved primarily by its rational use. It is known that some part of the reserve is intended
to compensate power losses due to failures of power plant equipment and to cover random unforeseen
load growth, i.c. operating reserve. Another part of the reserve is used to compensate power decrease
because of scheduled maintenance of equipment, i.c. maintenance reserve. The stated above problem
can be solved on the base of the optimal (by the reliability criterion) division of the total reserve
capacity between these parts. The reliability level may be estimated by the index of consumer provision
with electric power that takes into account failure frequency, duration and severity in the system in an
integral way. Application of this index is justified by the long advance time (a year) and the scales of
the studied object (interconnection), where large load nodes are consumers, whose power supply
reliability can be validly estimated by the integrated index. The chosen index has a simple physical
sense and is rather sensitive to different disturbances, leading to reliability decrease (emergency power
fall, random load growth, equipment repair, etc.) and to measures improving reliability (commissioning
of new facilities, increasing transfer capabilities of tie lines, redundancy, etc.). It belongs to normalized
integrated reliability indices.

The formulated problem is reduced to solution of an optimization problem.
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Determine the maximum of reliability function

1 M G W
— T .- . — max 1
szljgl Hjp  Hj ()

subject to constraints on its parameters,

where: M — the number of nodes of the calculated scheme;
G — the number of discrete time intervals;
WMj , W — the forecast power consumption volumes of the p-the node of the calculated scheme

at the j-th time interval and the interconnection as a whole for a year;
Ty — the index of consumer provision with electric power of the p-the node at the j-th time

W .- AW

interval that is determined from the expression: © . = N N ;

K W .
K

AWMj — the mathematical expectation of power undersupply for consumers of the p-the node

at the j-th time interval.

The mathematical expectation of power undersupply is calculated based on the power shortage
probabilities by the formula:

£ope
AW = \V:Zr:+l P(\y—r)g (y—1)eT, (2)

where: T — the duration of the studied period;

€ — the calculated power stage;

r — the number of standby units of the capacity ¢;

v — the number of units of the capacity € that are needed to cover the maximum power
shortage;

Pfg — the probability of power shortage ye.

In the case of reserve unavailability, the power shortage is supposed to be the result of both
emergency failure of power plant facilities and sudden load increase under the influence of random

factors. All possible values of power shortage probabilities P(g\u—r)s are determined by multiplying the

series of probability distribution of emergency power fall and load deviation from its predicted level.
The value of predicted electric power in view of the error in load forecast is

_ L oh 0
W= > PpemeT+N"eT, (3)
m=-v

where: N — the number of units of the capacity ¢ that are needed to meet load without reserve;

Pr}%la — the probability of load deviation from its predicted value by me.
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The reliability level depends on numerous parameters and factors, in particular on the unit
commitment and its emergency rate, load and error of its forecast, operating reserve and mutual
assistance of nodes. If the reliability index Ty is represented as a function of load, operating reserve

and power flows by tie lines that vary in time,

=F(N RO .,PL.), 4
Tuj =5 (N ROy Ply) 9

where: NMj — the load of the pu-th node at the j-th time interval;

RO i~ the operating reserve of the p-th node at the j-th time interval;

PLlj — the power flow by tie line 1 at the j-th time interval,
then in the process of optimization because of laborious calculations for a large-dimensional problem
the use can be made of the approximation of this function by the polynomial

a
T .= A N . +>PL.. ROB., o =0,S; B=0,S; a+B<S; leL , 5
] %% uaﬁ( W IJ} by P pestely, ()

where: s — the polynomial power;
A — the polynomial coefficients;

o

LH — the set of tie lines in the calculated scheme that are adjacent to the p-th node.

The results of studies performed to estimate an error introduced with the approximation of
function (4) by polynomial (5) of different powers have shown the admissibility to apply in this case a
quadratic polynomial [4]. The polynomial coefficients AHOCB are selected by the least-squares method

based on the set of values for r at different loads of the nodes, considering their mutual assistance and
operating capacity reserve.

Solution to the problem by criterion (1) assures the maximum reliability at the minimum annual
losses caused by power shortage, if the losses are proportional to the volume of power undersupply.
The normative requirements to reliability of power supply to the feeding nodes are taken into account
by the constraint on the reliability index &t

T <m .Sn_, (6)
M K K

rae: nuj T 0 TcM — the calculated value of reliability index of power supply to the feeding nodes of

the p-th node at the j-th time interval, its normative value and the maximum possible value,
respectively.
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The normative reliability level of power supply to the feeding nodes is achieved by the system
means intended for all consumers to the same extent (the principle of equality and non-discrimination).
The deficient nodes can experience difficulties with assurance of the normative reliability level and in
this case reliability becomes a problem of SO and an object of its market relations with the market
subjects. The system operator can solve this problem by using additional system services, purchasing
the lacking electric power from surplus nodes and transmitting it to deficient nodes on the base of
reserve capabilities of networks. This is done on account of the means of market subjects, guilty of the
problem arisen. The means of the system fund of reliability or the insurance funds can be used, if
necessary. Thus, at this stage the market mechanism of interaction between the market subjects to
maintain power supply reliability comes into play in parallel with the normative approach.

Constraints (7)-(11) added to the model provide power balance at the nodes of the calculated
scheme and take into consideration constraints on its components.

P.-N .+ YPL,.—RO .—-RP .—-RK .=0, lelL , (7)
uj [ I I uj W W 1

where: Puj_ the available generation capacity of the p-th node at the j-th time interval

Ky
(P =3P .
M ek

the p-th node at the j-th time interval to the market, Ky — the number of GCs at the p-th node of the
studied scheme);

Pij — the available generation capacity offered by the k-th generation company of

.— the

U
u
N .- the total load of the p-th node at the j-th time interval (N .= > N . | N
uj Wi~ &4 unj o pnj

load of the n-th feeding node at the p-th node of the calculated scheme at the j-th time interval, Up —
the number of feeding nodes at the p-th node of the calculated scheme);
PLlj — the power flow by tie line 1, neighboring to the p-th node at the j-th time interval;

Ly, - the set of tie lines, neighboring to the p-th node;

Rouj’RPuj’RKuj — the operating, maintenance and commercial capacity reserves,

respectively, at the p-th node at the j-th time interval, constraints on whose value is set by inequalities

(8), (9), (10).

@MgRom,sROILL ®)

where: ROMJ., R—OM’R_OH_ the operating reserve at the p-th node at the j-th time interval and its

maximum possible values specified by the normative requirements to the operating reserve value. At
negligible differences between the right and left limits of inequality (8) the calculated value of
operating reserve is leveled in time, which involves leveling of the calculated reliability level during a
year.
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G
> RP AT.=V | (9)
i=1 HJ [

where: RPMj — the maintenance reserve required to replace equipment capacity of the p-th node that

can be removed for scheduled maintenance at the j-th time interval without loss for reliability;
ATJ. — the length of the j-th discrete time interval;

VM_ the annual volume of scheduled maintenances of generating facilities of the p-th node,

that is obtained based on the standard durations of maintenances.

RK .20 10
K (10)

Commercial reserve capacity RKHj was entered into the balance equation for the nodes with

redundant power which can be used at the discretion of generation companies.
The following equation is used to set the constraints on the value of power to be transmitted along the
electric ties between the nodes.

<PL,.<PL,, 1=1L, (11)

PL; <PLj;<PL,

where: L — the number of ties between the nodes of the calculated scheme;

PLlj’ﬂl’ﬁl — the power flow by tie line 1 at the j-th time interval and its transfer

capabilities, respectively. Network company that owns or manages the network equipment of the tie
line should coordinate with system operator and provide transfer capabilities of all elements and cutsets
during normal operating conditions and during maintenance periods.

Problem (1)— (11) consists in the choice of optimal values for operating reserve capacity at the nodes
of the calculated scheme, taking into account their interaction, at each discrete time interval, in order
to provide maximum possible reliability of power supply to consumers throughout the entire
interconnection, and reliability of power supply to the feeding nodes not below the standard level, let
us call it guaranteed. The maintenance reserve capacity obtained after optimization at each time
interval provides during a year full planned maintenance of generating equipment without reliability
violation. Meeting the constraints on capacity balance, on the value of operating and maintenance
reserve capacity at the nodes and on transfer capabilities of tie lines makes it possible in the process of
optimization to take into account the interests of system operator and consumers, possibilities of
generation and network companies.

Solving the problem at the set values of P ., N ., PL; ,ﬁ] RO ,R_OM,V , T ,T W€
my’ g ’ H poop o

determine optimal, in terms of reliability, values of RO Wi’ RR uj PLlj and the values of the
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guaranteed reliability index nMj in the feeding nodes by time intervals. For consumers connected to

the feeding nodes the level of guaranteed reliability will be average weighted. Here the system operator
receives information on: what maximum possible level of power supply reliability throughout the entire
interconnection and what level of guaranteed reliability at the feeding nodes under given conditions can
be provided in the coming year; what nodes in the calculated scheme are surplus and what are
deficient; what amount of electric power and at what time interval should be transmitted to the deficient
nodes to ensure there the reliability of power supply to the feeding nodes no lower than the standard
level and what nodes from the view point of reliability in the interconnection should be involved. This
information can be used to conclude the contracts for selling-buying electric power and system services
between the participants of the market (system operator, generation, network and power supply
companies and consumers).

As a result, the maximum possible reliability of power supply provides to consumers in the
interconnection, and guaranteed reliability of power supply to the feeding nodes at each node in the
calculated scheme. Thus, using the system means the problem of maintaining reliable power supply to
consumers is solved at a system level. Further the problem of maintaining reliable power supply at the
level of feeding nodes is solved for each individual consumer. In a market environment this problem
should be solved by power supply companies. Estimating power supply reliability for an individual
consumer connected to the feeding node the latter is considered as the basic power source.

Having received the system operator’s forecast on the guaranteed reliability level for power
supply to the feeding nodes for the coming year power supply, companies analyze if it meets the
reliability requirements of consumers served by them. Taking into account the current situation in the
industry and high reliability requirements the level of guaranteed reliability may turn out to be
insufficient for all the consumers connected to the feeding nodes. As a result power undersupply and its
consequences may cause huge losses for large consumers. In a market environment consumers may
affect the power supply reliability level. Having estimated potential losses from insufficient reliability
they decide what is more profitable — to have a required power supply reliability level or take a risk of
possible losses. Taking into account the price of reliability and their financial capacities consumers
specify the desired reliability level.

In their turn, power supply companies group consumers on the basis of the reliability levels they
require. The consumers can be divided, for example, into three main groups. The first group includes
the consumers asking for the reliability level lower than the standard reliability level of power supply to
the feeding nodes, the second — those with the level above the standard one but not exceeding the level
of guaranteed reliability, and the third — the consumers with the reliability level higher than the
guaranteed reliability level. Ensuring the reliability level specified by consumers from each group calls
for different means and expenses on the part of power companies that in a market environment have to
be compensated by consumers for example via surcharge to the base tariff' [5,6]. Here the consumers
pay only for additional services related to the increase of the reliability level of power supply to them.
Direct participation of consumers in funding the measures on ensuring system reliability (introduction
of new technological equipment and modernization of operating equipment, construction
(reconstruction) of electric networks and reconstruction of power supply schemes, etc.) is not foreseen.
These measures are funded in a centralized manner through the investment component in the base
tariff, consumer’s payment for electricity, fee for connection to the network and its use.

For consumers of the first group with low reliability requirements power supply companies
choose measures to decrease reliability (change in the order, periodicity and duration of disconnections
or limitations of consumers in the hours of maximum loads, in the post-emergency conditions, etc.),

! In this case base tariff corresponds the standard reliability level of power supply to the feeding nodes.
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estimate savings on costs required for these measures and give a discount on the electricity tariff.
Should the consumers be satisfied with the standard level of power supply reliability, surcharges to the
base tariff are not established. The tariff surcharges are established for the consumers that require the
reliability level of power supply higher than the standard one, i.e. for the consumers of the second and
third groups. For each of the groups the costs (saving) are estimated and the scale of surcharges
(discounts) to base tariff is developed. It should be noted that the consumers of the third group will
have higher surcharges than the consumers of the second group because ensuring reliability required
for them may call for additional expenses related to the improvement of reliability of power supply to
feeding nodes or introduction of additional power sources.

Tariff discounts are introduced in the contract between a power supply company and
consumers. Payment for reliability organizes the activity of both parties. Power supply companies
become more responsible for timely supply of electric power in a required volume to each specific
consumer taking into account the requirements to power supply reliability. Consumers get opportunity
to participate in the process of tariff formation and through the tariffs protect themselves from power
supply interruption and potential losses. However, the system operator and federal agencies for tariffs
should control the payment for reliability and the use of these funds as well as the settlement of
conflicts and disputes between consumers and power supply companies. Thus, by using different
methods and means power companies provide consumers with the desired level of power supply
reliability for a certain payment. In doing so the consumers that are satisfied with the standard level of
power supply reliability pay for electric power according to a base tariff. If the specified reliability
level is lower than the standard one the consumers are given a discount, if higher — the consumers have
a surcharge to the tariff. The value of the surcharge is determined by the cost of reliability
improvement. For the calculation of surcharges (discounts) to the tariff in a market environment there
should be a mechanism allowing power companies and consumers to take into account the interests and
requirements of each other while pursuing their own interests [7]. Consumers requiring higher
reliability should realistically assess the costs necessary to ensure it and their own financial capacities.
Power supply companies should not overstate the price for reliability not to lose their consumers since
in a market environment consumers have a right to choose power company according to their financial
capacities and offers of power companies.

Mechanism of coordination power supply company and consumer’s interests

Reliability is a characteristic that determines the quality of an object, therefore ensuring some
level of reliability requires resources and efforts that have certain utility for power supply company.
The company is ready to invest these resources and efforts since it understands that consumer will pay
for electricity provided the required power supply reliability is ensured. Otherwise consumer will
search for another power supply company or construct its own power source. The power supply
company should receive certain compensation for the efforts and resources on maintaining power
supply reliability. Power consumer buying electricity from the power supply company understands that
he has to pay for power supply reliability since insufficient reliability of power supply may lead to
losses. If power supply company is unable to provide the consumer with the required reliability it can
compensate consumer’s losses due to insufficient reliability.

In a general case both subjects of relations — a power supply company and a consumer have
different economic criteria for reliability and the criteria do not coincide. Let us consider possible
mechanism of interrelations between the subjects of relations in order to find a compromise solution on
power supply reliability. The criterion of maximum net present value is the most common criterion for
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all subjects. For the power supply company the economic criterion of power supply reliability can be
written as follows:

NPV, =1,+I, -C-D" — max, (12)

where: NPV — a net present value of power supply company;

I, — the total reduced revenue from selling electric power in time period T;

I; - the total reduced revenue from consumer’s payment for reliability in time period T;

C  — the total reduced costs of power supply company operation that include a reduced share
of capital investments and current costs in time period T;

D - the total reduced loss (payment to consumer for an insufficient power supply reliability
level against the level stipulated in the contract for power supply between power supply company and
consumer) in time period T.

For consumers the criterion is the following form:
*
NPV, . =P.-C,-C, -D+D — max, (13)

where: NPV, — a net present value of a consumer;

P —the total reduced profit of a consumer excluding power supply costs;
c

C — the total reduced costs of power supply taking into account the fact that the consumer not
E

only buys electric power but takes some measures to receive it;

C —the total reduced costs of power supply reliability payment;
R

D — the full total reduced losses of consumer due to unreliable power supply;

*
D - the total reduced losses due to unreliable power supply compensated by power supply
company.

From (13) it follows that the part of full losses due to unreliable power supply to consumers,
that corresponds to the insufficient level of power supply reliability with respect to an agreed level
stipulated in the contract for power supply between a power supply company and a consumer is
compensated by the power supply company. With the set amount of electricity to be sold and costs the
interest of power supply company will be determined by the criterion

I -D - max , (14)
R

the interest of a consumer by

D -D-C - max. (15)
R
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For aggregate consumer, that totally represents all consumers, served by the given power supply
company,

I =C . (16)

From the analysis of the reduced relationships from the view point of the interests of power
supply company and aggregate consumer it follows that if power supply company is able to efficiently

use the funds I and improve reliability of power supply and while decreasing the losses to a greater
R

extent than the costs incurred to provide reliability from the funds I , the company will gain
R
additional profit. Hence, there appears an incentive for the power supply company to improve

*
reliability. Consumer is interested in receiving larger compensation D , than the costs of reliability

C . If consumer establishes the required reliability through the value of specific losses due to sudden
R

disconnection of power, dp (rub/kW), and due to power undersupply, d, (rub/kWh), then the rise in

*
compensation D can be provided by increasing dp and d.. However, in this case the payment for

reliability, that depends on dp and d, , will grow for consumer. In its turn power supply company

k
will try to improve power supply reliability of exactly this consumer, in order to decrease D .
Thus, the suggested mechanism of interrelations between power supply company and consumer
provides an economic balance of their interests. Consumer may specify any level of reliability by

setting the values of specific losses dp and dg . Power supply company may stimulate the consumer to

set real values of dp and d, by appropriately establishing payment for power supply reliability for

consumers, since their overstatement calls for higher payment for reliability, whereas their
understatement does not completely compensate the losses due to insufficient power supply reliability
level.

Conclusion

Taking into account the increased power supply reliability requirements in a new economic
environment it is possible to formulate the main difficulties in solving the changing and newly
appearing reliability problems.

The problem occurred during coordination of the economic solutions taking into account
different interests of different subjects of the EPS control. It is necessary to revise the criteria of
choosing the optimal control solutions taking into account the reliability factor. There is a need for a
new system of reliability control that should be based on combination of normative approaches and
economic mechanisms. Economic control of reliability can be organized by different methods
including differentiation of electricity tariffs for consumers, creation of insurance reliability funds, etc.
Thus, it is necessary to develop the mechanisms of economic relations between different subjects of
electricity market and put them into practice.

The current reliability standards should be revised, in particular the standards for reserves and
maintenance. There is a need for the expanded legal framework for the power supply reliability indices,
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uniformity of all reliability standards for all power systems operating on the territory or Russia and
their approaching to the international ones.

The existing models of reliability analysis, remaining operable in principle, can in some cases
be upgraded in the context of new conditions. First of all, this concerns the market participants
interrelations to be taken into account. Here it is necessary to be able to determine and take into
account fair distribution of costs and profit among the market participants. Previously developed
models of reliability synthesis should be improved taking into account the conditions and criteria of
reliability control problems, methodical approaches, legal frameworks that will be implemented in
practice. These models should be based on the new mathematical methods and information
technologies. The newly developed approaches to the analysis and synthesis of reliability when
controlling expansion and operation of EPS should be based on the need to coordinate the actions of
jointly operating subjects in the competitive environment.

For the power supply reliability to be ensured in a market environment it is necessary to
coordinate different interests of power supply companies and consumers, develop an applicable
economic mechanism for their interrelations.
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1. Preliminary

The problem of optimal resources allocation for counter-terrorism measures is naturally based
on subjective estimates made by experts in this area. In the future we will continue the word “optimal
allocation” though in this case it would be more correct to say about “rational allocation” due to not
accurate mathematical model and unreliable input data. Nevertheless, dealing with a mathematical
model we will continue to say about “optimal allocation”.

Unreliability of the data is inevitable: there is no possibility of “experiments” to get, for
instance, such parameters like expected damage of a terrorist act or level of protection of an object due
to using some defending measures.

So, making decision for planning counter-terrorism operations we are forced to rely on experts’
opinions that could supply us with extremely uncertain input data.

The objective of this presentation is analysis of sensitivity of solutions of the optimal allocation
problem under uncertainty of experts’ estimates.

2. Analysis of solution sensitivity: Expenses estimates variation

Let us analyze first how variation of expenses estimates influence on the solution on the level of
a single object. For simplicity, we avoid to consider the influence of defense on the Federal and State
levels. Assume that we have three variants of estimates: lower, middle and upper as it presented in the
table below. Here the lower estimates are 20% lower of the corresponding middle estimates, and the
upper ones are 20% higher.

Case of lower estimates Case of middle estimates Case of upper estimates

OBJECT-1 Vuln. | AE OBJECT-1 Vuln. | AE OBJECT-1 Vuln. | AE
Measure-11 0,25 0,8 Measure-11 0,25 1 Measure-11 0,25 1,2
Measure-12 0,2 2 Measure-12 0,2 2.5 Measure-12 0,2 3

Act-1 Measure-13 0,1 4 Actl Measure-13 0,1 5 Act-l Measure-13 0,1 6
Measure-14 0,01 3,2 Measure-14 0,01 4 Measure-14 0,01 4.8
Measure-21 0,2 1,6 Measure-21 0,2 2 Measure-21 0,2 24
Measure-22 0,16 0,8 Measure-22 0,16 | 1 Measure-22 0,16 1,2

- > > Act-2 > Act-2 > 2
A2 Neasure23 1007 | 32 2 MMeasure23 | 0.07 | 4 % [Measure23 | 0,07 | 4.8
Measure-24 0,02 5,6 Measure-24 0,02 |7 Measure-24 0,02 8,4
Measure-31 0,11 4 Measure-31 0,11 |5 Measure-31 0,11 6
Measure-32 | 0,1 2 Measure-32 | 0,1 2.5 Measure-32 0,1 3
Act-3 | Measure-33 0,05 2.4 Act-3 | Measure-33 0,05 3 Act-3 | Measure-33 0,05 3,6
Measure-34 | 0,04 1,6 Measure-34 | 0,04 |2 Measure-34 | 0,04 | 2.4
Measure-35 | 0,01 5,6 Measure-35 | 0,01 | 7 Measure-35 | 0,01 8,4
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In these tables the last column contains expenses increments for applying the current protection
measure.

Using the method of equal defense levels against every type of terrorist attack, suggested in the
previous presentation, we build the “trajectory” of object protection improvement. For the sake of
brevity, we consider only the case of middle estimates.

Case of lower estimates

Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.25,0.2,0.11}=0.25 | 0.8+1.6+4=6.4
2 M-12, M-21, M-31 max {0.2,0.2,0.11}=0.2 6.4+2=8.4
3 M-13, M-22, M-31 max {0.1, 0.16,0.11}=0.16 | 8.4+4+0.8=13.2
4 M-13, M-23, M-31 max {0.1, 0.07,0.11}=0.11 13.2+3.2=16.4
5 M-13, M-23, M-32 max {0.1, 0.07, 0.1}=0.1 16.4+2=18.4
6 M-14, M-23, M-33 max {0.01, 0.07, 0.05}=0.07 | 18.4+3.2+2.4=24
7 M-14, M-24, M-33 max {0.01, 0.02, 0.05}=0.05 | 24+5.6=29.6
8 M-14, M-24, M-34 max {0.01, 0.02, 0.04}=0.04 | 29.6+1.6=31.2
9 M-14, M-24, M-35 max {0.01, 0.02, 0.01}=0.02 | 31.2+5.6=36.8
Case of middle estimates
Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.25,0.2,0.11}=0.25 1+2+5=8
2 M-12, M-21, M-31 max {0.2,0.2,0.11}=0.2 8+2.5=10.5
3 M-13, M-22, M-31 max {0.1, 0.16,0.11}=0.16 | 10.5++1+5=16.5
4 M-13, M-23, M-31 max {0.1, 0.07,0.11}=0.11 16.5+4=20.5
5 M-13, M-23, M-32 max {0.1, 0.07,0.1}=0.1 20.5+2.5=23
6 M-14, M-23, M-33 max {0.01, 0.07, 0.05}=0.07 | 23+4+3=30
7 M-14, M-24, M-33 max {0.01, 0.02, 0.05}=0.05 | 30+7=37
8 M-14, M-24, M-34 max {0.01, 0.02, 0.04}=0.04 | 37+2=39
9 M-14, M-24, M-35 max {0.01, 0.02, 0.01}=0.02 | 39+7=46
Case of upper estimates
Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.25,0.2,0.11}=0.25 1.2+2.4+6=9.6
2 M-12, M-21, M-31 max {0.2,0.2,0.11}=0.2 9.6+3=12.6
3 M-13, M-22, M-31 max {0.1, 0.16,0.11}=0.16 | 12.6+6+1.2=19.8
4 M-13, M-23, M-31 max {0.1,0.07,0.11}=0.11 19.8+4.8=24.6
5 M-13, M-23, M-32 max {0.1, 0.07, 0.1}=0.1 24.6+3=27.6
6 M-14, M-23, M-33 max {0.01, 0.07, 0.05}=0.07 | 27.6+4.8+3.6=36
7 M-14, M-24, M-33 max {0.01, 0.02, 0.05}=0.05 | 36+8.4=44.4
8 M-14, M-24, M-34 max {0.01, 0.02, 0.04}=0.04 | 44.4+2.4=46.8
9 M-14, M-24, M-35 max {0.01, 0.02, 0.01}=0.02 | 46.8+8.4=55.2

Such a table gives a possibility to find what measures should be undertaken for each required

level of protection (or admissible level of vulnerability) and given limited resources.
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The final “trajectory” of the “Expenses vs. Vulnerability” dependency s presented below.

Case of lower estimates Case of middle estimates Case of upper estimates
Sum. | Vulner- Sum. | Vulner- Sum. | Vulner-
Exp. ability Exp. ability Exp. ability

6,4 0,25 8 0,25 9,6 0,25
8,4 0,2 10,5 0,2 12,6 0,2
13,2 0,16 16,5 0,16 19,8 0,16
16,4 0,11 20,5 0,11 24,6 0,11
18,4 0,1 23 0,1 27,6 0,1
24 0,07 30 0,07 36 0,07
29,6 0,05 37 0,05 44,4 0,05
31,2 0,04 39 0,04 46,8 0,04
36,8 0,02 46 0,02 55,2 0,02

Using the tables above, consider two solutions of the Direct Problem with required levels of
vulnerability 0.1 and 0.02.

Lower estimates

2 01— 184 = ml3 mi3, m32
@ D02 =365 - mld, mad, m35

Middle estimates
| © 01=23 > ml3 m23, m3l

@ 002 =48 = mld mid m35

Upper estimates

& 01—=278 2 ml3 m23, m32
@ U002 =552 < mld mid m35

On the right, it is shown what measures correspond to these two solutions of the Direct
Problem. One can see that with +20% variation of the values of expenses, vectors of solutions (that is,
chosen measures) remain the same.

For the Inverse Problem, let us choose two fixed levels of admissible expenses: 30 c.c.u. and
40 c.c.u.
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Lower estimates

O 30> 005 2 mld m24, m33
O 40 = 002 = mld, m24, m35

Middle estimates

< 30— 007 2 mld, m23, m33
O 40 = 004 — mld mid m34
Upper estimates

@ 30— 01 2> ml3, mi3, m32
@ 40 = 007 = mld, md3, m33

On the right, it is shown what measures correspond to these two solutions of the Inverse
Problem. One can see that with the same variation of the values of expenses, vectors of solutions
remain the same.

It means that relatively large dispersion of input data practically does not influence on the
choice of the set of counter-terrorist measures.

Of course it does not mean that “Vulnerability-Expenses” dependence stays the same: it varies
significantly.

v L
0.1 |-~ B-8@0---4-----
0.08 | - S R
_____________ G-l
0.06 |------------- Feoodtooos
004 |-------------b---g oo
0.02|-------------l--8 -@--®
""""""" VTR

It means that, for instance, when the upper estimates of expenses are used, the calculated level
of protection will be low and a decision-maker could ask for more resources though it is, probably,
unnecessary.

Naturally, for the direct problem solutions the difference between the final expenses remains
+20%. At the same time the Inverse Problem solutions have significant dispersion due to a non-linear
character of the “Vulnerability-Expenses” dependence. It can be seen from the figure above that
corresponding “horizontal” dots lay closer than “vertical” ones. However, if one choose more natural
scale for vulnerability, namely, logarithmical one, then “linear distance” between vertical dots on such
a scale will be less significant.
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The simple qualitative analysis of obtained data shows us that the solutions of both Direct and
Inverse Problems in the case of expenses variation is stable enough.

3. Analysis of solution sensitivity: Vulnerability estimates variation

Let us conduct analogous reasoning for the case, when the estimations of vulnerability level of
object are overstated (they are understated) by experts.
Case of lower estimates

Case of middle estimates Case of upper estimates

OBJECT-1 Vuln. | Exp. OBJECT-1 Vuln. | Exp. OBJECT-1 Vuln. | Exp.
Measure-11 0,200 | 1 Measure-11 0,25 1 Measure-11 0,3 1
Measure-12 0,160 | 2.5 Measure-12 0,2 2.5 Measure-12 0,24 2.5

Al MVcasure-13 | 0,080 | 5 Al MVeasure-13 0. |5 Al MVcasure-13 [ 0.2 | 5
Measure-14 0,008 | 4 Measure-14 0,01 4 Measure-14 0,012 | 4
Measure-21 0,160 | 2 Measure-21 0,2 2 Measure-21 0,24 2
Measure-22 0,128 | 1 Measure-22 0,16 1 Measure-22 0,192 | 1

A2 Mcasure-23 | 0,056 | 4 A2 easure23 [ 0.07 | 4 A2 casure23 | 0.084 | 4
Measure-24 0,016 | 7 Measure-24 0,02 7 Measure-24 0,024 | 7
Measure-31 0,088 | 5 Measure-31 0,11 5 Measure-31 0,132 | 5
Measure-32 0,080 | 2.5 Measure-32 0,1 2.5 Measure-32 0,12 2.5

Act-3 | Measure-33 0,040 | 3 Act-3 | Measure-33 0,05 3 Act-3 | Measure-33 0,06 3
Measure-34 0,032 | 2 Measure-34 0,04 2 Measure-34 0,048 | 2
Measure-35 0,008 | 7 Measure-35 0,01 7 Measure-35 0,012 | 7

Case of lower estimates
Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.2, 0.16, 0.088}=0.2 1+2+5=8
2 M-12, M-21, M-31 max {0.16, 0.16, 0.088}=0.16 8+2.5=10.5
3 M-13, M-22, M-31 max {0.08, 0.128, 0.088}=0.128 10.5+5+1=16.5
4 M-13, M-23, M-31 max {0.08, 0.056, 0.088}=0.088 16.5+4=20.5
5 M-13, M-23, M-32 max {0.08, 0.056, 0.08}=0.08 20.5+2.5=23
6 M-14, M-23, M-33 max {0.008, 0.056, 0.04}=0.056 23+4+3=30
7 M-14, M-24, M-33 max {0.008, 0.016, 0.04}=0.04 30+7=37
8 M-14, M-24, M-34 max {0.008, 0.016, 0.032}=0.032 | 37+2=39
9 M-14, M-24, M-35 max {0.008, 0.016, 0.008}=0.016 | 39+7=46
Case of middle estimates
Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.25, 0.2, 0.11}=0.25 1+2+5=8
2 M-12, M-21, M-31 max {0.2, 0.2, 0.11}=0.2 8+2.5=10.5
3 M-13, M-22, M-31 max {0.1, 0.16, 0.11}=0.16 10.5++1+5=16.5
4 M-13, M-23, M-31 max {0.1, 0.07, 0.11}=0.11 16.5+4=20.5
5 M-13, M-23, M-32 max {0.1, 0.07, 0.1}=0.1 20.5+2.5=23
6 M-14, M-23, M-33 max {0.01, 0.07, 0.05}=0.07 23+44+3=30
7 M-14, M-24, M-33 max {0.01, 0.02, 0.05}=0.05 30+7=37
8 M-14, M-24, M-34 max {0.01, 0.02, 0.04}=0.04 37+2=39
9 M-14, M-24, M-35 max {0.01, 0.02, 0.01}=0.02 39+7=46
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Case of upper estimates

Object 1
Step Undertaken measures | Resulting Total
Number Vulnerability Expenses
1 M-11, M-21, M-31 max {0.3, 0.24, 0.132}=0.3 1+2+5=8
2 M-12, M-21, M-31 max {0.24, 0.24, 0.132}=0.24 8+2.5=10.5
3 M-13, M-22, M-31 max {0.12, 0.192, 0.132}=0.192 10.5++1+5=16.5
4 M-13, M-23, M-31 max {0.12, 0.084, 0.132}=0.132 16.5+4=20.5
5 M-13, M-23, M-32 max {0.12, 0.084, 0.12}=0.12 20.5+2.5=23
6 M-14, M-23, M-33 max {0.012, 0.084, 0.06}=0.084 23+4+3=30
7 M-14, M-24, M-33 max {0.012, 0.024, 0.06}=0.06 30+7=37
8 M-14, M-24, M-34 max {0.012, 0.024, 0.048}=0.048 | 37+2=39
9 M-14, M-24, M-35 max {0.012, 0.024, 0.012}=0.024 | 39+7=46

Case of lower estimates Case of middle estimates Case of upper estimates

Sum. | Vulner- Sum. | Vulner- Sum. | Vulner-
Exp. ability Exp. ability Exp. ability
8 0,200 8 0,25 8 0,3
10,5 0,160 10,5 0,2 10,5 0,24
16,5 0,128 16,5 0,16 16,5 0,192
20,5 0,088 20,5 0,11 20,5 0,132
23 0,080 23 0,1 23 0,12
30 0,056 30 0,07 30 0,084
37 0,040 37 0,05 37 0,06
39 0,032 39 0,04 39 0,048
46 0,016 46 0,02 46 0,024

Using the tables above, consider two solutions of the Direct Problem with the same required
levels of vulnerability 0.1 and 0.02, as it was in the previous section.

Lower estimates

01— 205 - ml3, m23, m31
@ 002 =46 - mld mad, m35

Middle estimates

D 01233 2 ml3 m23, maz
® 002 =46 = mld, m24, m35

Upper estimates

01230 2 mld, m23, m33
@ 002 =40 - mld m2d, m35
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On the right, it is shown what measures correspond to these two solutions of the Direct
Problem. One can see that with +20% variation of the values of vulnerability, vectors of solutions
remain almost the same.

For the Inverse Problem, let us choose again the same two fixed levels of admissible expenses:
30 c.c.u. and 40 c.c.u.

Lower estimates

O 30 > 0056 mld, m23, m33
O 40— 0032 = mld, m3d, m34

hMiddle estimates

I D ap007 > mld, md3, m33
T 40 = 004 5> ml4, m23, m33

Upper estimates

O a0 = 0084 = ml14, m23, m33
& 40 = 0045 = mld, m24, m34

On the right, it is shown what measures correspond to these two solutions of the Inverse
Problem. One can see that again, as in the precious section, +20% variation of the values of
vulnerability, vectors of solutions remain almost the same.

In this case, “Vulnerability-Expenses” dependence also varies significantly, especially for the
solutions of the Inverse Problem.

v , ,
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For this case, one can make approximately the same conclusions, as in the previous case.
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4. Conclusion

The presented analysis shows that presented model of optimal allocation of counter-terrorism
resources, suggested in the previous report, is working stably enough.

Development of improved computer model will allow analyzing more realistic situations,
including random insensitivity of input data. However, it seems that such “one-side biased” expert
estimates should lead to more serious errors than random variations of the parameters.
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OR/MS Today - October 2006
Computerized Third Party

WHEN THREE'S NOT A CROWD

John Kettelle
[ ]
e-mail: kettelle@earthlink.net

From peace treaties to labor contracts: The case for employing a computerized third party
for group decision-making and negotiations.

One of the most frustrating things about a negotiation is that each party has private information that is
central to a sound agreement, but it can at the same time be folly for either party to share that
information directly with the other party. A simple example is a sales transaction. The seller should not
start by telling his prospect the lowest price he is prepared to accept, nor should the buyer start by
telling the seller the highest price he is prepared to pay. Clearly, if there is, in fact, room for a deal,
whoever first conveys this information is conceding the entire room to the other party.

In many negotiations, there will be an array of issues and corresponding sets of values placed by either
side on the associated possible deals that might be struck. For either side to convey its version of these
values directly to the other can be similarly damaging. Obviously, some kind of a third party can be
helpful.

A traditional solution to this frustrating situation is for the two principals to find a human third party
(HTP) with whom they can both confide. But HTPs have four well-known problems:

o Either side has to be concerned about the risk that the HTP may be a secret ally with the other
side.

o Even if that risk can be accepted, there is a hazard that the HTP, who needs to be intimately
familiar with the relevant secrets of both sides, may reveal clues about those secrets by
accident.

o If the issue has any real complexity, the HTP will need a corresponding amount of prior
expertise, not only on how to negotiate, but also on details of the issues peculiar to that
particular problem.

e Real complexity can put a serious burden on the HTP, and any large staff that he may require
multiplies all the above problems.

Before we attempt a general description of the CTP process, let us start with a rather simple example
— what we call the pizza problem.

Suppose two nerds (Tom and Dick) enter a pizza parlor and thoughtlessly order a pizza, specifying that
one side be mushrooms and the other side pepperoni. When they sit down to eat, they decide to make a
real problem of just how to share it. They start by agreeing to require an "equi-max" solution, to wit:
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1.

2.

Each man should get the same fraction of his own perceived value of the whole pizza, and

This common fraction should be maximized.

Now suppose their values about mushrooms and pepperoni are as follows:

Individual Values of Ingredients

Tom
Dick

Mushrooms Pepperoni
.6 4
1 9

If Tom and Dick were normal, they would likely end up with Tom simply getting the mushroom side
and Dick the pepperoni. But they are indeed nerds, and they never leave home without a computer that
can satisfy the above equi-max sharing conditions. It gives them the following result:

Equi-Max Sharing Conditions

Mushrooms Pepperoni Total Value

Tom 1.0 23 .69
Dick None 77 .69

Total 1.38
Comments:

It turns out that a computer can solve this problem, for any number of different flavors, and for
any number of people who have a claim on the pizza, with a typical linear programming
package. For the two-person problem, the computer can generate what is called a Pareto frontier
— a plot of the most value Tom can get as a function of what Dick would get (see box, page
23).

The "normal" resolution, Tom getting all the mushrooms and Dick all the pepperoni, gives a
larger total (but obviously not one equally shared) value of 1.5. This suggests the issue of side-
payments.

If Dick really enters into the competitive spirit of this game, and furthermore knows Tom well
enough to predict exactly what values Tom will enter, Dick can mimic Tom's preferences,
except with an insignificantly larger value for the pepperoni (and a correspondingly smaller
value for the mushrooms). The computer's solution will then be to give Dick all the pepperoni
(which the computer thinks is worth only .6 to Tom, instead of the actual .9), plus one-sixth of
the mushrooms, for a total treat worth over 90 percent to Dick, and only 33 percent to poor
Tom.

It is amusing what happens if both players use this gambit. The computer then dutifully gives
each what the other really should have received, thereby providing what might be called the
"pessimum" (worst possible) solution. Of course, even though they are both nerds, they would
be likely to trade.
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If one player happens to be a lot hungrier — or richer — than the other, there may be room for a side
payment.

Operation of the CTP

First phase — the feasibility mode:

1. Each side submits a list of issues to be addressed.

2. The computer then reports the combined list to both sides. Because learning what one side
deems relevant may be exploited by the other, each side will have been free to include some
factors that were in fact unimportant to him.

3. Each side then submits to the computer his value function defined on all the factors in the
combined list (the irrelevant ones being ignored, because this set of inputs will not be
automatically revealed to the other side), and also enters the minimum acceptable value that it
requires for a deal. Defining this value function is indeed a logical component of any
negotiation.

4. The computer then derives the Pareto frontier — the set of deals in which any payoff for one
side is accompanied by the largest possible payoff for the other.

5. It then reports to both sides whether there is "room for a deal" — whether there are any deals on
the frontier that meet the minimum requirements of both sides.

No room for a deal. 1f the computer reports there isn't room for a deal, then the sides can either break
off the negotiation altogether or cycle back to step 3, presumably with lower requirements. (A central
point here is the possible inclusion of an additional party — one who has an exogenous stake in the
success of an agreement. This issue can be dealt with either by including him in the negotiation from
the beginning or by appealing to him post hoc — only after this current step. In the post hoc case, the
two principals may form an alliance, and negotiate as a team with the newcomer.)

If we have departed the above steps via the "No" exit, this will indeed be bad news. (If it weren't news,
there would have been no point in starting the negotiations.) The obvious question will be whether the
parties could have learned this more easily, without all the detailed homework defined above. There are
indeed buffered ways to do this, typically based on each side supplying boundaries of acceptability
(below which the value of an agreement would be worse than no agreement at all), rather than the more
complex value functions. This is normally done, at least implicitly, in "usual" situations. Unfortunately,
this very "implicit" decision is often flawed, for the simple reason that rhetoric often misleads the other
party about the real levels of acceptability. This is even further complicated by there being two kinds of
"rhetoric" (in the misleading sense of the word): 1. rhetoric that is truly public, meant to gather public
support; and 2. direct "private" communications with the other party, in which unfiltered truth-telling
can still be counter-productive.

Room for a deal. But suppose the answer is "Yes." If we have indeed left via the "Yes" exit, the first
thing is to recognize a positive change of mood for both parties — the news that there is at least one
deal preferable to "no agreement." They are both left with the cheerful project of sharing the excesses
over their minimum requirements. (In the negotiation community a popular acronym is BATNA — the
"best alternative to no action." It the context of the CTP, BATNA gets parsed in two — the existence of
at least one deal better than no action, and a logical cooperative search for the sides to chose one.
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Clearly, among an array of alternatives both sides might prefer to "no action"; what is "best" for one is
likely to be "worst" for the other, leaving BATNA poorly defined.)

Collaborative phase. The objective in this phase is for the two players to agree on how to share the
excess beyond the minimally acceptable payoffs that have already been assured. On the way to this
objective, either side may request information outputs (and who should get them) from the computer.
The request itself (but not the requested output) will be automatically relayed to the other side, and will
be granted only with his concurrence. A search for good strategies for the two sides promises to be
fascinating, but here are a few thoughts:

e By now, the only relevant data may be the points on the feasible portion of the Pareto frontier.

o The two sides could agree to share that entire set of Pareto points (that is, the sets of conditions
that generate the payoffs, not the payoffs themselves).

e Each could allow the other side to see only the array of its own payoffs, reducing what might
some call the "jealousy" factor.

e The two sides could start by asking to see only one candidate point, for example the one
somehow closest to the midpoint of the acceptable solutions, and by mutual agreement explore
the frontier step by step.

The "digesting" phase. If things have gone well, this "mating dance" will by now have generated what
might be called a "presumable" deal. Before this deal is finally ratified, you can make a case for what
might be called a digesting period. Whether it deserves minutes, hours, days or weeks depends on the
circumstances (minutes for the response to an accidental nuclear missile launch, months for a deal on
non-proliferation); but in any case the deal's payoff, and its very structure, may have turned out to be
somewhat of a surprise. This may warrant some additional thoughts that could lead to an even better
deal (or avoidance of an unforeseen flaw in somebody's logic).

There may be a modification that would provide a very large gain for one side in exchange for a much
smaller loss for the other. This might be addressed by some kind of a side payment beyond those
already embedded in the frontier, or simply by giving the conceding party a chance to be generous.

Implementation and publication. 1f security permits, the negotiation can be completed remotely and
secretly — perhaps to be executed only when something else happens. A secret alliance.

Once the basic agreement has been made, the parties can then use the CTP to work out second-order
details of implementation — details not worth the effort before the basic agreement was assured.

Penalties for backing out. 1t is conceivable that one side could simply be using the buffer negotiation
as a fishing expedition — simply to learn more about the other side's attitudes. An inherent protection
against this will be the cost and time expended on the sham negotiation itself. If this is not enough
deterrent, each side might be required to put in some kind of an initial deposit, which would be
forfeited if one person arbitrarily rejected an agreement which had met all of the criteria that he himself
had entered during the course of the process.
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Applications

For us, the most exciting thing about the CTP concept has been the apparent payoffs of specific
applications. Here is a sampling of governmental and commercial applications. Personal ones, like
managing romantic relationships are left as exercises for the reader.

* The Israeli-Palestinian problem
This is a predicament replete with the kind of issues we have already mentioned. A partial list of issues
includes:

o the boundary between Palestine and Israel;
o the fate of various settlements;
e sharing of water resources;

e convenient routes between Gaza and the West Bank, and (presuming that Israeli settlements in
the West Bank survive), convenient connections between those settlements and Israel; and

o limits on the military capabilities of Palestine, and corresponding cooperation from Israel in
case Palestine gets threatened by its other neighbors.

A frequent issue in a negotiation between two parties is the interest of another significant party or
stakeholder. In this case the United States is clearly such a party. For that matter, the Middle East Arab
community (somehow defined) is another. Theoretically these stakeholders can be, from the beginning,
an inherent part of the computer-oriented negotiation. Or they can be added after the two principals
have completed a preliminary round.

* Military conflict terminations
The termination of a war is typically a two-step process:

1. The cessation of fighting, typically called an armistice, which is to a first approximation often
surrender by one side.

2. A follow-on detailed set of actions, a subset of which is sometimes called a peace treaty.

As the CTP process gets established it can help with each step, and provide a smoother connection
between them. Examples from both World Wars suggest payoffs that are so dramatic that even a small
chance of success can argue for a current "war avoidance" CTP system.

WWI — Only a few months after the U.S. intercession in April 1917, it should have been clear to both
sides that an Allied victory was only a question of time. A short set of agreed conditions could very
likely have led to an armistice a full year before November 1918. The nature of this armistice
agreement might well have included:

o details about boundaries;
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o first-order agreements about the nature of the surviving German government; and
e some preliminary provision for reparations (and post-war reconstruction).

In fact, a CTP might well have made U.S. intervention unnecessary, and even averted the war itself —
a war that was a totally irrational response to the assassination of Archduke Ferdinand by a Bosnian
Serb in 1914.

WWII — A RAND study ["Strategic Surrender," by Paul Kecskemeti, Stanford University Press, 1958]
examined in detail the three successive WWII surrenders — of the Italians, the Germans and the
Japanese. What follows draws heavily on that excellent book.

Italy: It may be an open question whether the armistice with Italy could have been with Mussolini or
only with the putative post-Mussolini Italian government. In either case, the armistice needed to have
been negotiated more quickly. It might well have provided for an effective "flip-flop" of the Italian
military (including its battleship "Roma") to join the Allies in the continuing war against Germany.

Germany: With respect to the fall of Germany, there would have been a number of dramatic uses for
the CTP:

o There just might have been an opportunity to make a deal with the general staff, and for
example with the adherents of General Rommel, that could have obviated the Normandy
invasion.

o Perhaps even more important, a viable CTP could have been used in the Yalta negotiations, for
an agreement among the Western allies and the Soviet Union regarding the fate of the eastern
European countries and of Germany itself. One "detail" of this could have been a better
partition of Germany or some alternative to any partition.

Japan: Our own war began on Dec. 7, 1941, when the Japanese bombed Pearl Harbor — "A day that
will live in infamy." As early as five months later (just after the Battle of Midway), Japan sent an envoy
to Switzerland (a kind of no-man's-land), looking for early opportunities to end the war. In November
1943, Roosevelt, Churchill and Chiang Kai-shek published the Cairo declaration — that all Japan's
recent conquests would have to be forfeited, but that its prior territory would survive — better for
Japan than the eventual result.

As early as 18 months before Hiroshima, the Japanese military had recognized that Japan was going to
lose the war. They approached Stalin to act somehow as a third party — a classic example of the
hazards of using an HTP! Stalin just kept his mouth shut, never relaying Japan's interest in any kind of
a surrender.

In the months before Hiroshima, the firebomb raids on Tokyo, coupled with our (submarine) naval
blockade, were making the Japanese increasingly frustrated. In necessarily (lacking a CPT!) awkward
ways, Japan conveyed directly to Washington its interest in some kind of a peace treaty, indicating that
the survival of the emperor was a central issue.

Communications were so bad that Truman's reply, which tried to imply that this issue was indeed
negotiable, was awkwardly delivered by an airdrop (over the royal palace) of a cluster of leaflets. The
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Japanese reply (in spite of their desperate desire for some kind of a surrender) was misinterpreted as
haughty defiance, prompting Truman to abandon the negotiation and immediately drop the bomb. The
most elementary version of a CTP could well have avoided Hiroshima. (Some have made the case that
the world has been better off to have been so dramatically confronted with the consequences of nuclear
warfare, but it was not a demonstration that Truman would have made just for that reason.)

MAD (mutually assured destruction) — As one survivor of the Cold War, this concept is still a central
component of our military posture. But it probably still has a significant chink in it — an accidentally
launched single missile from one side might trigger the carefully planned MAD event by the other. The
travel time of a ballistic missile between the United States and Russia is only about 70 minutes. If an
accidental launch (from Russia, China or even the United States) is still an even remotely conceivable
tragedy — and the possibility that a CTP just might avert it — could be well worth such an
arrangement. The computer itself might be kept in a stationary orbit. Each country would maintain
continuous contact with the CTP, and exercise frequent drills.

A well-thought out structure for making some deal will have been established within the CTP. An
awkward (but far better to the ultimate "no deal"!) might be that the launching side will accept a single
retaliatory missile from some list of possible targets of the other side. If a quick deal is made,
wonderful. Otherwise the two sides could "destroy each other with a clear conscience."

Peace Treaties — The WWI Treaty of Versailles is normally considered to have been a primary
condition that led to the rise of Hitler and the consequent initiation of WWII. The peace arrangements
as WWII ended had differences and similarities. The differences included the cooperative restructuring
of both Germany and Japan by the Western Allies and particularly by the United States. One can make
a case that these successful arrangements (such as the Marshall Plan in Europe and benevolent
administration of Japan by McArthur's temporary government) could well have been further enhanced
by a CTP arrangement in which the resulting deals could have even more cooperatively fashioned.

A closely related issue, involving the United States and the Soviet Union right after Hiroshima, might
have been some kind of a quick negotiation between them that could have led to a really great non-
proliferation treaty, where the United States would have been left as the only country in the world with
nuclear weapons.

* Tactical Negotiations

There is a tragic supply of battles that should never have been fought, or at least should have been
terminated before their predictable conclusions. One set would include some of the WWII land battles
in the Pacific, such as Iwo Jima and Okinawa. There is another set of examples whose resolution seems
less feasible but is exceedingly frustrating. It is typified by the remarkably accurate loss predictions for
deaths in both sides in the half dozen large battles of the Civil War, and also for much of the trench
warfare in WWI. Instead of completing such battles whose outcomes are so predictable, the opposing
forces might use the CTP to compute the expected deaths for each side (deaths typically very painful
and agonizing) and then let each side randomly choose the same numbers of soldiers and render them
more mercifully hors de combat (for example in some "joint" POW camp).
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Non-Government

Labor-management contracts. These are gold mines for non-zero-sum elements. For each element of a
deal, the values to the union typically have a very different structure from the costs to management.
One central set of issues — salaries and hourly rates — can be an exception to this, but retirement
benefits, vacations and holidays, sick leave, health benefits and overtime premiums typically have
significant differences in costs to management versus values to labor. We have already noted that it can
be counterproductive for one side to tell the other the values it assigns to various components of a deal,
so here is indeed a good role for CTP.

Explicitly facing this labor issue in the CTP context highlights another well-known aspect of labor-
management contracts — mainly, different contracts for different categories of labor. For example,
retirement benefits versus current income may have different relative values for airline flight personnel
versus maintenance workers. This illustrates the need for a many-sided (rather than two-sided)
negotiation structure.

Acquisitions and mergers. There are a many obvious components of a merger transaction:

e How much of the stock of the acquired company will be paid for in cash or in stock of the
acquiring company?

e What happens to key figures of the acquired company? (For example, the very people
negotiating the purchase.)

e A central element of a merger discussion is each side's estimate of the synergy of the merger —
the extent to which the new entity will be worth more than the sum of the original parts. The
CTP may provide an efficient way for the two companies to share enough information so that
each can separately form its own estimate of the overall payoff of the merger, without directly
giving each other information that can hurt them if the merger doesn't go through. The
formation of coalitions among several companies (consistent with monopoly problems) would
be a fascinating CTP application.

Pareto Frontier
Possible outcomes of a negotiation between parties A and B are plotted in the figure below.

Fareto Frontier
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For each lettered point, there is at least one numbered point that is better for both A and B. For
example, 2-5 is better than "a," and 4 is better than both "b" and "c." The numbered points are
called "undominated," and constitute the Pareto Frontier. To the extent assets can be continuously
divided (such as in the Pizza Problem), the Pareto Frontier can be a continuous curve. When there
are only two parties, the resolution obviously wants to be on the Pareto Frontier. When there are
more than two, there can be all kinds of ways that a subset of the parties can cooperate to the
detriment of the other parties.

John D. Kettelle (kettelle(@comcast.net) has been an active
member of the operations research/management science
community since 1953. In addition to his work in negotiation, he
has been examining ways to apply operations research to whole
industries (rather than just individual companies). In his work on
computerized third parties, the author is particularly indebted to
professors Howard Raiffa, Steven Brams and Melvin Shakun.

85



June 2007 I e-journal “Reliability: Theory& Applications” No 2 (Vol.2)

MORE ABOUT RIGA’S RELIABILITY SCHOOL?

Ilya Gertsbakh
°
e-mail: elyager@bezeqint.net

Most outstanding features of Riga’s Reliability School were its applied orientation and stress on
real-life data statistical analysis. A very important work was the monograph
of Kh. B. Kordonsky and I. Gertsbakh , Models of Failure, published by Sovietskoe Radio
(1966) in the Engineering Science Library series under B .V. Gnedenko editorship. It was translated
later into English (1969) and Polish (1970).
This book investigates the connection between the lifetime distribution and failure model based on
wear (fatigue) damage accumulation process. It stressed the necessity to analyze statistically the wear
processes. Besides, Models of Failure presented a rather simple estimation approach of the parameters
for a large family of lifetime distributions, and the use of probabilistic paper. (Normal , Lognormal,
Gnedenko-Weibull).
Well ahead of time was Kordonsky’s joint paper with Artamanovsky ( for more details see Kh.
Kordonsky: Recollections and Short Review of Scientific Results by 1. Gertsbakh in No 1, 2006, of
this journal ).

Kh. Kordonsky’s Ph.D. students (A.M. Andronov, [.Gertsbakh, Yu.M. Paramonov,
P.Ya. Rozenblit) made important contributions to the Statistical Reliability Theory.

Below is a concise list of their most important publications related to the period 1970-1988 (in
alphabetical order).

A.M. Andronov:

[1] Andronov A.M. (1970). On some generalization of Erlang’s formulas. Engrg. Cybern., 6,93 - 100.

[2] Andronov A.M. (1971). Generalised reliability model with accumulation of damages. Engrg.
Cybern., 4, 67 - 75.

For the first time a reliability model with accumulation of damages has been considered that later was
rediscovered repeatedly.

[3]. Andronov A.M. and I. Gertsbakh. (1972). Optimum Maintenance in a Certain Model of
accumulation of damages. Engrg. Cybern., 10(5), 620 - 628.

[4]. Andronov A.M., Kordonsky Kh.B., Rosenblit P.Y. (1972). Applications of unbiased estimate’s
theory to queuing problems. Engrg. Cybern., 2, 60 - 68.

It was the first paper that used nonbiased estimate’s theory for statistical problems in queuing and
reliability theory.

[5]. Andronov A.M. (1972). Load estimate of queuing systems with infinite numbers of servers.
Problems of Information Transmission, 2,75 -83.

[6]. Andronov A.M., Rosenblit P.Y. (1972). Statistics of semi-Markov birth-death processes with
applications to analysis of queueing systems. Engrg. Cybern., 3, 113 - 120.

2 This is additional information to the paper by Igor Ushakov “IS RELIABILITY THEORY STILL ALIVE?” delivered by
well-known reliability specialist Ilya Gertsbakh.
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[5,6] show how to apply regenerative approach to statistical problem’s solving of queuing and
reliability models.

[7]. Andronov A.M.et al.. (1974). Operational Reliability and Technical Maintenance of Aircraft.
Transport, Moscow, Russia, - 304 p. (In Russian.)

This book was the first manual for aviation engineers that described how to analyse statistical data on
aircraft reliability.

I. Gertsbakh
[18] I.Gertsbakh, Models of Preventive Maintenance, North Holland , 1977.

An extended translation of Russian Modeli Profilaktiki (1969), a systematic and unified approach to
a wide range of preventive maintenance problems .

Yu. M. Paramonov

[12] Yu.M.Paramonov, G.P.Mussonov. Probability boundary for guaranteed forecast. - Economics and
Math. Methods, 1983, 5, pp.922-924 (in Russian)

[13] Yu.M.Paramonov et al. Safe life at given reliability. In: “Reliability of Automatic System and Its
Items “, Riga: Zinatne Press, 1976, pp.3-12. (in Russian)

[14] Yu.M.Paramonov . Bayesian risk in two cases of sequentional analysis. - Probability Theory and
Its Applications, 1970, 2, pp.364-370

[15] Yu.M.Paramonov. Unbiased quasi-bayesian estimation, - Probability Theory and Its Applications,
1977, 2, pp.372-380

[16] Yu. M. Paramonov, Applications of Mathematical Statistics to the Aircraft Fatigue Life, Riga,
Zinatne, 1992, 248 p. (in Russian)

P. Y. Rosenblit

[8] Rozenblit, P, Ya. Statistical Estimation of Reliability and Efficiency Characteristics of Complex
Systems, Zinatne,275 p., Riga, 1979 (in Russian)

An important and original monograph . Presents unique results on unbiased estimation of queuing
and reliability system parameters, density functions, and distribution moments. Summarizes and

generalizes the results of [4],[9],[10], [11].

[9] Rozenblit, P. Unbiased estimation of some queuing system parameters, Eng. Cybernetics, 1972, No
4, 108-113.

[10] —P.Y. Rozenblit, A problem of estimating optimal maintenance policies, Eng. Cybernetics, 1963,
No 5, 48-52.

[11]P.Ya. Rozenblit, Unbiased Estimation of reliability characteristics described by renewal processes,
Automatika i vychslit. Tehnika, 1977, 3, 36-43 (in Russian).

In the late 80-ies Kh. B. Kordonsky initiated the study of a very fundamental problem in Reliability
Theory- the choice of the “best” time scale for reliability analysis and monitoring. In the period 1990-
1999, he published on this issue (in coathorship with I. Gertsbakh) a series of eight papers. For
more detailed exposition and full list of references see the above mentioned “Recollections”.
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JOBEPUTEJIbBHBIE UHTEPBAJIbI, CBA3AHHBIE C
AHAJIM30M ITPOU3BOAUTEJIBHOCTHA
CUMMETPUYHLIX BOJIBILIUX 3AMKHYTbIX
KOMIIbIOTEPHBIX CETEUW OBCJIYKUBAHUSI

BsiuecniaB AOpamos
[ J

School of Mathematical Sciences, Monash University,
Clayton Campus, Building 28, Level 4, Wellington road, Victoria 3800, Australia.
e-mail: vyacheslav.abramov@sci.monash.edu.au

AHHOTANUA

B pabore wu3ydaroTcs 3aMKHYTbIE CETH OOCIy’KMBAaHHUS, COCTOSIIIME U3 CTaHIUH-CepBepa U k
UJEHTUYHBIX CTaHUUN-KIMEHTOB. CTaHUMMU-KIUEHTBl SBISIOTCS HEHAaJASKHBIMU. BpeMms Xu3HU
CTAaHUMU-KJIMEHTAa HE 3aBUCUT OT BPEMEH JKU3HHU APYTUX CTAHIMH-KIMEHTOB M UMEET OJHO U TO K€
pacmpenenenue G(x) s Bcex Takux craHiui. CraHuums-cepBep — 3TO OECKOHEYHO-KaHaJbHas

cUCTeMa MaccoBOro ooOciyxuBaHus. CTaHLUUU-KIUEHTHI SBIAIOTCS OJIHOKAHAIBHBIMU CHCTEMaMU
MacCCOBOI'O O6CHY)I(I/IB8.HI/IH C aBTOHOMHBIM 06CHy)KI/IBaHI/IeM, T. €. KaxXJas CTaHIUA-KIUCHT MIPUHUMACT
Ha oOCIyXUBaHUE TpeOOBaHMS B HEKOTOpbIe (PUKCMPOBAHHBIE MOMEHTBHI BPEMEHH, MOPOXKIACHHBIE
CTAllMOHAPHOH (B y3KOM CMBICIIE) U IPTOJUYHON MOCIIEA0BATEILHOCTBIO Cy4YaiHbIX BeanuuH. OOrmiee
4yuclIo TpeOboBaHMU B cucTteMe paBHO N. JlnurenbHOCTH OOCTY)KMBAaHUSI Ha CTaHILUHU-CEPBEPE
SBIISIIOTCA HE3aBHUCHUMBIMU JKCIOHEHLMAIBHO paclpefesieHHbIMU CIy4YailHBIMU BeJIMYMHAMU C
napamerpoM A. Cpemmue BpeMeHa oOCITyXKHBaHHE Ha Kaxkaoil crammuu-kmuente (Nu) . Ilocme
3aBepILeHHs] 00CTyKMBAaHUS HAa CTaHLUH-CEpBEpEe TPeOOBAHNE HAIPABISETCS PABHOBEPOSTHO HAa OJHY
W3 JOCTYMHBIX (T. €. pabOTOCIMOCOOHBIX) CTAHIMH-KIMEHTOB, M Oyay4d TaM OOCITy)KeHa, OHO
BO3BpaIIaeTcst Ha cTaHiuo-cepsep. [lapamerp N npenmnonaraercst 6oabimumM. Llens cTaThu — n3ydeHue
NEPCrpyKCHHBIX CTaHIII/II\/JI-KJ'II/IeHTOB U HaxXOXACHUC MOOBCPHUTCIBbHBIX HWHTCPBAJIOB, CBA3AHHBIX C

JOCTHXKCHUECM BEJIMYHHOM o4yepean HEKOTOPOIr'0 BBICOKOI'O YPOBHA, NMPONOPLHUOHAJIBHOI'O BCIIMYNHC
N.

1. BBeaenmue

PaccmatpuBaercs Oosbliiasi 3aMKHYTasi CETh MAacCOBOTO OOCTY>KHMBaHHS COCTOSAIIAS U3 CTAHIIMU-
cepBepa (OeCKOHEYHO-KaHATBHONW CHUCTEMBI MAacCCOBOTO OOCTY>KMBaHWS) U k WACHTUYHBIX CTaHIUM-
KJIMEHTOB (OJHOKAHATBHBIX CUCTeM oOciyxwuBaHus). OOmiee uncio TpeOoBaHUII B ceTH paBHO N .
Benmmumna N npennomaraercss Oombmiod. Ilpomecc oOcmykuBaHMs TpeOOBaHWMH Ha CTaHIMAX-
KIIMEHTaX MpEeroyaraeTcss aBTOHOMHBIM. CHCTEMBI C aBTOHOMHBIM OOCITYy)KMBaHUEM OBUIM BBEICHBI
bopoBkoBbIM [6, 7]. DopManbHOE OMNpPEAETCHUE 3THUX CUCTEM B MPOCTEHIIEM CIIydae OJWHOYHBIX
MOCTYTUICHUH U O0OCITyKUBaHUH TpeOoBaHMiA sABIseTCs cuenyromuM. [Iycts A(f) - TodeuHslil mporecc

noctyruieHuss TpeboBaHuii, S(f) - TodeuyHbld mporiecc obcmyxkuBaHus. O6o3HaunM  Q(t) yuciIo

TpeOOBaHUI B CHCTEME B MOMEHT ! W TPEINOJIOKHAM, YTO BCE OTH TMPOILECCHl HAYMHAIOTCS B HyJE
(A(0) = S(0) = Q(0) = 0). Torna, aBTOHOMHOE 0OCTY>KHBaHUE ONPEAEISACTCS YPABHEHHEM :
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0(1) = A(t) - [T{O(s-) > 0}dS (1),

CucreMbl ¢ aBTOHOMHBIM 00CTY)KHBaHHWEM M3y4aJIMCh BO MHOTHX paborax (cwm. [1, 3,4, 8,9, 10] ). B
HacTosIel paboTe n3ydaeTcs 3aMKHyTast ceTh Tuna client/server (cm. Pucynok 1)

Pucynoxk 1. [Ipumep cetu tuma client/server

|

Server g

y

[Ipouecc mocrymieHus TpeGoBaHuil co
CTaHUMHU-CEPBEPA HA [-10 CTAHUMIO-KIMECHT
obo3HayaeTcs Ay (). Bpems

N

I' = I \ ¥ 00CITy>)KMBaHUSI KaXIoro TpeOoBaHMA Ha
=4 = CTaHIMH-CEepPBEpe pacrpeznenaeHo

SKCIIOHEHIIMAJILHO € MapaMeTpoM  A.
_ . [IoaTOMy, CKOpPOCTH TOCTYIUIEHUS Ha
¥ | 4] CTaHIMH-KIMEHThl  3aBUCUT OT YHUCIA
[ f— 3
e = X TpeOOBaHU, HMEIONIMXCS Ha CTaHIUU-
cepepe. Ecnim B MOMEHT BpeMeHHM ¢ Ha

CTaHIMU-cepBepe uMeercss N, TpeOoBaHUiA,
TO CKOPOCTb BBIXOAa TpeOOBaHUIl co cTaHUUM-cepBepa paBHa AN,. Bcero mmeerca k craHuumii-

KITUCHTOB, U KaX/1asi U3 HUX SBJSICTCS HEHANE)KHOU. [IpoomKuTeIbHOCTD PabOThI 10 BBIXO/IA U3 CTPOS
JJISA Ka)I(ILOfI CTAaHIINU-KIINCHTA HC 3aBUCUT OT HpO)IOJ'DKI/ITCJ'IBHOCTef/'I pa6OTBI APYIrux TaKUX CTaHIOHUU U
nMeet pyHkiuio pacnpenenenus G(x).

Bce craHIUU-KIMEHTHl MPEANOoNaraloTcss HIACHTUYHBIMU, M TpeOOBaHMS, OTHpABISEMBIE CO
CTaHIIMH-CEPBEpPa, “‘BHIOMpArOT" KaXKIyI CTAHIMIO-KIIMEHT C paBHOH BeposTHOCThIO. ([To 3TOM
NPUYMHE CeTh Ha3bIBaeTCs cMMMeTpu4yHOM.) [loaTomy, ecnu umeercss / pabOTOCIIOCOOHBIX CTAHIUI-
KJIMEHTOB B MOMEHT #, TO CKOPOCTb ITOCTYIIJIEHUS K KaXI0H U3 3TUX cTaHuuil paBHa AN, /.

Bo3MokHBIE MOMEHTHI BBIXOJAa TpeOoBaHWid W3 j-iW cranmuu-kimenta (j=12,...,k)
SinisSina TS inaSina TS ina T nare 5 THE KaKAAA U3 TMOCIEAOBATENBHOCTEH & 1, &, v, e

SIBJISIETCSl  CTAllMOHAPHOW (B Y3KOM CMBICJIE) M DJProJUYHON TMOCJIEI0BATEILHOCTHIO CIyYalHBIX
BenuuuH (N sBisieTcss mapamerpoMm cepuu). COOTBETCTBYIONIUMN TOYEUHBIN IMPOIIECC, CBA3AHHBIM C
BBIXOJIOM TPpeOOBaHUM C j -i CTAaHIIMU-KIMEHTa , 0003HaYaeTCs

Sj,N(t):zI Zé:j,N,l sty
I=1

i=1 =

U YJIOBJIETBOPSIET YCIIOBUIO
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pltim,,, 2 _

—©

Tornma cooTHOmEHUS MEXTy TapaMeTpaMu A, ¢ U k TPEaIonararoTcs CIe Iy OIIMHI:

(1.1) i<1,
ku

158

(1.2) Y
y7]

Vcnosue (1.1) o3Hayaer, 4yTO B HayajdbHbII MOMEHT BpPEMEHM, KOT/la BCE CTAHLMHU- KIMUEHTHI
paboTOCIIOCOOHBI, CKOPOCTh OOCIYXMBaHMS HAa KaXIOW CTAIMU-KIMEHTE BBIINIE CKOPOCTH
MOCTYIJICHU TpeOOBaHMI Ha 3TH cTaHIMU. B cBoro ouepens ycioBue (1.2) o3Havaer, yTo mocie
BBIXO/Ia M3 CTPOS HECKOJbKUX CTAHIMM KIMEHTOB, CKOPOCTh OOCIY>KHMBaHHS HA CTALUAX-KIHEHTax
CTAHOBSTCS HIKE CKOPOCTEH MOCTYIUICHUS TpeOOBaHUM Ha ATH cTaHIUU. OO03HAYNM :

[, = max l:i>1.
lu

HauOOoJbIlIee YUCIO PAOOTOCHOCOOHBIX CTAHIUN, KOTJa CKOPOCTh OOCTY)KMBAaHUS Ha CTaIlUsIX-
KIIMEHTaX HIKE CKOpOCTel mocTyruieHus Tpebosanuil. Torna ma Bcex [ </, 3To Taxke OyneT UMETh

MCECTO.

JlnmuHa ouepeny B MOMEHT BPEMEHH / Ha j -U CTAHUMU-KIIMEHTE ONPEIEIACTCS U3 YPaBHEHHUS
t
0, () =4,,(0)-[1Q, ,(s-)> 0}S  , (s).
0

rae A, () - 970 Hpouece MOCTYIIICHAs Ha j -FO CTAHLUIO-KIIHCHT.

[Tycte o <1 HEKOTOpOE MOJIOKUTENBHOE YUCio. byseM ropoputk, YTo ceTh OOCITY>KUBAHMS O[]
yrpo3oil pucka, ecinu oOmiee 4uciao TpPeOOBAaHMM B CTAaHIMAX-KIMEHTAX MPEBBIIIAET BEJIUYMHY ON.
[IpeanosnoxumM, 4TO B Ha4aJIbHBIE MOMEHT BPEMEHU BCE TPEOOBAHMS HAXOAATCS HA CTAHLMU-CYpBeEpe.
Lenp crateum — HaifTu noBeputenbHbIl umHTEepBan [0,0) Takoil, 4To ¢ JaHHOM BEPOSTHOCTHIO P

(marmpumep, P =0.95) cetb He OyJeT B COCTOSHHUM pUCKA B TEUEHUH 3TOro MHTepBaia. /s cereil ¢
IIPOM3BOJIBHBIM YHCJIOM CTaHUMN-KIMEHTOB TaKasl 3aJa4a SBJISIETCS CII0KHOM, IOTOMY, YTO IIOBEIECHUE
ouepesell B MEpPErpy>KeHHON CeTH sBiseTcsl MHOroBapuaHTHBIM. (CM. crienyroumii paszpen, rae
NpUBECHBI ABHbIE pe3yibTaThl.) [103TOMy, B HacTosIel cTaThe Mbl M3ydaeM 3Ty 3ajjady TOJBKO IS
JIBYX CTaHIIMI- KIIMEHTOB.

Bonbiast 3amMKHyTasi meperpy’keHHas CETh MAacCOBOTO OOCIYKMBaHHS HM3ydallaCh BO MHOTHX
pabortax. MapkoBckasi meperpy’eHHasi ceTb aHanusupoBaiack B [11]. B [1, 2, 3] pesynbratsr [11]
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OBl 00001IIEHB HA HEMApKOBCKHE ceTh. B yacTHOCTH, B [1] M3yuasncs BapraHT CeTU C aBTOHOMHBIM
MEXaHU3MOM OOCITy’KMBaHUS Ha CTAaHIMAX-KJIMEHTax. Pe3ynbrathel [1] 3aTeM ObUIM pacripocTpaHeHb! Ha
CeTH C ABYMS THUIIAMH CTAaHIMA M MHOTHUMH Kiaccamu TpeOoBaHuii B [4]. OmHako, BKIJIaJ BCEX
YHOOMSAHYTBIX cTaTeil SBJISETCS YUCTO TCOPCTUUCCKHUM. Bo Bcex 3THX cTaThbsIX aHAIU3 NEPCrpyKCHHBIX
ceTell MPOBOUTCS B YaCTHOM CITy4yae, KOTJja UMEETCsl TOJIbKO OJIHA MEeperpyKeHHasi CTAHLIUSA-KIMEHT U
Korzaa B HadaJIbHBIMX MOMEHT BPCMCHH BCC Tpe6OBaHI/I$I HaxoOdATCsa Ha CTaHIIUU-CCPBCPC.

JleTtanbHbld  aHANU3  MEPErPYKEHHBIX  CETEH, BKIIOYAKOIIMKA BCE  BO3MOXHBIE  CIIydau
MEePErpyKEHHBIX CTAHIUU-KIMEHTOB, a TAKKE MPOU3BOJIbHBIE HAYaJIbHbBIE YCIOBHUS, KACAIOIIUECS YHUCIIa
TpeOOBaHUI HA CTAHIUAX-KIMEHTaX B HAYAIbHBI MOMEHT BpeMEHH, clenaH B [S5]. Pe3ynbraThl [5]
SIBJISIFOTCST MHOTOOOCIIAIOMIUMHI JJISI PEIICHUs] MHOTHX TPUKIAJHBIX 3a1ad. B wacTtHOCTH, aHanmu3 [5]
TOCBSIIICH 3aMKHYTBIM CETSIM OOCITY>KUBAHUS B MOJyMapKOBCKOW cpejie, TPeOYyIOMMiA U3yueHHs ITUX
cereil mpu Hambosiee OOIIMX MPEANOTIOKCHHUIX. ACUMITOTHYECKOE PEIICHHE MPOOJIEMbl HACTOSIIICH
CTaThH, Koraa N HEOrpaHMYEHHO BO3PACTAET, OCHOBAHO HA pe3yJibTaTax CTaThu [J].

Crnenyer OTMETUTh, UTO HAJIEKHOCTh CAMUX KOMIIBIOTEPHBIX CETEH M3ydallaCh BO MHOTUX CTAThSX.
Ms1 mutupyeM kHuTY [12], T/Ie 9uTaTenh MOKET HAWTH JIETalbHYI0 WH(OPMAIINIO, OTHOCSIIYIOCS K
JaHHOMY Borpocy. JloBepuTeabHbIe HHTEPBAJbl, U3y4aeMbIE B HACTOSIIECH CTaThe UMEIOT OTHOIIIEHUE K
HAJICKHOCTH MH(POPMAIINH, KOTOPAsi 3aBUCHUT OT HAJEKHOCTH JIEMEHTOB CETH.

Crarbsi MOTHBHUPOBAaHA Ba)XHBIMHU TMPAKTHUECKUMHU 33/layaMU B TEJICKOMMYHUKAIIMOHHBIX CETSX.
[Tonnepxxka U oOMeH WHGOPMALUU SIBISIOTCS BECbMa JOPOTHMMH W YacTO MPEBBIIIAIOT CTOMMOCTH
camoro obOopynoBanusi. C JApyroil CTOPOHBI, HaJEXKHAs TOJJICPKKAa WHQPOPMAIUU  SBIISETCS
MIPOU3BOJHON OT BHICOKOHAIE)KHOTO 000PYA0BaHHUS U HETIOCPEICTBEHHO 3aBUCUT OT 3TOM HAJEKHOCTH.
OcoObIif MHKJI TPAKTUYECKUX MPOOJIEM OTHOCUTCS K TOJICp)KKE OoNbImX 0a3 JaHHBIX. Torma
“TpeboBaHMe" accouuupyeTcs ¢ eAuHHIed uHpopMauuu (3amuchio) B 0aze AaHHbIX. “CraHIus-
KJIMEHT" acCOIMUpyeTcs ¢ TMojb3oBareneM Oa3pl JaHHBIX. “HewucnpaBHas cTaHIUS-KIUEHT'
aCCOLIMUPYETCS C OTCYTCTBUEM CBSI3M MM OYEHb HHM3KOH CKOPOCThIO oOMeHa. Hwu3kas ckopocTb
oOMeHa Ha HEKOTOPBIX CTAHIUSX CTAHOBUTCS MPUIMHOMN MEPETPYKEHHOCTU CETU U MOXKET MPUBECTH K
pa3pymieHuto 0a3bl JTaHHBIX.

Crathsl OpraHn30BaHa CICAYIOIKM 00pa3oM. B pasaene 2 HaIOMUHAIOTCS HEKOTOPEIE PE3YIILTAThI
[5]. HeoOXOomMMBbIE g LIEIHM HACTOSIIEH pabOThl, KOTOPHLIE 3aTEM aMalTHPOBAHBLI JUIS caydas
CUMMETPUYHOM CETH, PACCMOTPEHHOM 3aechk. B pasmene 3 MBI BBIBOOWMM COOTHOIICHHS JUIS
NpeaeJIbHBIX pacnpeaesieHHi HOPMAJIM30BAHHBIX JUIMH O4YepeacH Ha MCIPAaBHBIX CTAHUMAX-KJIHEHTAX.
B paspene 4 MBI ycTaHAaBIMBAEM PE3YJIbTATRI A1 JOBEPUTEILHBIX HHTSPBAJIOB B YACTHOM CJIy4Jae JIBYX
CTaHLIMKA KJIMEHTOB. B pasjaesie 5 mpuUBOAMTCS IPOCTOM YHMCICHHBIM mpumep. Pasnen 6 sBasgeTcs
3aKITIOYCHUEM.

2. Ileperpy:KeHHble CTAHIIUU-KJIMEHTbI

B sTOoM pasnene Mbl HallOMHMHAEM HEKOTOpbBIE PE3yJbTAaThl AHAIU3a IMEPErpPYyKEHHBIX CTAHIIMMA-
KJIMEHTOB [5], COOTBETCTBYIOIIME Cly4yasiM H3y4aeMbIM B HACTOAILIECH cTaTbe. MBI HauMHAEM C
AJIEMEHTApPHOIO ciiyyasi / SKBUBAJICHTHBIX MEPETPYKEHHBIX CTAHIMI-KIMEHTOB, T. €. CO CiIy4as, Korjaa
B HaYaJIbHBII MOMEHT BpeMeHH ¢ = (0 uMeeTcss TOYHO / TeperpyKeHHBIX CTaHIMH-KIUEHTOB. J[is
MPOCTOTHI MPEATOI0XKHUM, YTO BCE 3TH [ CTAHLUM SBISIOTCS a0CONIOTHO HAJIEKHBIMH, U B HaUaJbHBII
MomeHT BpemeHnu ¢ = 0 umeercst (1— )N TpeboBanmii Ha ctaHiuu- kiauente, 0 < £ <1, u ocTanbHbIC

99



June 2007 I e-journal “Reliability: Theory& Applications” No 2 (Vol.2)

LN TpeOoBaHUI pacmpeneicHbl MEXAy [ CTaHIUSAMU-KIMCHTaMHA. Tak Kak CeTh  SIBISICTCS
CUMMETPUYHOMN, TO MPEIONIIOKEHNEe, YTO UMeeTcs MpuMepHo SN /[ TpeboBaHU HA Ka)XIOW CTaHILIUHU-

KIIMEHTE B MOMCHT t:0, B COOTBETCTBUU C 3aKOHOM GOHBH_H/IX qUCCII ABJIAACTCA PC30HHBIM.
[IpeanonoxeHune, 4TO CTAHITUU-KIUEHTHI SBJISIIOTCS MEPErpyKEHHBIMH, 03HadaeT, 4to A(1— 5) > lu .

Pesynbrar 00 acMMNTOTHYECKOM TMOBEICHUM HOPMHUPOBAaHHBIX JUIMH OYepeACH Cclenyer W3
[Mpennoxenus 5.3 [5], oTHOCSIUXCSI K OOIIEMY CIy4ar0 HECUMMETPUICCKOW MeperpyKEHHOW CeTH C
MPOU3BOJILHBIMU HaYaJIbHBIMU JITTHHAMU o4epeeid. HamoMHuM 3TOT pe3yJbTar.

Lemma 2.1. /Ipeononosicum, umo 6ce cmanyuu-KiueHmol AGIAI0MCA NEPeSPYICEHHLIMU 8 HAUATbHbILL
MOMeHm 8pemen, u HayanibHble — ONUHbL ouepedell  ACUMNMOMUYECKU  PABHbI
Np,,Np,....,NB, coomeemcmeenno (S, + [, +...+ f, <1), ko20a N — . Toeda HopmuposanHas

ONuUHa ovepedu Ha | -U cCmanyuu-Kiuenme 6 npeoeie, kocoa N — o, onpeoensiemcs Kaxk
k t

Q1) g0 =B+ 1=2 B, | [4,0)= 1, )= 2,(0) [ r(s)ds |,
J=1 0

> (A0 )

22) ()= .
2,040

k
1—exp —tz/Ij(O) ,
j=1

20e q ;(t) obosnauaem npoyecc HOpMUPOBAHHOU ONUHbL OUepeOu HA ] -l CMAHYUU-KIuenme 6 npeoerie,
m. e. q,(t) - omo npeden no éeposmnocmu Q, \(¢1)/ N npu N cmpemswyemcs k beckoneunocmu.

B o6o3nauenusnx stoi iemmbl A, (0)N - 5T0 MTHOBEHHAs! CKOPOCTh NOCTYIICHUs TpeOOBaHui Ha j -
10 CTAHUMIO-KIUEHT B MOMEHT BpeMeHH ¢ =0, u g, N - 9T0 CKOPOCTh 00CIy)KUBAHUS HA j -W CTAHLUH-

KIIMeHTe. B Hamem ciyyae 4MCiIO CTAHIMN-KIMEHTOB PaBHO /, MCHOBEHHAsl CKOPOCTh MOCTYTUICHHS
TpeOOBaHMI HA KAKIYIO CTAaHIUIO-KIUEHT paBHO (1— S)AN /I u ckopocTs 00cyXKuBaHus paBHa (N 1
Bee q,(¢) paBHeL, T. €. ¢,(f) = g(¢) ms Beex j =1,2,...,1. TlosToMy, B HaweM ciyyae u3 31oi Jlemmbl

2.1 MBI UMEEM CIIEYIOIIEE YTBEPKACHUE.

Hpennoxenne 3.2. Hveem:
23 e0=2a-pf | DA D )

20e

|1 ul _ -(-Pyt
(2.4) r(t)—(l —(1—5)/1j(1 e M)
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3. IlpenesbHasi HOpMUPOBAHHAS HAKOIUIEHHAS JJIMHA OYepeaun

B sToM pasnpene Mbl u3ydaeM npeaenpHyo (mpu N — 00 ) HOPMHUPOBAHHYIO HAKOIUICHHYIO JUTHHY
ouepend Ha CraHIUsIX-knueHTax. OHa o6o3HadeHa ¢(f). B HadalbHBII MOMEHT BpeMEHU

t = 0 umeeTca k pabOTOCHOCOOHBIX CTaHUMH-KIMeHTOB. IlycTb7,,7,,...,7, -3T0 MOMEHTBl OTKa30B,
0<7, <7,<..<7,.OTH MOMEHTBl OTKa30B CBf3aHbl C TIIOBEIECHHEM CETH OOCIYyKUBaHHUI C

MHT€HCUBHOCTSIMM, 3aBUCSILMMHU OT BPEMEHH, KOTOpas MOXET paccMaTpuBaTbCcsl KakK CEThb B
nosiymapkoBckoi cpene. [loatomy, Mbl MokeM npuMeHuTh Teopemy 5.4 [5].

Cayuaiinblii naTepBan Bpemenu [0, 7, | sBisgeTcs BpeMeHeM Ku3HU Beeil cetu. [loatomy mpouecc
q(t) IoIKEH paccMaTpuBaThCsl B TeueHHe 3Toro HHTepBana Bpemenu [0, 7,]. Hamomuum, d4to
[, :max(l :xl/(l,u)>1). [loatomy, cornacHo Teopeme 5.4 [S] wa unrepsane [0, 7,,) Mbl uMeeM

q(?) =0. anee, Ha ciy4yaiiHoM uHTepBane [z, , ,7,, .;) YPaBHCHHE 1Jisl ¢(f) ABISCTCS CICAYIOLNM
t
B gO)=A-lut—7,,) =2 [rs=7,,)ds,

rae r(¢) 3amano cootHomeHueM (2.4). Ypasuenue (3.1) cnenyet u3 (2.1) u (2.2) cneayromum o6pa3om.
Honarast f=0, [ =/, u3amensis ¢ pasHoctsio (1 —7,, ) u3(2.1) momyyaem:

t

g(t) = [f‘ﬂ](t_rkzo)_li J"’(S =Ty, )ds.

0 Tk—lgy
CnenoBatenbHO, IPUHUMAs BO BHUMaHue, 4to ¢(f) = /,g(¢) mpuxoaum k (3.1).

Hust cegyrouero uHTepBana [z, 1,7, .,) » [, > 1, MBI IMeeM ypaBHEHHE:

k—ly+1 1- k—lp+1 A
(2 g= q(f—_l) +l-g(z )] {F "I(T_; W ﬂ}(f )
- 1= ql(fk__liﬂ W j”(S A )ds}.

Th-lp+1

Iloatomy, Ha 5TOM MHTEpBaNe [7, ;1,74 ,5)

(33 q@= Q(kalnﬂ) +[1- Q(Tk—loﬂ YH([1- q(Tk—IOH WA —u(ly =D)(t - Tk—loﬂ)

t

=g )W [rs—7,,.)ds).

Th-lp+1
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Jlns Ipou3BOIBHOTO MHTEpBANA [ 7,,7,,,), i =k —1,,k =1, +1,...,k -1, nmeem:

q(t) = q(z,) +[1-q(@) {1 - q(z)IA — pu(k = D))t = 7;)

—~[1-g(z)]A[ (s —7,)ds}.

B kpaiineii Touke 7, Mbl nonaraem q(t) =1.

4. JloBepuTesibHbIE HHTEPBAJIbI
CooTHolleHue Ui NpEAEIbHOM HOPMHPOBAaHHOW HAKOIUIEHHOM BEIMYMHBI OYEPEIU SBISAETCS
OueHb CIOXHBIM. [loaTOMY, B 3TOM paziene Mbl MOJIy4YaeM JOBEPHUTENbHBIE MHTEPBAJIbl B YaCTHOM

clyyae, Korja HMEIOTCS TOJIbKO JB€ CTAHIMU-KIMEHTh. B 3TOM ciydae TOJBKO MCHOJIB3YETCs
cooTHoueHue (3.1), koTopoe B ciyyae ABYX CTaHUUN-KIMEHTOB BHITJISLAUT CIETYIOMIMM 00pa3oM:

@) q)=A-p)t-7)=A[r(s—7,)ds,

7

rIe
4.2) r(s):[ —%)(1—51’)

JloBepuTenbHBIM MHTEPBAJI COCTOUT U3 JIByX MOABIHTEpBasIOB. I1epBbIil noasiHTepBai - 310 [0, 7,),
r7ie peaesibHasi HOpMUPOBAaHHAs HAKOIUIEHHAs! OYepe/lb paBHa HyJr0. BTopoit noasiHTepBa - 310 [ 7,
0], rne 0 - 310 HexoTopast Touka, rae q(0) < . Ypasuenus (4.1) u\(4.2) onpenenens! s ¢ < 7,, rae

7, -9TO cnyqaﬁHaﬁ TOYKa OTKa3a BTOpOI\/JI CTaHIIMH-KJIUCHTA.

* * * o
[Tycte @ - 310 ToukKa, rae (0 )= «. Touka € - 31O ciydaiiHas TOuka, 3aBucsIas ot 7,. OaHaKo,

“ *
IIPU IPETONI0KEHNH, YTO Ta WIN UHASL CTAHLIUA-KIMEHT SIBJII€TCS] aKTUBHOM, AJTMHA UHTepBaa [ 7,,60 ]
(bukcupoBaHHa M OJTHO3HAYHO orpezenceHa u3 (4.1) u (4.2).

Haiinem pacnpenenenue npormecca ¢(¢). SIcHO, 4TO BeposTHOCTH TOro, 4uto ¢(¢) =0 coBmagaer c
BEPOSITHOCTBIO TOTO, YTO JUIMHA uHTepBana [0, 7, ) 6onee t. IloaTomy,

43)  Plg(t)=0)=[1-G(T.
Hanee,

4.4)  Plg)<y<1)=[1-GOI1-G(t~1)],
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rae f, - 9T0 TaKO€ 3HAYEHUE [ IIPU KOTOPOM
t
45  (A-wi-A[r(s)ds=y.
0
Ypasaenus (4.3) u (4.4) 1eTKO CIEIYIOT U3 IIEMEHTAPHBIX (PAaKTOB TEOPHH BEPOSTHOCTEH.

Torna, BCPOATHOCTL TOT'O, 4YTO MNPCACIbHAd HOPMHPOBAHHAA HAKOIIJICHHAA MOJIMHA O4YCpCau
AOCTUTHCT YPOBHA y 1O TOT'O KaK MOMAaJCT B 1 paBHa

j: [1- Gl - Gt —1,)]dt
[(1-G( 1) di '

3amadya COCTOUT B TOM, YTOOBI HAWTH Takoe ¥ < &, UTO

j‘” [1- GOl -Gt —t,)ldt
0 > P

(4.6) _
jo [1-G(t—1,)]dt

(4.6) — 5TO HEPABEHCTBO MOTOMY, YTO TOYHOE PABEHCTBO MOXKET MMETh MECTO MPU ¥ > <, B TO BPeMs
Kak a7si ¥ < & 9TO IOJKHO OBITH HEPABEHCTBO (4.0).

5. YmuciaeHHbIH IpUMep
Paccmotpum creayrommii mpumep. Iyets A =4, 4 =3, =02, P=0.95, G(x)=1-¢e"".

N3 cooTHOmIeHUS (4.6) nMeeM:

00
=2(t— _
J. e (1 ty)e ZZdt
0 -2t,

L e gy

Pemenue ypaBHeHus e’ =0.95 npuBoauT Hac K 7, = 0.025647. U3 (4.5) monyyaem:

t, 0.025647
y=[etdt="[edt=025-025e""" =0.024375.
0

0

[lonyuennas BenumumHa y MeHblle, yeM « = 0.2, u ciepoBarenbHo 3HaueHue y =0.024375 - sro
TpeOyemMoe 3HaueHHe JIJIsl IOBEPUTEIHLHOTO HHTEPBAIA.
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6. 3akaouuTeNbHbIE 3aMeYaHud

Mpbl HamUIM JOBEPUTEIBHBIE HMHTEPBANbI, CBSA3AHHBIC C JOCTH)KEHHEM HEKOTOPOTO BBICOKOIO
ypoBHs. JloBEpUTENIbHBIE UHTEPBAJIbI, HAWJEHHBIE B CTAThE, SBJIAIOTCS Cly4alHbIMU. OHU NOJyUYEHBI B
TEPMHUHAX IapameTpa ), KOTOPBIA SBISAETCS MPEAEIbHON BEIUYMHOW HOPMUPOBAHHOM HAKOILJICHHOMN

BEJIMYMHBI OYepeNd, NMPH KOTOPOH BEPOSITHOCTH TOTO, YTO CETh MAacCCOBOTO OOCTY>XMBaHMA OyAeT
(YHKIIMOHMPOBATh, SBISAETCS HE MEHbLIEH, yeM 3aaaHHoe 3HaueHue P. Takum obpas3om, crparerus
COCTOUT B HAONIOZCHHWU 3a MPOLECCOM OYepeAHu N0 TeX Mop Moka oliiee 4yuciao TpeOoBaHUN B
ouepelnsx He JAOCTUTHET BenuuuHbl yN. Kak Tonbko 3Ta BenuyuHa OyAET MpeBBbIILIEHA, HET

JOCTaTOYHBIX TapPaHTHH, YTO cucTeMa W/Win HHPopMaLus OyayT JOCTYIHBI.
BbaaroxapHoctb

ABtop Omnaromaput Australian Research Council (rpant Ne DP0771338) 3a monaepkky 3TOro
MCCIIETOBAHMUS.
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BOCIIOMUHAHUA
O BOPUCE BJAAUMUPOBHUYE 'HEAEHKO

IOpuii beasies
°
e-mail:_yuri.belyaev@matstat.umu.se

bopuc BmamumupoBuu ['mepenko (01.01.1912 - 27.12.1995) wusBecTteH Kak MaTeMaTHK,
MOJTYYHMBIIUH TITyOOKHE pe3ybTaThl B TEOPUU CYMMUPOBAHUS CIIy4alHBIX BEJIMYHH M SKCTPEMAIbHBIX
pacnpeneneHuid. bynydn NEpBOKIIACCHBIM IE€JAaroroM, OH HMMEJI MHOIO YYE€HHMKOB, CTaBLIMX
TaJaHTIMBBIMM y4eHbIMU. Kak wuccienoBaTellb OH BHEC 3HAUMUTENbHBIA BKJIAJ B DPa3BUTHE
MaTeMaTU4YECKUX METOJIOB TEOPUH HAEKHOCTH M MAacCOBOTO OOCIYXXMBaHHA. JTO ObUI UCKPEHHUH U
NPUHIUIHNATIBHBIN YeaoBeK. B 3THX JIMYHBIX BOCIIOMHHAHMAX MHE XOTEJIOCh OBl MOKa3aTh MOYEMY
okono b.B. Bcerna ObU10 MHOTO JTIOIEH.

Ocenpto 1958 roma B EpeBane cocrtosnach BcecorozHas koHpepeHLUs N0 TeOpHUH
BEpPOSITHOCTEN M ee IpuioxeHusM. Hapsany ¢ apyrumum acnupantamu MaTeMaTH4eCcKOro MHCTUTYTA
AH CCCP (MUAH) um. B.A. CreknoBa MeHsI KOMaHIUPOBAJIM JUIsl yyacTusl B 3Toi KoH(pepeHuuu. B
nporpaMMy ObLIO BKJIIOYEHO BhIcTymuieHue b.B. ['HeneHko, nmocBseHHOe 3a/1ayaM TEOpUU MacCOBOTO
oOciry>)xuBaHus. B 3TO Bpems s mapajulelbHO € acIUpaHTYypol NojpabaThiBajll HAa MOJCTaBKU B
TEOPETUYECKOM OTJENIe KPYIHOTO HCCIENOBATENbCKOIO WHCTUTYTa W YK€ OBUT 3HAaKOM C
pa3HOOOpa3HBIMH MAaTEMAaTHUYECKUMHU MOJIEISMU TEOPHUH MacCOBOIO OOCIYXHBaHHUS M HAJSKHOCTH,
VMMEBIIMMH HEIOCPEACTBEHHOE OTHOIICHHE K pealbHbIM IpwiioxkeHusM. B noknane b.B. Ha Mmens
Npou3BeIo OOJbIIOE BIEYATICHHE, YTO MHOIO€ M3 CKa3aHHOIO MM HMEJIO HENOCPEICTBEHHOE
OTHOIIIEHWE K UHTEPECOBABIIMM MEHS NPUKIAJHBIM 3aJadaM. 3alOMHWINCH yJAHWBUTEIbHAs
IIPO3PAaYHOCTh U YETKOCTh IIOCTAHOBOK MAaTEMAaTHMUYECKHMX 3aJad M BO3MOXKHBIX IOAXOAOB K HX
pemienuro. Toraa ke MHE yJanoch MOroBOpUTh ¢ b.B. 0 HEKOTOPBIX M3 MHTEPECOBABIIMX MEH 3a4ad,
CBSI3aHHBIX C OOCIIY>)KHBaHUEM CIy4alHO MOCTYMAIOLIMX 3asiBOK. JTa Oecesla 3aMETHO YKpEeruiia MO
YBEPEHHOCTh B TOM 4TO "MOHM" 3a7auu AEWCTBUTEIBHO MHTEPECHBI W MOTPAUYEHHOE HAa UX pPEILIECHUE
BpeMs He OyJIeT HalpacHbIM.

B cnenyromem 1959 roay s nmomyumst BO3MOXHOCTb noexath B Kues Ji1s okJ1ajja Ha ceMUHape
Marematnueckoro nacturyra AH YCCP, B koTopoM 0TIe/10M Teopuu BeposITHOCTER pykoBoaua b.B.
ITo cosery A.H.Konmoroposa (Mol Hay4HbIH pyKOBOJUTENb) sl HOATOTOBHII JIBA PA3IUYHBIX JOKIA/A.
OnuH nokian ObUT CBSI3aH € 33JayaMy TEOPUH MACCOBOI'0 OOCIY’>KMBaHMs, a BTOPOH ¢ MOJIYYEHHBIMU
pe3yibTaTaMH MO aHAIW3Y CBOMCTB TPAEKTOPUW T'ayCCOBCKHUX CIYYAaMHBIX MPOILECCOB. Tema BTOpOro
JIOKJIaa OblIa CyIIECTBEHHOM uacThio Moell auccepranmu. Ha 3acenanHusix cemuHapa ObLIO MHOTO
MOJIOJIBIX JIFOZICH, HEemocpencTBeHHO cBsa3aHHbIX ¢ b.B. JloOpokenarensHOCTs 1 BHUMATENBHOCTH b.B.
Kak Obl HacleloBaJUCh YYaCTHMKaMH €ro ceMuHapa. lorga ke s I03HAKOMMJICS C
T.IL. MapesinoBuuem, C.M. bponn u UW.H. KoBanenko. bwiio oueBugHo, uyto bB.B. oOmamaer
CHOCOOHOCTBIO dbopmupoBaTh aKTUBHO paboTarouuii KOJJIEKTHB uccienoBaTenei-
eAMHOMBINUIEHHUKOB. [locne ogHoro u3 Moux nokianoB b.B. mpuriacun meHs BeuepoMm K cebOe B
rocti. OH xun B uenrpe Kuesa Ha ynuue ITpopesnoii (Torna ynuna Ceepasnosa), citycKaromeicst ot
3o010TeIX BOpOT K Kpematuky. 3amoMHWIAach YIOTHas KBapTUpa, HESIPKUM CBET JIAMIIOUEK IO/
abaxxypamu, BOpuaHHe cOOaKM Ha HE3HAKOMOTIO € MOCETUTENIs, 3BYKH Becesoil My3blKH (KOTOpYIO,
HaBEpHOE, CIyIllajau JBoe Manbuuinek — /luma u Anuk — ceiHOBbs b.B.) u nerkuil y>xuH, KOTOpbIit
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npennoxwina Haranus KoncrantuHoBHa, sxkeHa b.B. 3anomuausics yaii ¢ BKycHbIM "KuneBckuM' TopTom,
KOTOpBI s TompoOoBan BrepBbie. [ocrenpuuMmcTBo U uHTEepec b.B. k Momm wuccremoBaHusIM
MOJIOKUITM €CTECTBEHHOE Hayayo MOCJIEeIyIOUIer0o MOEro COTPYJHUYECTBAa M JaK€ MOXKHO CKa3aTh
npyx06b1 ¢ b.B. Ho 310 yke oTHOcHTCs KO BpemeHH nocie nepee3na b.B. B MockBy. MHTepecHbIM U
MOJIE3HBIM OBLJIO MPOJOJKEHUE KOHTAKTOB C €ro TaJlaHTIMBBIM yueHHMKOM Wropem HukonaeBuuem
KoBanenko. Oka3zajioch, YTO y Hac MHOIO MOXOXXKHX 3aJa4 TEOPHUH MAacCOBOTO OOCIY>KHBaHUS,
BO3HUKILIUX U3 pPeaTbHBIX MPUIOKECHHH.

B xonue 1959 rona s Obl1 3auMciieH MIIaQIIMM HaydyHbIM coTpyaHukoM MUAH u torma ke
3aBepUINJI OJTOTOBKY IMCCEPTALMU 10 CBOMCTBAM TPAEKTOPHI rayCCOBCKUX CIy4YalHBIX MPOILIECCOB.
A.H. Konmoropos npeanoxui Beiopats onnonentamu b.B. u P.JI. Jlo6pymuna. 3amura auccepraniu
nponuia ycnemHo B Hadane 1960 roma. B Teuenne 1959 roma A.H. KoamoropoB Heckonbko pas
pacckasblBaj MHE O IUIaHax co3jaHus HCTUTyTa MaTeEMaTUUECKON CTATUCTUKU U O CBSI3aHHBIM C 3TUM
BO3MOXHBIM Tiepee3iom b.B. B MockBy. I[locie 3amuThl OH IpeaIoKII MHE U Jaxke yOexaan MEHs
y4acTBOBaTh B CO3JIaHUMU 3TOT0 HAYYHOI'O YUPEKIEHMs, OKas3biBas eMy U b.B. opranumszannonnyro
nomotb. [Toxoxee npennoxxenne nmomyunn u A H. [lupsies. S konmebancs, Tak Kak OpraHA3aIllMOHHAS
pabota Obuta OBl 3a CUET COKpAIEHUs COOCTBEHHOM HayyHOM palOoTbl. HecomMHEHHO, 4yTO Ha Moe
coryiacue Ha nepexon B MI'Y cymectBeHHO moBnusiiin U Mmou BeTpeun ¢ b.B. Moii nepexon 8 MI'Y
cocrosuics B asrycre 1960 rona.

CemuHap B 1a00paTOPHOM KopITyce

B asrycre 1960 roma b.B. mepeexan ¢ cembeli B MockBy Ha paboTry B MOCKOBCKHI
YHHBEPCUTET B JIOJDKHOCTU Tpodeccopa kadeapbl TeOpUU BEpPOATHOCTEH. byaydn odeHb aKTHBHBIM
yesoBekoM b.B. ObICTpo BKIIIOUMIICSI BO MHOTHE BUJIBI AESATEIHLHOCTH HE TOJIBKO B MI'Y, HO 1 BHE €ro.
D10 M yuyacTue B paboTe PENKOJIErHil psla *KYpHAJIOB, U BONPOCHI MPENOJaBaHUs MAaTEMaTUKU B
BVY3ax, u aktuBHas pabora mo co3gaHui0 kabuHera HamexHocTd mnpu [lomutexHuueckom mysee. B
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MIOCJIEIHEM CJIy4ae OH TECHO COTPYAHUYAN C BUAHBIM HHKEHEPOM, SJHTY3MACTOM MpOIaraHasl METOJ0B
HaJIeKHOCTH U KaduecTBa SIkoBoM MuxaiinoBuueM COpUHBIM.

K momenty mepeezna b.B. B MockBy y A.H. KonmoropoBa He ObLIO YETKO 3aBEPIICHHON
peaNbHOM MporpaMMbl co3aHusl HCTUTYTa CTaTUCTUYECKUX METOA0B. BapuaHThl 1 MaciTaObl 3TOTO
OyIyllero Hay4HoOro y4pexKJIeHUs MEHSUIUCh, TO B CTOPOHY YMEHBIIEHUS] HHCTUTYTA 10 J1abopaTopuH,
TO OIATH MOSBISUTUCH BAPUAHTHI MO CO3/IaHUI0 BHYIIUTEIBHOTO HAy4YHOro HeHTpa. OnHaxasl AHapeit
Huxonaeuu ckazan mue: "HOpa, yx Tak moiqy4msiock, uto b.B. okazancs BoBieueHHBIM B paboTy Ha
kadenpe u Tam MONHOCTHIO 3arpykeH. Ho s Bac mpomry mpomgomxkarh moMoratb MHE B CO3JaHUH
HNHcTuTyTa MaTeMaTHYECKUX METOAOB CTaTUCTUKU. Baus (Mean ['eopeuesuu [lemposckuii — pexmop
MTI'Y) TOMTHOCTBIO TOANIEPKUBACT 3TO HAYMHAHUE U OKAXET HEOOXOAMMYI momolls". OTy (dpasy o
MPUBOXKY JOCIOBHO, TaK KaK XOpOILIO €€ 3armoMHWI. B urore Mom Haaexnabl Ha ydactue b.B. B
co3nanuu B paMkax MI'Y Hay4yHOro MHCTUTYTA AJI PA3BUTUSL MATEMATHUECKUX METOJIOB CTATUCTUKU U
WX TPUIIOKEHUH, 0 KoTopoM MHe roBopwsi A.H. KomMoropoB, He ompaBaaivch. 3€Chb MHE JI0JT0O€
BpeMsl TIPUILIOCH OBITH EAWHCTBEHHBIM IMOMOIIHUKOM AHIpes HwukonaeBuua. DTa NeATEIHHOCTH
OTHHMMaja MHOTO BpeMeHH (3acelaHusi, OOCYXKIEHHE IJIaHOB CTPOUTENbCTBA MHCTUTYTAa U T.IL.).
OcHoBHas xe fesTenbHocTh b.B. Oblna cBs3ana ¢ pabotoil kadeapbl TeOprH BEPOSTHOCTEH, YTCHUEM
JIEKIWH, PYKOBOJCTBOM AacCIMpaHTaMU M BOIPOCAMH IPENOAABAHUS HAa MEXAHMKO-MATEMaTH4YECKOM
¢bakynbTeTe.

A BOT 0XXMJAaHMS COTPYJHUYECTBA B MCCIICJOBAHWU NPAKTUYECKH MHTEPECHBIX 3a7a4 TEOPUHU
MacCOBOTO OOCIYKMBAaHUS U HAACKHOCTH B paMKax CEMHHApPOB, COBMECTHBIX ¢ b.B., ompaBmamuch
MOJIHOCTBIO. 3a/lauyu TEOPHUH MacCOBOTO OOCHYKHMBAaHUA W ONM3KHE 10 MaTeMAaTUYECKUM METOoJam
3a/la4yil MaTeMAaTUYECKON TEOPHH HAJIEKHOCTU OBLTU aKTyallbHBI JJIsS HCCIENOBATEIBCKUX PaboOT BO
MHOT'MX HAy4YHO-TEXHHYECKMX MHCTUTyTax Mockssl, JIeHMHrpaga u npyrux ropogo. Ha mexanuko-
MaTeMaTH4eCKoM (hakyibTeTe Mol pyKoBoACTBOM b.B. ObuT OpraHu3oBaH ceMuHap Mo 3a7adaM TEOPUHU
MaccoBOro OOCHY>KHMBaHHS W TEOPUM HaJeKHOCTH. HoBocTh 0 Hayase pabOThl 3TOr0 CeMHHapa
HEOOBIKHOBEHHO OBICTPO  paclpoCTpaHWIaCh B Cpele HMHXCHEPOB-UCCIEAOBATEeNCH MHOTHX
MHCTUTYTOB. Y’K€ Ha MEPBOM 3acelaHuu CEeMUHapa MPHUILIOCh MEHATH OOBIYHYIO ayAUTOPHUIO Ha
NoTOKOBYIO (kaxketcst 1610, HO MoxkeT ObITh 1624), Tak KaK YMCIIO YYaCTHUKOB OBLIO 3aMETHO Oojiee
100 yenoBek. A aktuBHO mnomoran b.B. B pykoBoACTBE 3THUM ceMHHapoM. B 3To Bpems ot
B.A. KamrranoBa s y3Hain, 4To oueHb Onmskue 3anaun uHTepecyroT A.Jl. ConoBbseBa, koToporo B.A.
cuMTai (a Tak OHO OBLIO HAa CaMOM JieJie) HeMPEB30HICHHBIM BUPTY030M aCUMNTOTHYECKHX METOJIOB
MaTemaTudeckoro anamu3a. A.Jl. COlOBbEB COTJIACHICS YYacTBOBAaTh B OpraHM3all PaOOTHI
ceMHUHapa 10 3a/layaM TEOPUU MAcCOBOI0 OOCIIYyKHBaHUS U TEOPUHU HaJeKHOCTH. Tak u oOpa3oBanach
Tpoula pyKoBoauTeneu 3toro cemuHapa: I'Henenko, ConoBeeB U 5. b.B. oTkpbiBan 3acenanue
ceMUHapa, MpeICTaBsuUl JOKIaayuKa W Jenan oOmiue 3amedanus. [locie 3Toro mbl yxke BTpoeM
cleluyiv 3a JeTalAMH JIOKJIaJa, YKa3blBaJld HAa BO3MOXHOCTU YIYYIIEHUS PE3yJIbTaToOB,
KOPPEKTUPOBaJIM HETOYHOCTH. B pabore cemmuHapa BBICTyHald C JOKIaJaMU KaK YK€ H3BECTHBIE
yuensle W umxkeHepol E.C. Bentuens, S.b. Illop, W.b.IloroxkxeB Tak u MOJOJbIE aKTHUBHBIC
uccnenoatenn  E.1O. bap3unoBuu, W.A. Psa6unun, W.A. YmakoB u wmuorue japyrue. Cpeau
JIOKJIaJYUKOB-MaTeMaTUKOB — ydeHukoB b.B. — ormeuy B.C. Kopomoka, W.H. KoBanenko,
b.W. I'purennonnca. Ocobo s xody momuepkHyTh aktuBHoe ydactue W.H. KoBamenko. Konewno,
3TUMU MMEHAMHU HE OTPaHUWYEH CIUCOK BCEX, KTO NMPUHUMAJ aKTUBHOE y4acTHE B 3TOM CEMHUHape.
CemMuHap criocoOCTBOBaJ CYIIECTBEHHOMY MOBBIIIEHUIO TEOPETUUYECKOIO YPOBHS pacCMaTPHUBABILINXCS
OpPUKIATHBIX  3amad.  ATMocdepa noOpokenarenbHOCTH, co3aaBaemas b.B., ecTtecTBeHHO
COZICMCTBOBAIA yCHexXy JToro cemuHapa. B Hawane 60-X TOZOB METOIBI TEOPHH HAIEKHOCTH U
MaccoBOTO OOCIyXKMBaHHs Hadadd MIMPOKO HCIOJIb30BaThCS B MPUIOKEHHsIX. B pamkax 3Toro
CEeMHMHApa €ro YYaCTHUKHU IMOJyYalld YHHKAJIBHYIO BO3MOXXHOCTH OOCYKIIEHHSI HOBBIX PE3yJbTaTOB U
OBJIQJICHUS] MAaTE€MaTUYECKUMHM METOJAaMHU PEIICHHUS MHOTUX MPAKTUYECKHM Ba)XHBIX 3aJad MOXHO
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CKa3aTh "U3 MEPBBIX PYK'" T€X, KTO CO3JaBaJl OCHOBBI MPHUKIAJAHBIX MATEMATHYECKHX U MHKEHEPHBIX
MeTOJI0B. B mocienyromem 3TOT ceMUHap CTaj YacTbhiO OOIIMPHOM AEATETBHOCTH CO3AAHHOTO IPH
[TonmuTexHuueckoM My3ee KaOuHeTa HaAekHOCTH. IIperncemareneM MONMeYUTETHCKOTO COBETa 3TOTO
YHHMKaJIBHOTO O00IIecTBeHHOro oOpa3zoBanust ctan bopuc BnagumupoBud. KabuneT HameXHOCTH
OpraHWU30BaJl CEPUU JICKIIUHN ISl MHXKeHepoB. Hekoropeie neknuu nocemanu 6onee 400 ciymaTtenei.
Beutn co3nanbl cepun OYKIIETOB, OTPaXKaBIIIHE COACPKAHUE ITHX JICKITHIA.

[Tocne co3nanus kabuHeTa HAJEKHOCTH 00CYXJIeHUE 3a7auy TEOPHH HAJEKHOCTH U MacCOBOIO
00CITy’)KMBaHUsI MPOAOJDKAIOCh Ha ceMHHape "BeposTHOCTHBIE MeTOnbl B TEXHHKe', 3acedaHus
KOTOpPOTO MPOXOAUIU B ayauTopuu MexdakylbTeTCKON J1a0opaTOpUU CTATUCTUYECKHUX METOJIOB
MI'V, co3maHHOM BMECTO mpeanoJiarablierocs MHCTATyTa MaTeMaTMYECKUX METOJ0B CTATUCTUKH.
EcrecTBeHHBIMH PYKOBOJIUTEISIMUA 3TOr0 ceMuHapa Obuta Ta ke tpomna b.B., AJl. u 1. Crunb
CEMHHapa OCTajJCs TE€M K€, HO CTall CJI0KHEE TEOPETUYECKHH YpOBEHb, YCUIWJIACh JeTalu3alus
HCIOJIb3YEMBIX MAaTeMaTHUYECKUX METOJOB, OOJbIle CTalO0 COOOLIEHUI O COOCTBEHHBIX pe3yibTaTax
y4acTHUKOB. YHCIIO y4aCcTHUKOB COKpaTmiiochk 10 30 - 50 Ha kaxaom 3acenanuu (cMm. gorto). Cemunap
"BeposiTHOCTHBIE METOABI B TEXHUKE" CTajdl €CTECTBEHHBIM MECTOM IMPE3EHTAlMU PE3YyJIbTaTOB
acnupaHToB U npenoaasareneit MI'Y, Benymux BY30B kak MOCKBBI, Tak U IpYyTruX rOpOJOB CTPAHBI.
B urore akTuBHBIE YYaCTHHKH CEMHHApa COCTAaBUJIM He(OpPMalbHBIM KOJUIEKTHB HCClieZoBaTeieil B
o0JacTu MaTeMaTUYECKUX METOJIOB TEOPUU HAECKHOCTH U MAaCCOBOTO OOCTYKUBAHUSI.

B 1964 rony B.B., A.JI. u s Havyanu paboTy Haja KHUTOM "MareMaTnuecKkue MeTOIbl TCOPUHU
HaIe)KHOCTH", KOTOpast Oblia u3gana B 1965 roay. Mel ieTabHO 00CYKIalIu COIep KaHue dTOW KHHTH,
KOTOopasi JoJbKHA Oblia OBbITh HaMoJIHEHA MPWIOKEHUSMH METOJOB TEOpUU BEPOSITHOCTEH,
ACUMIITOTUYECKUX METOJ0B MAaTEeMaTHYECKOTO aHajh3a MU METOJOB MAaTeMAaTHUYE€CKOM CTAaTUCTUKH K
pPELICHUIO 3aJa4 HAJEKHOCTU. ECTECTBEHHO, YTO AaCUMITOTHYECKHME METoAbl 'mocTtanuce'
A.Jl. ConoBbeBy, METOJIbI MATEMATHUECKON CTATHCTUKH MHE, a OOIIME YaCTH KHUTH U METO/bI TEOPUU
BepositHOCcTel b.B. "B3sin" cebe. Takoe pacnpesneneHne oka3aaoch BECbMa CYIIECTBEHHBIM JJISI MCHSI.
[ToBeIcHIICS MO MHTEpEC K CTATUCTUYECKUM 3aa4aM B MeTofaM ux perieHus. OCOOCHHO MOJIe3HBIMU
JUTS MEHSL B 9TO BpeMs ObLTM MHOTOUYHMCIICHHBIE 00cyxaenus 3ana4d ¢ .H. KoBaneHnko, KOTOpbIi Takxke
nepeexan u3 Kuera B Mocky. CieyeT OTMETUTb, YTO PA3BUTUI0O MATEMATHUYECKOW CTATUCTUKHU B TO
BpeMs B HAllell CTpaHE YAEIsUIOCh HECPABHEHHO MEHbBIEE BHHUMAHHME, YEM pa3BUTUIO TEOPUHU
BEPOSITHOCTEM.

[Ipusnanne b.B. omguuM w3 Beaymmx Y4YeHbIX B OOJaCTH TEOPHUH BEPOATHOCTEH
pEaM30BBIBATIOCHh B €r0 aKTUBHOM YYaCTHH B MEXKIYHAPOIHBIX M BHYTPHCOIO3HBIX KOH(EpPEHIUIX.
Meuorue yuenbie u3 pecnyomuk CCCP u 3apyOexHBIX CTpaH ObUIM TOCTSAMHU ero goma. Hatamms
KoHcTanTHHOBHA yrolmiana HEOOBIKHOBEHHO apOMaTHBIM KpPENKHUM YaeMm, OyTepOpoaaMu, NMEYEeHbEM,
koH(peTamu. Bpems ObICTpO mpoxXoauio 3a oOCYyXIACHHEM HaydHBIX NpoOiem. Tak ke pamaymiHo
npuHuManu b.B. u Bo Bpems ero moe3nok. MHe 3anoMHuiuch noesnku ¢ b.B. B Pury, BunbHroc,
Tammn, Tamkent, Townmucu. B moesnkax ¢ b.B. Bcerma mMoxHo Obuto GoJibllie y3HaTh O Haubosee
WHTEPECHBIX HCCIICIOBAaHUSAX M MOCMOTPETh HamboJiee KpacHUBBIE MECTa M JIOCTONPHUMEUYATEITHHOCTH
MIOCENIAEMBIX TOPOJIOB U UX OKPECTHOCTEH.

Bopuca BragumupoBuua mpuriaman K cebe MHOTME YHUBEPCUTETHl MUpPa. BbU1o MHTEpEecHO
CIIylIaTh €ro pacckasbl O MOCEHIEHHMH MM AalbHUX WIH OJU3KUX CTpaH. 3allOMHMJICS CIEAYIOLIUl
snu3oa. Mei ¢ b.B. nerenu B TamkeHT. 3T0 ObLTIO BCKOpPE MOCIE €0 BO3BpAIIeHHs U3 ABCTpaluu U
HoBoii 3enanguu. B.B. oXuBJIeHHO paccka3blBal MHE O CBOMX BIIEUaTJIEHUAX. Bnepenu cuupen
Manpuuk Jet 10 - 11, KoTopslli mpucIymMBaicS K HHTEpeCHOMY pacckazy. OH oOepHyscs K HaM U
crpoculi, a rae eme O6bu1 b.B. Tlepeuens cTpaH yauBuUil MaibudKa U OH 3aMHTEPECOBAJICS, a KaKas jKe
Takas npodeccus y pacckazuuka. b.B. oTBeTHI1, 4TO MBI 00a MyTENIECTBEHHUKH, HO OH YK€ OIBITHBIN
MyTEIIECTBEHHUK, a S Kak Obl HayWMHAIOMUKA. ManbyuK YBEPEHHO 3asBWI, YTO CHEIUATBHOCTH
NyTENIeCTBEHHUKa He cymectByeT. "A kak xe Ttoraa CenkeBuu (moeda eedywuii Knyba
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nymewecmeennuxog)?", — Bo3pazwi b.B. Crnop o nHameir npodeccun ytux. Korna Mbel BRIXOAMIN U3
camoJeTa, s yCIbIa, Kak MaJIbuYuK cKazall cBoemy otiy: "[lama, a Thl 3HaemIb, KTO 32 HAMU CUAEI?
Hacrosmmue nyremectserauku”. C b.B. Bcerna 66110 HHTEPECHO OBITH PSIOM.

o

Toumucu, 1963

ViuBuTeapHast 3KOHOMHOCTh M SICHOCTH H3JIOKEHHS MaTEeMaTUYECKOM TEeMbI Oblia B €r0
nekmusax. Cnoymast goxnansl b.B., st yacto Gosuics, 9TO eMy HE XBaTUT BPEMEHH, yTOOBI IOCTATOYHO
MOJIHO OCBETUTh OCHOBHBIE (DaKThl paccMaTpUBaeMOW MaTeMaTHUYEeCKOW Mojenu (Hampumep,
MacCOBOTO OOCITYyXUBaHUS WM HaAeKHOCTH). OIHAKO, MO 3aBEpIICHHH JOKJIaJa TOHUMAEHlb, YTO
OCHOBHBIE (DaKThl U JaKE€ DJIEMEHTHI J10Ka3aTeIbCTB OBLIM JOBEIEHBI A0 MOHUMAaHHS CiylIaTenci.
Jlexiuu B.B. HanmomuHamm mHe neknun Asekcannapa Skornesnua XuHunHa. Korma s ckaszam o0 3Tom
B.B., To OH OTBeTHJ, YTO 3TO €CTECTBEHHO, TaK Kak Auekcanap SKoBIeBUY ObUI €ro Hay4YHBIM
PYKOBOJUTENIEM, U OH CUUTAET ce0sl €ro YUeHHUKOM.

C cepenunbl 60-x roJI0B MEHs CTalld UHTEPECOBATH 33/1a4ll TEOPUU MACCOBOTO OOCTYKUBAHUS,
CBSI3aHHBIC C JIBFDKEHUEM TPAHCIIOpTa Ha jJoporax. MHTepec k 3TUM 3a7a4aM Kak Obl iepeaics MHE OT
Bb.B., xoTopblii ObUT yBJ€UEH aHAIM30M CIYyYaWHOCTH MOMEHTOB MPHUOBITHS TPY30BBIX CYIOB B
Mopckoit opt Oxeccel. B CBs3M ¢ OrpaHUYEHHBIMU BO3MOKHOCTSMH CPEJICTB MOTPY3KH U Pa3Tpy3Ku
CYZIOB I Ka)KJI0I0 M3 HUX IUIAaHUPOBAJIMCh BpEMEHA MPUX0Ja B 3TOT MOPT, T.€. 3a4aBAIIUCh MOMEHTBI
MpUXoJa IO IUTaHOBOMY rpaduky. OmHako, (aKTHISCKUE MOMEHTHI NPUXOJA CYJIOB OKa3aJUCh
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CYIIECTBEHHO (CTATUCTUYECKH 3HAYMMO) OTJIMYHBIMU OT IUIAaHOBBIX. boiiee Toro, HaOIIOJEHHBIE
MOMEHTHI MPUX0/Ia CTATUCTUYECKH XOPOILIO COOTBETCTBOBAIA pean3alusiM (MAeaIbHO XaO0TUYHOTO)
ITyacCOHOBCKOT0 TOYEUHOTo nporecca. b.B. roBopui 0 He0OX0IUMOCTH TEOPETUUECKOTO0 0O0CHOBAHUS
3TOro smmupuueckoro (axra. Brmomne Bo3moxno, yto P.JL. JIoOpylmIMH MMEHHO B CBSI3M C 3THM
WHTEPECHBIM HSMIUPUYECKUM (PAKTOM NPEUIOKHI BapUaHT MPEACTbHOM TEOpeMbl C YCIOBUSIMHU
JOCTaTOYHBIMH 11 CXOJIMMOCTH IIHPOKOTO Kjacca TOYEUHBIX (B TOM UHCIE UM PETyISPHBIX
HEeCTy4YaiHbIX) MOCIIEeI0BaTeIbHOCTEH K ITyaCCOHOBCKOMY MpPOLECCY MNpPU CIydyalHBbIX HE3aBUCHUMBIX
CMEIIEHUsAX TOYEK B ITHX mocienoBarenbHOCTAX. [locraBnennsie b.B. 3amaum ¢ aBmxymmMmucs
TPAaHCIOPTHBIMU €IUHUIIAMH (CyIaMH, aBTOMOOWJIIMH) JIOMYCKajdd MHOTOUYHCIECHHBIE O0OOIICHMUS.
OTtmedy, 4TO MO/ BIMSIHUEM 3HAYMMOCTH ITHX 3aa4 Sl COTJIACUIICS OBITh PYKOBOJIUTENIEM aCIIUPAHTKU
O.U. I'aHueHko, KOTOpasi UccieaoBaia PallMOHAIBHOCTh PACHOJIOKEHHS CTAaHIIUA CKOpOW MOMOIIU B
Mockse. B utore pesynapratsl O.W. 'aHueHKO COCTaBUIN COJIEP)KaHNE UHTEPECHON JUCCEPTALMOHHON
pabotsl, 3amumieHHoil B MAJIU. Bb.B. xuB0o wHTEpecoBalics STHM HaNpaBlICeHUEM HCCIICIOBAHUM.
OOcyxieHne ¢ HUM XOJla HCCIICJOBaHHWI HECOMHEHHO Obuto mosie3HbiM MHE U O.M. ['aHueHko.
HHTepecHble 3aauu ¢ IBIKYIIUMUCA TIpuOOpamMu oOcykuBaHus (IudTaMu, aBTOMOOUIISIMU) OBLITH
petieHsl MouM acriupanToMm A.l'. ["aKkueBbIM.

3aiayu TEOPUU MACCOBOIO OOCITYKMBAHHS U HAJEKHOCTH PACCMaTPUBAINCH KaK Ba)kHAs 4acTh
TEOpHM HucciefoBanus omnepauuil. OgHaxasl b.B. npurnacun x cebe momoil moceTuBmero MockBy
Mpe3uJieHTa AMEPHKAaHCKOrOo OOIIecTBa HWCCIeIoBaHus orepanuii Makxona (S BOCIPOHU3BOXY
damumio R. Machol(?) doneTnuecku, kak s ee ceiiuac MOMHIO). 3a YaIIKOW Yasi IIesl pa3roBop 00
aKTyaJbHBIX, CIOXKHBIX 3a/ladyax aHalIu3a JBWXKEHHs TpaHcrnopTra. Sl copocun Makxona, pelieHue
KaKoM 3a7a4ui B 3TOM HAIPaBJICHUU TIPEJCTABIACTCA eMy Hanbosiee uHTepecHoi. OH BBIICTIII 33729y
MOCTPOCHUS MaTeMaTHYeCKOW Teopuu o0pa3oBaHHUs MPOOOK HA JOporax MpH MPEBBILICHUU
IUIOTHOCTBIO  JBMKYIUXCS aBTOMOOWIIEH HEKOTOPOTO KPUTHYECKOTO YpOBHS, a TaKkKe U
CKayKOOOpa3HOE YMEHBIICHHE HMHTEHCUBHOCTH JBIJKEHHUS, IMPEALIECTBYIONIEE BO3HUKHOBEHUIO
npoOku. B KkauecTBe HMIUPUYECKUX JAHHBIX OH yKa3all Ha OLCHKY IUarpamMMmbl MyTH JBUKCHUS
aBTOTpaHCHOpTa Mo TyHHemo noia ['yn3oHoBsiM mponuBoM. b.B. mpemnoxun MHe mnomnpoOoBaTh
ucClieIoBaTh MOAOOHBIE 3amaud. B wurore, MHE moO37AHEE YAAJIOCh IOCTPOUTH YIPOIICHHBIC
BEPOSITHOCTHBIE MOJIEIH JBUKEHHUS, JTOIyCKalolMe BOZHUKHOBEHUE MPoOOK Ha jgoporax. OdobeHne
THX MOJEJe ObUIO TMOJyueHO BIOCHENCTBMM MouM actmupantoMm u3 I'JIP Yaspuxom Lene. Otu
paboTel ObUTM OMyONMWMKOBaHBI B JKypHaie "TexHudeckas KuUOEpHETHKA", B COCTaB PEAKOJUICTHH
Kotoporo Bxoauinu b.B. u 1.

C b.B. s umen BO3MOKHOCTh 00CYX)AaTh JH00BIE TPOOIEMBI M BONIPOCHL. Ero MHEHME U COBETHI
MIOMOTQJIM HAaWTH NPAaBUIBHOE pELICHHE. 3]IeCh S UMEI0 B BHUJy HE TOJBKO U HE CTOJBKO BONPOCHI
MaTE€MaTHYECKUX HUCCIEIOBAaHUM, HO CKOpEE BOMPOCHI MX HAYYHON OpraHU3alMH, BOIPOCHl METOAUKH
MpENoAaBaHusl U AJAMHMHHMCTPAaTUBHBIC. XO04y IMOJYEPKHYTh IOCTYNHOCTH b.B., KOTOpBIM Haxomui
BpeMs IJIsl TaKuX OOCYXJECHUH, a TaKKe €ro MPHUHIMINAIBLHOCTh U MCKPEHHOCTh B OLIEHKE JIOOBIX
coObIThii. He OBIJIO HU ONHOTO Cilydas, KOTJIa paHee YCIBIIIAHHOE MHOIO €r0 MHEHHE IO Ba)KHBIM
BOIpocaM ObLIO Obl U3MEHEHO MM B pa3roBopax € JAPYTUMHU. JTa OTKPHITOCTh M MPUHIUIHUAIBHOCTH
cymecTBeHHO Boiesin b.B. cpenn mHorux. B atom oTtHOmennn b.B. Mor ObiTh "HEymOOHBIM" ISt
TeX, KTO HE XOTeJ, YTOObl OH OTKPBITO BBICKAa3bIBAJl CBOE MHEHHUE, HE COBIIAJAIOIIEE C JKETaeMbIM HMHU.
B 10 xe Bpems b.B. Ob1 choepkaHHBIM B JIOOBIX CIIOpax, OTCTauWBas IOCJIEIOBATEILHO U
apryMEHTHPOBAHO CBOIO TOUKY 3pEHHUS. 3a MHOTHE TOJbI 5, IOXKAIyH, JIUIIb pa3 BUIEHI €r0 OTKPBITO
pa3apaxeHHbIM. DTO OB CIIy4aid, KOT/1a Mbl OBLIM 3apaHee MPUTIIANICHb B OJUH U3 WHCTUTYTOB Ha
BaXHOE COBEIAHHE, CBS3aHHOE C MPOOJIeMaMH HAJAKHOCTH. MBI BBIHYXKICHBI OBLIM IMOJITOpa Yaca
JKIATh pa3pelleHNs PONUTH Ha 3TO COBELIAHUE.

B cBoeit xxu3nu b.B. Obln cuacTiuMBbIM 4enoBeKOM. JloMamiHUN YIOT, KOTOPBIA CO3/1aBajia
Hartanus KoHcTaHTMHOBHA, M XOpPOIIO OpPraHMW30BaHHAs JHMYHAs paboTa MO3BOMSUIM €My BECTH
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aKTUBHBIM 00pa3 »ku3Hu. OH NHUCal KHWUTM, PYKOBOJIWJI AaclUpaHTaMH, MPOBOAMI 3aceqaHus
UCCIIeZIOBATENIbCKUX ~CEeMHMHApOB, ObLI mpeacenateneM ydeHoro coBeta BAKa wu  unenom
METOJMYECKOTO COBETa MeEXaHWKO-MareMmarnueckoro (axkymprera MI'Y, 4YleHOM peaKoIerHit
HECKOJIbKUX KYpHAJIOB, MpeacenaTeneM KabuHeTa HajexxHocTd npu lomutndyeckom mysee u T.1. OH
y4acTBOBaJ B pab0OTe MHOTHX HAayYHBIX BCECOIO3HBIX M MEXAYHApOAHbIX KOH(pepeHumid. Kaxaplii ron
B JICHb pOoKJeHHUs b.B. MBI NpuXoauin K HEeMy OTMETUTh BMECTE C €r0 CEeMbei 3TO COOBITHE U HAYAJIO
HOBOTO TOfa.

CymecTBeHHbIH nepenoM B ku3HM b.B. npousomen nocne cmeptu Hatanun KoHcTaHTHHOBHBI
B (peBpasie 1987 romga. Kaptupa morepsiina cBoil npexxuuid yioT. b.B., KoTopslii HUKOTa 10 ATOTO HE
YKaJIOBAJICSl HA CBOE 3[I0POBbE, BCKOPE TSXKENO 3a00JIel.

A pan, uto cynpba mama MHE BO3MOYKHOCTh COBMECTHO paboTaTh M o0maThcs ¢ b.B. B Teuenue
35 ner. Bocnomunanus o bopuce Buagumuposuue u Haranum KoHcTaHTMHOBHE — 3THX
3aMeuaTeNIbHbIX U J0OPBIX JIOASIX — HE TYCKHEIOT B aMSITH.
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Y3KHME MECTA B CUCTEME
C HEHAZAEKHBIMU 2JIEMEHTAMU

I'ypamu Huuuamsuiaun
[ J
e-mail: guram@iam.dvo.ru
690041, BnaguBoctok, yi. Paguo 7,
WuctutyT npukinagHoi matematuku JIBO PAH

B pabote paccMaTpuBarOTCs MOJENH JIOTHYECKUX CHUCTEM CO CIydalHbIMHU dnemeHTamu [1], [2],
JUISE KOTOPBIX JaeTcsi GopMaNbHOE OMPEIEICHUE Y3KUX MECT M CTPOSATCS aJITOPUTMBI UX HAXOXKICHUS.
[IpoBeaeH acHMNTOTHYECKUA aHAIM3 BEPOATHOCTH pabOThl (WM OTKa3a) OSTUX CHUCTEM TIpH
COOTBETCTBYIOIIUX ACUMITOTUYECKUX YCIOBHSIX HAa BEPOSTHOCTU PAOOTHI (MU OTKA3a) UX DJIIEMEHTOB.
Bce ocHoBHbBIE ompezenieHus U alrOpUTMbl OCHOBAHBI Ha M€ PEKYPCHBHOTO MOCTPOCHHUS MOJAETU
JIOTUYECKON CUCTEMBI CO CIIyYaHHBIMU 3JIEMEHTAMH.

IIpenBapuresibHbIE CBeJAeHUSI M 0003HAYEHUS

[lycte Z - MHOXKECTBO, coaepKauee |Z | JIOTUYECKUX MepeMEHHbIX z . OnpenenuM peKypCUBHO

KJIACC G JIOTMYECKUX BBIPAKEHUM OT JIOTMYECKUX IIEPEMEHHBIX z € £ :

zeZ:zeg,Aleg,Azeg‘:(Al/\Az)eg,(AIVAZ)eg‘. (1)

O6o3naunm 27 = {Zi, iel= {1,...,22 }} COBOKYITHOCTb BCEX MOJMHOKECTB MHOXeECTBa Z .

Onpenenum TU3bIOHKTUBHYIO HOPMaJIbHYIO (hopmy D(A) JIOTUYECKOTO BbIpaKeHUA A4 € G : s

zeZ,4€G, A,€qG, I,I,c1

D(Z):Z,D(Al): \/(/\Z],D(AZ): \V4 ( /\z]:}
iel|\ zeZ; iel, \ zeZ;

(2)

D(A4V 4)= Vv (/\Z]aD(Al/\AZ): AR A
iel,UI, \ zeZ, iel},jel,\ zeZ,UZ;

AHanoru4HeIM 00pa3oM OIpeieMM KOHBIOHKTUBHYIO HOpMaJIbHYIO (hopmy K (A), AeG: 1 zeZ,

4€G, 4,€qG, 1,I,cl
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K(z)=2z,K(4)= /\(\/zj,K(Az)z /\[sz:

iel|\ zeZ; iel) \ zeZ,
3)
K(A4V 4,)= A ( \V/ z],K(Al/\Az)z A (VZJ
iel), jel,\ zeZ,UZ; ie[UI, \ zeZ;

g COBOKYyITHOCTEN MHOXKECTB X = X 2%, ¥ ={Y} < 2% nonoxum
y

X®Y={XUY:Xex,Yev}, Z(X)= U X, N(X)=min(|X]: X € x).
Xex
Ecmu Z(X)NZ(Y)=9, 10
N(X®Y)=N(xX)+N(¥), N(xUY)=min(N(x),N(7)). (4)
IIpeanonoxum, 49ro p, = P(z = 1) , q.= P(z = 0), p,+q,=1, u cioy4ailHble BEJIUYHHBl z€Z
HE3aBHCUMBI B COBOKYMHOCTH. Jlormueckyro (yHKIHIO A €O CIy4allHBIMH 2, NPUHUMAIOIIUMHU
3HadyeHus 0,1, Ha30BEM JIOTMYECKOM CHCTEMOU 4 .

Hu3zkoHaae;KHLIE JIEMEHTHI

[Tycth 3 MONOXUTENHLHOE YUCIIO d Takoe, 4To I Vz € Z I HATypallbHOE YUCIIO c(z):

p. = p.(h)~exp(-h D), h>0. (5)

O003HauYNM T(Z) HC3aBUCHUMBIC cnyqaﬁHLIe BCJIMYHHBI, UMCIOIIIUC CMBICJII BPCMCH KU3HU JIOTHUICCKUX

5JIeMEHTOB z€Z, u P (z‘(z) > t) =p.(h). Ecniu h=h(t) MOHOTOHHO yOBIBaIOWIAst M HEIPEPHIBHAS

¢byskmmsa u h— 0, t — 00, TO cooTHOLIEHKE (5) MOXKHO ITPeoOpa3oBaTh K BUAY
N _ —dc(z)
P(r(z)>t) exp|—h(t) ,t—> o,

XapakTepHoMY 151 BeOyu10BCKOM aCHMITOTHKY, UCIIOJIB3yEMOM B MOJIEIISIX BPEMEHHU JKU3HHU CUCTEM,
COCTOSILMX U3 CTAPbIX U IOTOMY HU3KOHAJIEKHBIX 371€MEHTOB [3], [4].

Io 3ananromy D(A4) =V ( A zj onpenemnm C(A)=minmax ¢(z). Toraa u3 (2) umeem

iel|\ zeZ; iel zeZ,
C(4 N 4))=max(C(4),C(4)), C(4V 4,)=min(C(4),C(4,)). (6)

ComnocTtaBuM Kax10i Joruueckoi GyHkuun 4 cemeilcTBa MHOXECTB § (A) c2?, T (A) c2? ¢

TOMOIIBIO PEKYPCHBHBIX cooTHOMmeHHit: §(z)={z},T(z)={z},
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S(4),C(4)>C(4,), T(4),C(4)>C(4,)

S(A4N4,)= S(4),C(4)<C(4,), T(4N4)= T(4y),C(4)<C(4)
S(4)®8(4,).C(4)=C(4,), T(4)UT(4,).C(4)=C
S(4),C(4)<C(4,), T(4),C(4)<C(4,)

S(A4V 4,)= S(4),C(4)>C(4,), T(4V 4)= T(4,),C(4)>C(4,)
S(A4)US(4,).C(4)=C(4), T(4)®T(4,),C(4)=C

Iycts I'= {i € [ :max c(z) =C (A)} , TOTJ]a U3 COOTHOIIEeHHH (2), (6) cneayeT, 4yTo

zeZ,

s(4)={{zez :c(z)=C(A)}:ier}, (7)
a u3 opmy (1), (2), (6), (7) BEITEKAIOT CIEYIOMINE YTBEPIKACHHA.
Teopema 1. /3 ycroeus (5) caedyem, umo —In P(A=1)~N(8(4))h Y, r>0.

Teopema 2. 13 ycrosus (5) credyem cnpageoiusocms ymeepHcOeHuUlL:

1. ons nobozo S € S (A) Cnpaseou8o cOOMHoOUEHUe

(c(z)—)c(z)—g,zeS):>(C(A)—)C(A)—5),0<g<1; (8)

2. ectu S < Z u yoosnemeopsem coomuoweruio (8), mo IS« € S(A) S S
3. ona noboeo T € T (A) Cnpageonuo coomHoueHue

(c(z) > c(z)+e,zeT)=(C(4) > C(4)+¢),0<e<]1; 9)

4. ecnu T < Z u yoosnemeopsiem coomuowernuro (9), mo 3T T(A): I.cT.

Teopema 2 mO3BOJISIET Ha3BaTb MHOXKECTBA U3 CEMEUCTB S (A),‘T (A) yskumu MecTamH B

JOrMYecKor cucrteMe 4 C HM3KOHAJEeKHbIMU 31eMeHTamu. llpuyem B cuny nyHkra 1 (myHkTa 3)

TEOpeMbl 2 yBennueHHE (YMEHBIICHHE) HAJC)KHOCTH JJIEMEHTOB Z M3 JII0OOro MHOXKecTBa S € S(A)

(mHoxectBa T €T (A)) MO3BOJIIET YBEIMYUTh (YMEHBUIUTH) HAJIEKHOCTh BCEH JIOTHYECKON

cucteMbl 4. C mnomouipio (6) U yTBEpXKAEHUS TEOPEMbl 2 MOXHO PEKYPCHBHO BBIUUCIATH YUCIA

C(4), N (S(A)) cemeiicte MHOXKecTB S(A),T(A) ¥ MO HEM CTpOMTb Gonee y3KHE CeMENCTB

MHOXKECTB

5'(A)={Ses(4):|S|=N(5(4))}, T'(4)={T e T (4):|T]=N(T (4))}.
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BricokoHane:xkHble pedpa

[Iyctes 3 monoxkurenbHOE YUCIO d TaKoe, UTo i V 3JieMeHTa z € Z 3 HaTypalbHOE YUCIO
c(z):

q. :qz(h)~exp(—h*dc(z)), h—0. (10)

O603HaunM P(‘C(Z)St):qz (h) Ecin & MOHOTOHHO BO3pacraromias ¥ HENpepbiBHAS (QYHKIHS |

h—0,t— 0, 10 coornomenue (10) MoxxHO IpeoOpa3oBaTh K BUILY
N _ —dc(z)
P(t(z)<t)~exp|—h(t) , 10,

xapakTepHoMy g BeilOyioBckoil acUMNTOTHKM U NPUMEHIEMOMY B MOJIEISX BPEMEHU KU3HU
CHUCTEM, COCTOAIIMX U3 HOBBIX U MOTOMY BBICOKOHAJIEKHBIX 3JIEMEHTOB.

Ilo sanannomy K (A)= A [ \V; zj nepeonpenenum C(A)=minmaxc(z). B cuiy (3) nmeem

iel|\ zeZ; iel zeZ,

C(A N 4y)=min(C(4).C(4)), C(4V 4)=max(C(4).C(4)). (11

Iycts 1 ’:{iel :minc(z):C (A)}, torna w3 cootHomenuit (3), (11) cneayer, 4To U B ciydae
zeZ;

BBICOKOHAIC)KHBIX JJIEMEHTOB cripaBeyiBo cooTHomenue (7). U3 dopmyn (3), (7), (11) BeITekaroT
YTBEPKIACHHUS.
Teopema 3. [lpu eévinonnenuu ycrosus (10) —In P(A = 0) ~ N(S(A))h_C(A) ,h—0.

Teopema 4. 13 ycrosus (10) credyem cnpagednugocms ymeepicoeHui:

1. onsa moboeo S € S (A) Cnpaseou8o cOOmMHoOUEHUe

(c(z) > c(z)+e,ze8)=(C(4) > C(4)+e),0<e<]1; (12)

2. ecnu mHodcecmso S C Z u yooenemeopsem coomuouenuto (12), mo

3. ons moboeo T € T (A) Ccnpaseonu8o cOOmMHoueHUe
(c(z)>c(z)-ezeT)=(C(4) > C(4)-¢),0<e<]; (13)

4. eciu mroocecmseo T < Z u yoosremeopsiem coomuoutenuro (13), mo
3T eT(A):L.cT.
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Teopema 4 mo3BoisieT Ha3BaTh MHOYKECTBA M3 CEMEHCTB S(A),T (A) Y3KUMH MECTaMU B
JIOTUYECKON crucTeMe _4 ¢ BBICOKOHAJICKHBIMH dJIeMeHTaMH. B cuny myHnkra 1 (myHkTa 3) Teopemsl 4
yBenuueHue (YMEHbIIEHUE) HAIEKHOCTU 3JIEMEHTOB z U3 J000ro S € S(A) (TeT (A) 103BOJISIET
YBEMYUTH (YMEHBIINTH) HAJEKHOCTh BCel Joruueckor cuctembl 4 . C momoripio hopmynsl (12) u
YTBEPXK/ICHHS. TEOPeMbl 4 MOXHO PeKypcHBHO Bbraucisre uncna C(4),N (S(A)) ceMelcTBa

mHOxecTB §(A),T (A4) 1 1m0 HEM cTponTh Goliee y3kue cemeiicTBa MuOXecTB S (A),T'(A).

3ameuanne 1. Ob6osmauum X, = {Zl-,i el } , Xy = {Z,.,i € 12} U NpeononodcuM,  4mo
Z (X | ) Nz (X 2) =. Toecoa gopmyna (4) moscem cywecmseHHO YNpOCMuUmMy BbIYUCIEHUE 3HAYEHULL
N(S(A1 ) IR (A2 )) , N(S (A1 ) Us (A2 )) , Komopvie HeobX00umbl Npu peKypCUSHOM onpeoeneHuu

genuuunvl N (S(A)), éxooawell 8 acumnmomuydeckue gpopmynvl meopem 1, 3.
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OIITUMMU3ALIMA HAJAEZKHOCTU
JIEKTPOCHABXEHUS NOTPEBUTEJIEN

T'anuna ®enorosa, Huxouiaii Boponai
)
HNCOBM CO PAH, Upkyrck, Poccus
e-mail: fedotova@jisem.sei.irk.ru, voropai@isem.sei.irk.ru

AHHOTAIUA

[Ipemmaraercss MOIXoA K PEIICHHIO 3aqadd OOecreueHHs] Ha/le)KHOCTH CHAOKEHHUsS MOTpeOuTeneit
JIEKTpOIHEprueil npu (pyHKLUHMOHUPOBAHUM 3JIEKTPOIHEPTETUUECKUX CUCTEM B YCIOBHUSX PHIHOYHOM
HKOHOMUKH.

BBEJIEHHUE

HcTopuueckn pa3BUTHE BIEKTPOIHEPreTHUKH PoCCHHM OCYIIECTBISAIOCH MyTEM IOATAIMHOTO
00BETMHEHUSI ¥ OPTAaHU3ALNHU MApaJLIEIIbHOW paboThl PErHOHAIBHBIX AJIEKTPOIHEPTETHUECKUX CHCTEM,
co3nanus oO0benuHeHHbIX sHeprocucteM (ODC) u Egumnoit sueprocuctemsl (EDC). EDC 6biBHIETO
Coserckoro Coroza oOecreurBajia BBICOKYIO CTENEHb KOOPAMHALMU MPOU3BOJACTBA, TPAHCIOPTAa U
noTpedneHust ANeKTpodHepruu, 3¢GGeKTUBHYI0 paboOTy OTpaciad B IIEIOM M BBICOKUH YpPOBEHB
HAQ/IOKHOCTH  JJIEKTPOCHAOXKeHHsT  moTpedureneid.  O(P(HEeKTUBHOCTh  HapaieNbHOW  pabOTHI
anekTposHepreruueckux cucteMm (B9C) B coctae EDC 1o Hauanma pedopMupoBaHHs
3JIEKTPOIHEPTETUKU OlICHUBaIach dkoHoMuen 10-15 muH. kBT ycTaHOBIECHHOW MOIIHOCTH 3a CYET
COBMeIIeHUs TpaUKOB HArpy3KH M aBapUHHON B3aMMOMOMOIIU CUCTEM U 12-14 MIIH. TOHH YCIIOBHOTO
TorumBa B rojl. CymecTBoBaia nepapxudeckasi CHCTeMa yIpaBJICHHs Ha/Ie)KHOCTBIO, XapaKTepHas IS
TaK HA3bIBAEMOW WHIYCTPHAIbHON MOJENU OpraHM3allH 3JICKTPOIHEPreTUKH. OTHOIICHUS MEXIY
NPOM3BOIUTENSIMU M TIOTPEOUTEISIMH  AJIEKTPOIHEPTHH CTPOWJIMCH HAa HOPMATHBHOM  IIOJAXO/IE,
TpeOyIoIeM BBIMOTHEHHs 0053aTeNbCTB, MHCTPYKIUN U YKa3aHUH, HE3aBUCHUMO OT HEOOXOIUMBIX IS
3TOrO 3aTpaT, MOCKOJbKY 3a BCE IUIATUIO TOCYAApCTBO. B KOHIE MPOILIOro CTOJNETUS CTalH
OYEBUIHBI HENOCTATKU HMHIYCTPUAIBHON MOJEIN 3JIEKTPOIHEPreTUKU, BO3HUKIIA HEOOXOIUMOCTb
pegopMHUPOBaHUS OTPACIIH, CBSI3AHHOTO C MEPEXO00M K PHIHOYHOM MOJIEIH.

Ha ¢one nmbepanuzanmmu OTHONIICHWH MEXIy OOBEKTaMH IPOM3BOJICTBA, TMEpPEaayH,
pacripesielieHusi M TMOTPeOJeHUs DIIEKTPUYECKOW DSHEPrUM B YCIOBHSX PHIHOYHOM HSKOHOMHUKHU
MIPOUCXOJUT pacipeieieHne 00s13aHHOCTEN 0 00ECIIeUeHUI0 HaIe)KHOCTH MEXTy CyObeKTaMH PhIHKA.
IIpu mepexone K pPHIHKY OTHOIIEGHUS MEXAY HPOU3BOIUTEISIMH M MEXAY HPOU3BOIUTEISAMH H
MOTPEOUTENSAMU  BJICKTPOIHEPTUM  KOPEHHBIM 00pa3oM MEHSIOTCS. Mexay Npou3BOAUTEISIMU
AJIEKTPOIHEPTUN BO3HMKAET KOHKYPEHLUS MO COBITY 3JIEKTPOIHEPIUH, TMOSBIAIOTCS MPOTUBOPEUHS
MEX1y CyObEKTaMU pPbIHKA, MPUBOJSAIINE K YTSKEICHUIO PEKUMOB PabOThl 3JEKTPOIHEPTETHUECKUX
CHUCTEM M YCJIOXXHEHHUIO TIIpollecca YIpaBlieHHs HUMH. BO3HHMKAarOT mpoOJIeMbl, CBS3aHHBIE C
B3aumonomoiipto 99C B KpPUTHYECKUX cUTyauusx. OTHOIICHUS MEXAYy TMPOU3BOAUTEISAIMU U
NOTPEOUTENSAMH HIIEKTPOIHEPTUU CTPOSITCA Ha JIOTOBOPHOI OCHOBE M (DMHAHCOBBIX B3aMMOpacyeTax.
Bce »tu mponecchl B LI€JOM HETaTUBHO BIUSIOT HAa HAJEKHOCTb, MOATOMY pPEIICHUIO MpoOIieM,
CHIDKAIOIINX HAJEKHOCTh B COBPEMEHHBIX YCIOBHUSAX, OJDKHO YACIATHCS 0c000e BHUMAaHHE.
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B Poccun ¢ mepexooM 3EeKTPOIHEPreTUKH K PHIHOYHBIM OTHOILIEHUSIM COCTOSUIaCh CMEHa
¢dopM cOOCTBEHHOCTH, NOTPEOOBABIIAs CTPYKTYPHOH NEPECTPOWKH CHCTEMBI YIPABJICHUS OTPACIBIO.
['maBHas 3a1a4ya B 3TUX YCIOBUIX — HE JOMYCTUTh CHUKEHUS YPOBHS HAJ€KHOCTH, IOCTUTHYTOTO MPH
HEHTPaIN30BaHHOM YIIPABJICHUU, U aIalITUPOBATh €r0 K 3ampocaM Kakaoro morpedurens. s aToro
Hy’)KHa HOBas CHUCTeMa YNpaBICHUS HAJSKHOCTbIO, OCHOBAHHAas Ha COYETaHWU HOPMATUBHBIX
MOJIXO0JIOB M SKOHOMHUYECKUX MEXaHU3MOB.

NCXO/JHBIE ITOJIOXKEHUA

[IpennoxeHHast B HACTOSIIECH CTaTbe METOAMKA ONMTUMU3AIMH HAIEKHOCTHU JIEKTPOCHAOKEHUS
notrpedureneil ocHoBaHa Ha KOMOMHAllMM HOPMATUBHOTO M PBIHOYHOTO MOJXOJOB M CIEAYIOIIUX
UCXOIHBIX MOJOKCHHSIX.

Haoesxcnocms — CBOMCTBO 00BEKTA BBITIONHATH 3a/aHHbIE (DYHKIIMH B 33/IaHHOM OOBEMe TpHU
OTIpENIETICHHBIX YCIOBUAX (QyHKIMoHUpoBaHus [1]. B kauectBe o00OBeKTa paccMaTpuBaeTCs
00BbETMHEHNE DJICKTPOIHEPIeTUYECKUX CHUCTEM, 33JaHHBIX (YHKIHMA — cHaOXeHWe NoTpeduTeneh
ANEKTPOIHEPIHel B HEOOXOIMMBIX KOJIMYECTBAX € TPeOyEeMOM Ha/leHOCTHIO.

Cucmemnas Haoex*CHOCmMb — CBONCTBO SJEKTPOIHEPTETHUECKOW CHUCTEMBI COXpaHATh BO
BPEMEHHU B YCTAHOBJICHHBIX Ipe/eiax 3HAYeHHUs BCEX MapaMeTpPOB, XapaKTEPH3YIOIIUX CIIOCOOHOCTb
CUCTEMBI BBIIOIHSTD 3a/1aHHbIe (PYHKIINU.

Haoexcnocms snekmpocHabcenus nompebumeneii — 3TO CBOWCTBO 3JIEKTPOIHEPreTUYECKON
CHCTEMBI, B COCTaBe KOTOPOH paboTaeT cucreMa 3JIeKTpOCHAOKEHHs, 00ecIieunBaTh 0e3 OrpaHnYeHHUN
MOCTAaBKy 3asBJICHHOW MOTPEOUTENsIMU B COOTBETCTBHM C JIOTOBOPHBIMH 00s3aTe€IbCTBAMU
SJIEKTPUYECKON  SHEpPruM  (MOIIHOCTH) TIPU  COOJIOJICHUM  YCTAHOBJEHHBIX TEXHUYECKUMHU
pernmaMeHTaMH KaueCTBEHHBIX M KOJMYECTBEHHBIX MOKa3aTelel HaAeKHOCTH (DYHKIMOHHUPOBAHUS
99C u nokasarenei KauecTBa 3JIEKTPUUECKOH 3Hepruu [2].

HanexxHocTh  anekTpocHaOXeHHs TOTpeOuTeneil  ompeaensieTcss ypOBHEM  CHUCTEMHOMU
HaJIE)KHOCTH M CKJAIbIBACTCS W3 HAACKHOCTH DIIEKTPOCHAOKEHHS THTAIOMIHUX  Y3JIOB,
obecreunBaeMOl CUCTEMHBIMU CPEICTBAMHU (CTPYKTYpOH CHUCTEMBI, pe3epBaMH MOIIHOCTH, 3aracaMu
SHEPropecypcoB U IMPOIYCKHBIX CIOCOOHOCTEH CBA3€Hl, CpeAcTBaMU YNpaBiIeHUs U T.A.), U
HAJEKHOCTH CHUCTEM OJIIEKTpPOCHAOXKeHMs. B yCIOBHSIX pBhIHKA HAJEKHOCTh AJIEKTPOCHAOKEHUS
SIBJIIETCS TOBAPOM, UMEIOILIMM CBOIO LIEHY M PEaIM3yeMbIM Y€pe3 PhIHOYHBIE YCIYTH, O0ECIIeunBaeTCs
BCeMU CyOBEKTaMHU pbIHKAa B 30HAX OTBETCTBEHHOCTH 3a HAJEKHOCTh MPU UX TEXHOJIOTHUYECKOM U
skoHOMUYeckoM B3aumoaeiictBuu [3]. Cucremusiii omeparop (CO) wurpaer TJaBHYIO poOJib B
yOpaBlIEeHUH U KOOPAMHAIIMM BOMPOCOB HAJEKHOCTH B PBIHOYHON cpene. 3anadeil CHUCTEMHOTO
orepaTopa sBIseTCs 0O0ECHeYeHHEe CHCTEMHOM HaJeXHOCTH, T.€. CO3JaHuEe TaKUX YCIOBUHI
¢dbyHkimonupoBanust u ynpapieHuss 39C, MPU KOTOPHIX MyTeM TEXHOJOTHYECKOTO B3aHMMOJCHCTBUS
TEHEPUPYIOLUX  YCTaHOBOK, JNEKTPUYECKUX CeTEed M  DJIEKTPOYCTaHOBOK MOTpeOuTenei
OCYIIECTBIISIETCS IPOU3BOJICTBO, NIEpeava, pacipeeiieHne U NoTpedaeHe AIeKTPUIECKON SHEPTUU B
COOTBETCTBUM C JIOTOBOPHBIMH YCIIOBHSIMU MEXAY CYObEKTaMM YINPaBICHHUS U YYaCTHUKAMU PBIHKA.
CucreMHBI OmepaTop HECET OTBETCTBEHHOCTHh 32 HAJIEKHOCThH DJIEKTPOCHAOXKEHHUS Y3J710B OCHOBHOI
AIIEKTPUYECKON CETH, OT KOTOPBIX OCYIIECTBISICTCS CHAOXKEHUE DIIEKTPUICCKON SHEPTrUeH MUTAIOIINX
y310B. OTBETCTBEHHOCTh 32 HAJEKHOCTh CHCTEM DJEKTPOCHAOKEHHUS U DJIEKTPOCHAOKEHUs
norpeduTeneii B IEJIOM HECyT 3JeKTpocHaOkarommue kommnanuu (DK), koTopple oOecnednBarOT
MOCTABKY 3JIEKTPUYECKON SHEPTUU (MOIIHOCTH) MOTPEOUTENSAM B 3aBICHHOM 00bEME B COOTBETCTBUU
¢ rpauKoM MOTpeOICHUS M JOTOBOPAMH 3JIEKTPOCHAOKEHHS NIPU BBITOJHEHUH TIOTPEOUTEISIMUA BCEX
TEXHUUYECKUX M (MHAHCOBBIX 0053aTenbCcTB. Takoe pa3elieHne OTBETCTBEHHOCTH J1ae€T BO3MOXKHOCTh
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pemmaTh 3a7ady oOecredeHus] HaJIe)KHOCTH AJIEKTPOCHAOKEHMs TTOTpeOUTeNeH Mo3TarHo, CHayaia Ha
CUCTCMHOM YPOBHC JId MNUTAOMIUX Y3JIOB, 34aTCM HaA YPOBHC MNMUTAOMIUX Y3JIO0B IS OTACIBbHBIX
noTpeouTenen.

INOCTAHOBKA U MATEMATHYECKAS MOJIEJIb 3AJIAYA

[Tpeyaraercss moaxoj K PELICHHUIO 3a7aud OOECHEeUeHHs] HaJAEXKHOCTH 3IIEKTPOCHAOKEHHUs
notpeOuTeneii NpUMEHUTENPHO K OOBEIUHEHHOW ayeKTposHepreruueckoin cucreme (ODC) co
CJIa0bIMU  WIEKTPUUECKUMH CBS3IMU IPU TOJOBOM IUIAHUPOBaHMM pexuMoB OOC B yCIOBHSX
pegopMHUpOBaHUS OTpACTH U Mepexoia K peIHKY. B Buay 60ib110H pa3MepHOCTH U CIIOKHOCTH 3a7auu
OO2C mnpexncraBisieTcss pacdyeTHOM cxeMou. Kakaplii y3en pacyeTHOM CXeMbl BKIIIOYAET MecTa
IIPUCOEANHEHNS K JJIEKTpUYecKOol ceTu reHepupyrommx komnanui (I'K) m nmuraromux ysnos, k
KOTOPBIM ~HOJKIIOYEHbl mnoTpedutenu. Ilpenmonaraercs, dYTO TEHEpPUPYIOLIME KOMIIAHUM MU
NOTPEOUTENH 3JIEKTPOIHEPTHH 3a0JarOBPEMEHHO 3aKIIOYalOT JOrOBOpa Ha MOJKIIOYEHHE CBOETO
000pyIOBaHUS K CETH Ul Mepeadu U MOJIyYeHHs IEKTPOIHEPTUU. 3asiBKU Ha MOJKIIOUEHHE K CETH
noctrynatoT Kk CO. CuctemMHbIli ONEpaTOp COBMECTHO C CETEBBIMM KOMITAHHUSMHU YTBEPKIAET TOUKHU
IIOCTaBKU 3JIEKTPOIHEPrMM OT TEHEPUPYIOUIMX KOMIAHMH K MHTAIOIMM y3JaM, OT KOTOPBIX
OCYILIECTBIISICTCS AJIEKTpocHa0xeHue norpedureneil. Ha ocHOBe mMporuo3a Harpy30k Ha MpeCTOSAIINNA
rofi ¥ NOJYYEHHOM OT TEHEpPUPYIOLIMX M CETEBBIX KOMIIAHUN HHPOpPMALMU O PacHojaracMbIX
MOIITHOCTSIX 3JEKTPOCTAHIIMN, CTPYKTYPaxX T€HEPUPYIOLIMX MOIHOCTEH, CXeMax AIIEKTPUUECKUX CeTel
U MPOITYCKHBIX COCOOHOCTAX CBA3EH MEX/Y y3JIaMU PACUE€THON CXEMBbI PEIIaeTCs cielyromas 3ajaqa.
Ilycmb  2nepeoobveOunenue npeocmagieHo pacdemHol cXemou, No Y31am KOMOpPOU pAa3HeceHbl
2eHepupylowue KOMNAHUY U numaiowjue y3ivl, NOOKII0YeHHble K cemu pulHka. Pacuemnvim nepuooom
8peMeHU A81emcs 200, pPa30eleH bl Ha OUCKDemHble UHMEePBabl BDeMEeHU PABHOU OlumelbHOCmu. B
KAACOOM y3/1e pACUemHOll CXemMbl U3GECIHbL:

® cocmas pabomaiowezo 2eHepupyoueco 060pyO08aHUs U 20 USMEHEHUS 80 6PEMEHU, CEA3AHHbIE
C 66000M HOBLIX MOWHOCMEN U 68bI600OM OelCmeEyowe20 000pYO008aHUA U3 IKCNIYAMAayuu Ha
PEKOHCMPYKYUIO (MOOEPHUZAYUIO) UTU NO OPYUM NPUYUHAM,

® Xapaxmepucmuxu 060py008anus (eOUHUYHAS MOWHOCMb, ABAPULHOCHb);

® CYMMAapHAas pacnoiazaemasi MOWHOCMb 2eHepayuu y3ia U 6XO0AWUX 6 He20 2eHepUpYIouux
KOMNAHULL HA KAXCOOM UHMeP8aie 8PEeMEHU;

® cymMMmapHas Hazpyska nompebdbumeneli 8 NUMAIOWUX Y31AX HA KAXCOOM UHMEPBALe PEMEHU;

® 2000601 00beM NIAHOBLIX PEMOHIMO8 2eHePUPYIoUe20 000pyO008aHusL.

s kascooti céasu mexHcoy y3namu paciemuoll cxemvl 3a0anbl NPONYCKHble CHOCOOHOCMIU.

B smux ucxoonvix ycinosuax neodxooumo odecneuums MaKcuMaibHO 603MONCHBLIL YPOGEHD
Haoe)ycHOCMU  INIeKMPOCHAD)CceHua  nompedumeneil,  NOOKIIOYEHHLIX K  cemu,  no
IHEP2000BLEOUHEHUIO 6 Ue/IOM C YUemOoM: HOPMAMUGHBIX MPedOGaAHUIl K YPOGHIO HAOEHCHOCHU
INEKMPOCHAOHCEHUA  NUMAIOWUX Y3106, OM  KOMOPHIX  OCYULeCmeniemcsa CHabyceHue
nompebumeneii IneKmpolnepuell; 0OanaHca - MOWHOCMU 6 Y31aX PACYEMHOU CXemMbl U
OZPDAHUYEHUTl HA €20 COCMmAagAwUe; NPONYCKHLIX CROCOOHOCHMENl céA3ell Mecly Y3a1amu
PAacuemHuoll cxemul.

ITpu romoBoM muIaHupoBaHUM pexUMOB DIC, KOrja HM3BECTHBI pacrojaraéMble MOIIHOCTU
ANEKTPOCTAHLIMNA U HATPY3KU MOTpeOUTENeH U, TEM caMbIM, ONPE/EIICHA BEIUYMHA MOJIHOIO pe3epBa
MOIIHOCTH, TJaBHBIM CpEACTBOM OOECHeueHHsl HAAEKHOCTH SBISETCA pPALMOHAIbHOE €ro
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HCIIONb30BaHue. M3BECTHO, YTO YacTh pe3epBa NpeJIHA3HAYEHA Ui KOMIIEHCAIMU IIOTEPH MOIIHOCTH,
BBI3BAaHHOM OTKa3aMu OOOpYZOBaHUS 3JEKTPOCTAHIMUA, M Ui TOKPBITUS CIy4YyailHOTO H
HEMPEABUJCHHOTO pOCTa HArpy3Kd — ORepamueHulii pezepe moujHocmu. Jlpyras 4acTb pes3epBa
MpelHa3HaueHa Ui KOMIICHCAIIUYA CHIYKEHUSI MOIIHOCTH, 00YCIIOBIIEHHOTO BBIBOJIOM 000pYAOBaHUS B
IJJAHOBBIM PEMOHT, — PEMOHMHbBIU pe3epe mowjHocmu. IlyTeM ONTUMAIBHOIO IO KPHUTEPHUIO
HAJEKHOCTH JIEJICHHs TOJHOTO pPe3epBa MOLIHOCTH MEXAY OTHUMH 4YacTAMH MOKHO pEIIUTh
c(OpMYIMPOBAHHYIO BBIIIIE 33a4y.

YpoBeHb  HAAEKHOCTH  NpeJjiaraeTcss  OLEHUBaTh  IOKa3aTeleM  00ecleuyeHHOCTH
AJIEKTPO’HEPIUel MOTpeOuTeNel, HHTErpaibHO YUWTHIBAIOUIMM YacTOTYy, IMPOJOKUTENBHOCTh H
ryOMHy OTKa30B B cucteme. lcnonp3oBaHuWe 93TOro MOKaszaTels ONpaBAaHO  OOJbIION
3a01aroBpeMEeHHOCThIO (TOA) W MacmTadaMu pacdeTHOro OOBeKTa (SHEProoObEeIWHEHUE), TAC B
KauecTBe MOTpeOuTeNel BBICTYMAIOT KPYIHbIE HArpy304YHBIE Y3JIbl, HaJIEKHOCTb IJIEKTPOCHAOKEHUS
KOTOPBIX LEJIeCO00pa3HO OIICHMBATh KOMILJICKCHBIM IOKa3aresneM. BpIOpaHHBIH THOKa3aTtenb HMEeT
IpOCTON (PU3MUYECKUN CMBICT U SIBISETCS TOCTATOYHO YYBCTBUTEJBHBIM K Pa3IMYHBIM BO3MYIIECHUSM,
OPUBOSIIMM K CHIDKEHHIO HAJIEKHOCTH (aBapuUHOE CHI)KEHHE MOIIHOCTH, CIIy4YalHBIM poCT
Harpy3Kkd, BbIBOJ OOOpPYAOBaHUS B PEMOHT U T.H.), © K MEPONPUATHSAM, MOBBIIIAIONUM HaJIEKHOCTh
(BBOZ HOBOT'O 00OPYIOBAaHUS, YCHIICHHE MPOIMYCKHBIX CIIOCOOHOCTEN CBsi3el, pe3epBUpPOBAaHHUE U JIp.).
OH OTHOCHTCS K YMCITy HOPMUPYEMBIX KOMILJIEKCHBIX MIOKa3aTeNel HaJeKHOCTH.

CdhopmynupoBaHHas BbILIE 3a/1a4a CBOJUTCA K PELICHUIO CIEAYIOMEH ONTUMU3AIMOHHON
3a/1a4u.

Haiimu maxcumym @ynkyuu Hadexcnocmu

! T W .— max 1
—_ . . a

C yuemom 0ZpaHuydenull Ha ee napamempul,

rae: M — KOJMYeCTBO y3JIOB B PaCYETHOM CXEME;
G — 4HCIIO JUCKPETHBIX UHTEPBAIOB BPEMEHU;

W ., W — nporHo3upyemble 00beMbl AIEKTPONIOTPEOICHHS [I-TO y3JIa PACUETHOH CXeMbI B j-

1)
Il HHTEpBaJl BpEMEHH U O0BbEMHEHUS B 11€JIOM 32 TOJI;
Ty; — MHOKasarenb 00ECTIEYeHHOCTH AJIEKTPOIHEpPIruel mnoTpedureneid | —ro ysiaa B -
Wi ™ AW
MHTEPBAJ BPEMEHH, ONIPEACSIEMBIN U3 BEIDOKEHHUA: T . = ;
K W b

AWMj — MareMaTH4eCcKOoe 0)KHMJIaHUE HEJOOTIYCKa 3JIEKTPOIHEPTUU MOTPEOUTENIM LI-TO y371a

B ] -1 HHTEpBaJI BPEMEHHU.

MareMaTHueckoe OXHIAHHE HENOOTIyCKa JJIEKTPOIHEPIHU ONpEAEseTcs, HUCXOId U3
BEPOSATHOCTEN Ae(PULIUTOB MOLTHOCTH, TIO hopMyIIe:

¥ e
AW= S P

= (y—1)g (v —1)eT, (2)
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rae: T - 1muTenbHOCTh paCYETHOTO MEPUOa BPEMEHU;

€ - pacyeTHasi CTYNEHb MOILIHOCTH;

I' - YUCJIO PE3EPBHBIX arperaToB MOIIHOCTBIO € ;

Y - 9ucio arperatoB MOIIHOCTBIO € , HEOOXOAMMBIX Ha MOKPHITHE MaKCUMAIBHOTO AeduimTa
MOIITHOCTH;

g .
Pyj¢ - BEpPOATHOCTH JepUIUTa MOIIIHOCTH BEJIMYMHON €.

[Ipennonaraercs, 4TO MpU OTCYTCTBUM pe3epBa ASPULUT MOIIHOCTU MOXET ObITh BbI3BAaH Kak
aBapUHBIM BBIXOZOM M3 CTPOS O0OOPYAOBaHHS AJIEKTPOCTAHIWHN, TaK M BHE3AITHBIM TOBBIIICHHEM
Harpy3ku IpUd BO3ACUCTBUM CllydallHbIX (akTOpoB. Bce BO3MOXKHBIE 3HAU€HHs BEPOSTHOCTEH

neduUTa  MOIIHOCTU P(%V—r)s ONpEACNAIOTCA IyTEM MEPEeMHOXKEHHUS PsI0B  paclpeleieHUs

BEPOSITHOCTEN aBapUIHOIO CHM)KEHUS MOIIHOCTH U OTKJIOHEHHUS Harpy3kd OT IPOTHO3HOTO €€
3Ha4yeHus. BenuuumHa NpPOrHO3UpyeMoro oObeMa 3JIEKTPOIHEPIMM C YYeTOM OLIMOKHM MpOrHO3a
Harpy3Kku paBHa

_ & 5h 0
W= % PpemeT+N"eT, (3)
m=-v

rre:  N? - wumcno arperaToB MOLIHOCTBIO €&, HEOOXOIUMBIX JUIsl IOKPBITUS Harpy3Ku 6e3 pe3epna;

P]E]g - BEPOATHOCTb OTKJIOHCHHA HAI'PY3KHU OT MPOTrHO3HOI'0 €€ 3HAUCHU HA BCIIMUMHY ME .

YpoBeHb HAJIEKHOCTH 3aBHCHT OT MHOXKECTBA MapameTpoB M (aKTOPOB, B TOM HHCIE OT
cocTaBa paboTarIIero OOOpPYIOBaHMS W €ro aBAPUHWHOCTH, BEIUYMHBI HATPy3KHM W OIIHOKH €e
IMPOrHo3a, OCpaTuBHOIO pE€3€pBa MOMIHOCTU U B3AaMMOIIOMOIIU Y3JIOB. Ecmu NpEACTAaBUTD MMOKA3AaTCIIb
HAJICKHOCTH T, DYHKIHEH OT HArpy3KH, ONEPaTHBHOTO Pe3epBa MOIIHOCTH H [EPETOKOB MOIIHOCTH

10 CBA34AM, UBMCHAIOIINUXCS BO BPEMCHU,

=F(N RO .,PL.), 4
Tuaj = (N ROy Plyp) ()

rae: NMj — Harpy3ka [L-TO y3JIa B ] -i MHT€pBaJl BDEMECHHU;

RO i~ OIEpaTUBHBIN Pe3epB MOIIHOCTU B [L-M y3J€ B ]-il HHTEpBal BPEMEHU;

PLlj — MEePETOK MOIIHOCTH 110 | -¥ CBsI3M B j-i MHTEpPBaJI BpEMEHH,

TO MpU OOJBIION PAa3MEPHOCTH 33Jaud C YYETOM TPYIOEMKOCTH PacueToOB MOXKHO HCIIONb30BaTh B
npoliecce ONTUMM3ALNY alMPOKCUMAIINIO 3TON (DYHKIIMU TOJTMHOMOM

a

T .= A N . +YPL.| ROP . o =0s; B=0s; a+B<s; leL . (5
nj =2 2 Auap | Ny F 2Py H P P wo )

a B 1
rIe: S — CTE€NEHb MOJIMHOMA,
AM — K03 (HULIMEHTHI TOIMHOMA,

of
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LM_ MHOKECTBO CBSI3€U B paCUETHOU CXeMe, TPUMBIKAIOIINUX K L -MY Y3IIy.

Pe3ynbpTaThl MpPOBENEHHBIX MCCIACAOBAHMM M0 OLIEHKE BHOCHMOM MOIPEIIHOCTH IpHU
anmpokcuManuu  QyHKMA (4) moauHOMOM (5) pasHOW CTENMEeHW TOKa3ald JIOMYCTHMOCTH
WCIOJIb30BAaHUS JJIs1 3TOro KBajpatHoro noiuHoma [4]. [loxbop kosdduimenTon AMOCB MOJINHOMA

OCYUIECTBJIIETCS. METOJOM HAUMEHBIIMX KBaJpaTOB IO MHOXKECTBY 3HAUEHMH T TPU Pa3HBIX
3HAQUYEHMSIX HArpy3KU B y3JIaX C YYETOM MX B3aUMOTIOMOIIM U ONEPATUBHOIO PE3€pPBa MOITHOCTH.
Pemenne 3amaum mo kputeputo (1) oOecmednBaeT MaKCHUMadbHYH HAJEKHOCTh TMpU
MHUHUMAJIBHOM TOJIOBOM yIepOe oT JeduinuTa MOIIHOCTH, €CIIH YIepO MPOMOPIHOHAICH BEIHINHE
HEJOOTIyCKa  DIEKTpodHepruu. Jlng yueta HOPMATUBHBIX TpeOOBaHMNW K  HAJIEKHOCTH
ANEKTPOCHAOKEHUS MUTAIOIINX Y3JI0B BBOJIUTCS OTPAaHUYEHUE HA MTOKa3aTelh HaIe)KHOCTH TT

n <. <m , (6)
BT TN T

rac: nHJ s i , TCM — PpaCUYCTHOC 3HAYCHHUC MMOKA3aTCJIsI HAACKHOCTHU BHGKTpOCHaG)KeHI/I}I IIUTAOImMMUuX
3

y3JI0B |L—TO y3JIa PacueTHOW CXeMbl B ] — M HMHTEpBAJIC BPEMEHH, €r0 HOPMATHUBHAs BEJIMYMHA U

MaKCUMaJIbHO BO3MOKHasl, COOTBETCTBEHHO.

HopMaTuBHBI ypoBEeHb Ha/I€KHOCTU AJIEKTPOCHAOKEHHSI MUTAIOLIUX y3J10B 00eCreyrBaeTcs ¢
MOMOIIBI0 CHCTEMHBIX CPEJCTB, B OJMHAKOBOHN CTENEHU MpEJHA3HAUYCHHBIX JJIs BCEX MOTpedHTencit
(mpuHIMI paBeHCTBA W HEJUCKPUMHHALMK). B AEPUIMTHBIX y371ax MOTYT BO3HUKHYTH TPYIHOCTHU C
obOecriedyeHHEeM HOPMATHBHOTO YPOBHS HAJIEKHOCTH. B Takux cioydasx HaJEKHOCTh CTaHOBUTCS
po0JIeMOI CUCTEMHOT0 OIepaTopa U MPEAMETOM €r0 PhIHOYHBIX OTHOLIEHUH ¢ CyOBEKTaMHU pPhIHKA.
UTo0Bl pemmTh 3Ty MPOOIeMy, CUCTEMHBIH OMEPAaTOp MOXKET BOCIOIB30BATHCS JOMOJHUTEIHHBIMU
CUCTEMHBIMHU yCIIyTaMH{, OpPraHU30BaTh 3aKyIKy HEJAOCTAIOUIeH 3JIeKTPHUEeCKON SHEPTrUuu (MOLIHOCTH)
y TEHEPHUPYIOMINX KOMIIaHW U30BITOYHBIX Y3JIOB U MIepeiady ee B Ae(QHUIMTHBIC, UCTIONB3Ys PE3EPBHbBIC
BO3MOXXHOCTH ceTell. [Ipu HeoOX0AMMOCTH MOTYT UCHOJIb30BaThCS CPEICTBA M3 CUCTEMHOro (oHIa
HAJC)KHOCTH WJIH CTPAXOBBIX (POHJIOB.

Takum o0Opa3zom, Ha 3TOM dSTame HapsAgy C HOPMAaTUBHBIM IMOJXOJOM HauyMHAeT JEeHCTBOBAThH
PBIHOYHBI MEXaHW3M B3aUMOJICHCTBUS CYOBEKTOB pBIHKA IO OOECIEUEHUIO HAJACKHOCTU
3JIEKTPOCHAOKEHUSI TOTPEOUTEIICH.

[Tytem BBeneHus B Mojens orpanndenuii (7) — (11) obecneunBaercs 6alaHC MOITHOCTH B y3/1ax
PacUeTHOI CXEMBbI U YUYUTHIBAIOTCSI OTPAHUYEHUS HA €T0 COCTABJISIOIINE.

P.-N .+ YPL,.—RO .—RP .-RK .=0, leL , (7)
£ B T A e HjoHj 1] u
rue: Puj_ pacmonaraeMasi MOIIHOCTh TeHepaluu |l -T0 y3Ja Bj-il HWHTEpBAI BpEMEHH
Ky

P.=>P ., P .
i kél HKJ™ Rk

— pacnojiaracMas MOIIHOCTb I'CHCPALMK, KOTOPYIO 3adABJIACT Ha PBIHOK
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k —s reHepupylommas KOMIaHus [ -TO y37a B j-i MHTEpBal BPEMEHH, K, — xomruectso I'K B p-m

y3JI€ PACUETHOM CXEMBI);
U

NMj — cyMMapHas Harpyska |l -TO y3/a B - MHTEpBaJ BPEMEHHU (NMj = ZN
n=l|

2

unj
Nunj_ Harpy3ka n-ro IMUTAIOLIETO y3/a |l -TO y3J1a pacueTHOW CXeMbl B j-U MHTEpBal BPEMEHH,

UM - KOJIMYECTBO MUTAIOIIUX Y3JIOB);

PL,. — mepeTok MOmHOCTH 1O |-i CBSI3M, MPUMBIKAIOMIEH K |L-My Y31y, B j-i HHTEpBal

1j
BPEMEHU;
LM — MHOXECTBO CBS3€H, MPUMBIKAIOLIUX K L -MY Y3IIy ;

ROHJ.,RPHJ.,RKHJ. — OIIEpaTUBHBINA, PEMOHTHBIH M KOMMEPUYECKHUH pe3epBbl MOIIHOCTH,

COOTBETCTBEHHO, B [L-M y3JI€ B j-i MHTEpBaJ BPEMEHU, OTPAHUYCHUS Ha BEIMYHHY KOTOPBIX 3aJAF0TCS
HepaBeHcTBamu (8 ), (9), (10).

RiOMSRO“jSROM , (8)

M’RO T OIlepaTHBHBIA PEe3ePB MONIHOCTH B |l -M y3JIe B j-i UHTEPBaJ BPEMCHH U
€ro NpeesbHO JOMyCTUMbIE 3Ha4eHHUs, 00YCIOBICHHbIE HOPMAaTUBHBIMU TPEOOBAaHUSAMM K BEIUYHHE
ONEPATUBHOIO pe3epBa MOWHOCTH. [IpM HE3HAUMTENBHBIX pPa3NUYMAX MEKIy IPAaBOM U JIEBOU
IpaHUIIaMU HepaBeHCTBa ( § ) pacueTHas BeJIMYMHA ONEPATUBHOIO Pe3epBa MOLIHOCTHU BbIPABHUBACTCS
BO BPEMEHH, UTO BJIEUET 3a COOOI BHIPABHUBAHHME PACUETHOI'O YPOBHS HAJ€KHOCTH B TEUEHHE I0J1a.

rae: RO ., RO
Hj

G
RP AT.=V , 9
jzl wjiojoou %)

rIe: RPMj_ PEMOHTHBIM  pe3epB MOIIHOCTH, HEOOXOAMMBIM [Jis 3aMEHIeHHS MOIIHOCTU

000pyZOBaHUs [L- TO y37a, KOTOPOE MOXET ObITh BHIBEJCHO B IUIAHOBBIM PEMOHT B j-H MHTEpBaj
BpeMeHu 0e3 ymep0Oa /Uit Hale)KHOCTH;
ATJ. — JUTUTENBHOCTh | -T'O IUCKPETHOTO MHTEPBAJIa BPEMEHHU;

V“— roZoBoil 00bEM IUIAHOBBIX PEMOHTOB T'E€HEPUPYIOIIEro OOOpYAOBaHHS [L- IO Yy3I1a,

MOJIYYEHHBI MO 3asBKaM Ha PEMOHThl TEHEPUPYIOUIMX KOMIIAHUW C YYE€TOM HOPMAaTUBHBIX
JUTUTEIbHOCTEN PEMOHTOB.

RK .>0 10
K (10)
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Kommepueckuii pe3epB MOIIHOCTH RK“J. BBEJICH B 0allaHCOBOE ypaBHEHHE Ul Y3JIOB C

M30BITOYHONH MOIIHOCTBIO, KOTOPYIO T€HEPUPYIOLIME KOMIAHUM HMEIOT IPaBO HCIIOJIb30BATh IO
CBOEMY YCMOTPEHHUIO.

CrnenyroluM HEPaBEeHCTBOM 3a/1al0TCSl OTPAaHUYEHHS] HA BEJIMYMHY MEpelaBaeMOil MOILIHOCTHU IO
ANEKTPUUECKUM CBSI3IM MEXKY Y3JIaMH.

PL| SPL <PLy, 1=1,L, (11)
j

rac: L — xonmuecTBO CBsI3eH MCKAY y3JIaMU pacquHoﬁ CXEMBI,

PLIJ.,QI,PLl —TepeTOK MOIIHOCTH 110 | -i CBSI3U B j-if MHTEpBaJl BpEMEHHU U €€ MPOIYCKHbIE

CIIOCOOHOCTH, COOTBETCTBEHHO. CeTeBasi KOMIIaHHSA, B YbEM BEJIECHUU WM YIPABICHUU HAXOIUTCS
ceTeBoe 00OpYZOBaHUE CBSI3HM, JOJHKHA OOECHeuMBaTh COTJIACOBAHHBIE C CHCTEMHBIM OIEPaTOPOM
MPOITYCKHBIE CIIOCOOHOCTH BCEX €€ JJIEMEHTOB M CEUYEeHUH B HOPMAJbHBIX peXUMax U B MEPHO]
MIPOBE/ICHUS] PEMOHTHBIX paloT.

3aoaua (1)— (11) 3axnouaemcs 6 6blOOpe ONMUMANLHLIX 3HAYEHUU ONEePAMUBHO20 pe3epsd
MOWHOCMU 8 Y3]1aX PACUEeMHOU CXeMbl, C Y4emoM UX 63auMoO0elicmeus, Had KadcOOM OUCKPEMHOM
unmepeane 8pemeHu, 06ecnevu8arouux MAKCUMAIbHO 803MONCHYIO HAOEHCHOCTb DJIeKMPOCHADMCEeHUs
nompeoumenei no 2HepPe00OHLEOUHEHUIO 8 UENOM U HAOEHCHOCMb INIeKMPOCHAONCEHUs NUMAIOUUX
V37108 He HUMCe HOPMAMUBHO20 YPOBHS, HA308eM ee 2apaHmuposanHou. Ilonyuennviil 6 pesynvmame
ONMUMU3AYUU HA KAHCOOM UHMeEpBale BPEeMeHU DEMOHMHbIN pe3eps MOWHOCmU obecneuusaem 6
meueHue 200a npogedeHue 3aa6/1eHHbIX NIAHOBbIX PEMOHMOE 2eHepUPyoueco 000py008aHUs 8 NOJHOM
obveme 6e3 ywepba ona HadexcHocmu. Bvinonnenue oepanuienutl no 6aiancy MOWHOCMuU, GeluduHe
ONEPAMUBHO20 U PEMOHMHO20 Pe3ep8o8 MOWHOCMU 6 Y31aX U NPONYCKHbIM CHOCOOHOCMAM C8s3¢ell
n0360J15€em y4yecmv 8 npoyecce ONMUMU3AYUU UHMEPECbl CUCTEMHO20 Onepamopa u nompeoumeretl,
B03MONCHOCIU 2EHEPUPYIOWUX U CEMEBLIX KOMNAHUIL.

B pesynbrate pemeHus 3TOW 3aJaud NPU 33JaHHBIX 3HAYEHUSAX PMJ’ Nuj’ﬁl ,ﬁl,

RO W RO i V}/l , T 0 T u OTIPENIETISIOTCST  ONTUMAJbHBIE TI0O HAACKHOCTH  BEJTUYHMHBI

RO .,RR . ,PL,.u 3HaueHHs TMOKa3zaTeslsl TapaHTUPOBAHHON HANEKHOCTH T .B MUTAIONIUX
Hj VRN M
y3J1ax Mo MHTepBajaM BpeMmeHu. [l morpeOuteneil, MOAKIIOUEHHBIX K MUTAIOIIUM Yy3J1aM, YPOBEHb
rapaHTUPOBAaHHOW  HAJEKHOCTH OyJeT CpeJHEB3BEIICHHBIM. lIpM 3TOM CHCTEMHBIH oOmeparop
nojyyaer MH(MOpMALMIO O TOM: KaKOH MAaKCUMaJlbHO BO3MOXKHBIM YpPOBEHb HAJEXKHOCTH
AJIEKTPOCHAOKEHHsI TOTPEOUTENel 1Mo HSHEpProoOBEAWHEHHIO B IEJIOM M KakoOW ypOBEHb
rapaHTUPOBAHHON HAJIe)KHOCTH B MHUTAIOLIMX Yy3JlaX B 3aJJaHHBIX YCJIOBUSAX MOKET ObITh 0OECIeyeH B
IPEJCTOSAIIEM TOAY; KaKH€ y3JIbl PACUETHOW CXEMBI SIBISIFOTCSI U30BITOYHBIMU IO MOIIHOCTH, KaKue
Ne(QUIUTHBIMU; KaKyl0 MOILIHOCTb, KOTJIa M U3 KAaKMX Y3JIOB HEOOXOAMMO mepenarb B JAe(UIUTHbIE
y37bl s OOEcleueHUs] B HUX HAJAEKHOCTU DJIEKTPOCHAOKEHHS NHUTAIOIIMX Y3J0B HE HUXKE
HOPMATHUBHOTO YPOBHS. DTa MH(OPMAIMs MOXKET UCHOIb30BATHCS JJIsl 3aKJIIOYEHUS] JOTOBOPOB MEXTY
CyOBbEeKTaMu pBIHKA (CHCTEMHBIM ONEpaTOpOM, TEHEPUPYIOIIMMH, CETEBBIMH, 3JIEKTPOCHAOKAIOIINMHU
KOMIIAHUSAMU M TOTPEOUTENIIMU) Ha KYIUTIO-IIPOJAXyY SJEKTPO3HEPruu (MOILIHOCTH) M CHCTEMHBIX

YCIIYT.
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B wurtore B sHeprooObeAMHEHMH OOECIEYMBACTCSI MaKCHMaJbHO BO3MOXKHAs HAaJIeKHOCTh
AJIEKTPOCHAOXKEHUsI TOTpeduTeNneld, a B KaXIOM Yy3JI€ pacueTHOM CXEeMbl — TapaHTHPOBaHHAS
HAJEKHOCTb AJIEKTPOCHAOKEHUS MUTAIOIIMX Y3JI0B, YPOBEHb KOTOPOM HE HUXKE HOpMAaTUBHOro. Tem
caMblM C TIOMOIIBIO CHUCTEMHBIX CpEACTB pelIaercs 3agada 00ecledeHHsl HaJIe)KHOCTH
ANIEKTPOCHAOXKEHHsT TOTpEeOUTENe Ha CHCTEMHOM ypoBHeE. [lamee BO3HWKaeT 3amadya oOecrieueHHs
HAJEKHOCTH DJIIEKTPOCHAOKEHHMsI Ha ypOBHE TMHUTAIOUIUX Y3JIOB [UIsl KaKIOTO KOHKPETHOTO
noTpeOuTeNs, KOTOPYIO B YCJIOBHUSIX PBIHKA JOJDKHBI PelIaTh 3JeKTpocHaOkaromme kommnanuu. [Ipu
OIIEHKE HAJIeKHOCTH JIEKTPOCHAOKEHHS KOHKPETHOTO MOTPEOUTENs, MPUCOSAUHEHHOTO K MUTAIOIIEMY
y311y, HOCTEHUN pPacCMaTpPUBAETCsI KAK OCHOBHOM MCTOYHUK MUTAHUS.

[TonyunB or CO mnporHo3 Mo YpOBHIO TapaHTHMPOBAHHOW HAAEKHOCTU 3JIEKTPOCHAOKEHMS
NUTAIOMIMX  y3J0B HA MPEACTOSIIUMNA TOJ,, 3JIEKTPOCHaOXKalollue KOMIAHUHM, OLEHHUBAIOT,
YVAOBIETBOPSIET JU OH TPeOOBaHUSAM K HAJIEKHOCTH JIIEKTPOCHAOKEHHSI OOCITYKHBAaEMBIX HMHU
norpebuteneii. C ydeToM COBPEMEHHOTO COCTOSIHHMSI B OTPACiAM W TIOBBIMICHHBIX TpPeOOBaHWHA K
HAJEKHOCTH YPOBEHb T'apaHTUPOBAHHOW HAJEKHOCTH MOXET OKa3aThCs HEIOCTATOYHBIM MJIS BCEX
noTpeOuTeNeH, MOJKIIOYEHHBIX K MUTAIOIUM y31aM. B pe3ynbrate 0T HEOOTITyCKa 3JEKTPOIHEPTHH
U €ro MOCJIECTBUI 0000 KpyMHBIE TOTPEOUTETN MOTYT MMOHECTH KOJIOCCANbHBIE YOBITKU. B ycrnoBusax
pBIHKa NOTPEOUTENHN MOTYT BIUSATh HA YPOBEHb HAJIEKHOCTH JIEKTpOCHa0KeHUsl. OLIEHUB BO3MOXKHBIN
yiepd OT HeIOCTATOYHOM HAJEKHOCTH, OHU PEUIaloT, YTO BBITOJHEE — UMETh HEOOXOIUMBIN YPOBEHB
HAJIe)KHOCTU 3JIEKTPOCHAOKEHUS WJIM MONTHM Ha pPHUCK BO3MOXKHOro ymepba. C yderoMm LEeHbI
HAJEKHOCTH U CBOMX (PMHAHCOBBIX BO3MOXKHOCTEH MOTPEeOUTENH 3asBISIIOT HEOOXOAMMBINH YpOBEHB
HaJEKHOCTH.

B cBowo ouepenp, dneKTpocHaOXaloHe KOMIAHUM TPYNIUPYIOT MOTpeOuTeNnei 1o
3asBJICHHBIM YPOBHSIM HAJC)KHOCTH, TIOACITUB MOTpeOnTENeH, HaIpruMep, Ha TP OCHOBHBIE TPYIIIEL. B
MEPBYIO TPYIITY BKIIOYAIOTCS MOTPEOUTENH C 3asIBJICHHBIM YPOBHEM HAJIEKHOCTH HUYKE HOPMATUBHOTO
YPOBHS HaJIe)KHOCTH AJIEKTPOCHA0KEHHSI TUTAIOIINX y3JI0B, BO BTOPYIO — BbIIlIE€ HOPMAaTUBHOI'O, HO HE
NPEBBIIIAIONIETO YPOBEHb TapaHTUPOBAHHON HAJEKHOCTH, U B TPETbIO — BBIE YPOBHS
rapaHTUpPOBaHHOW HaJexxHOCTU. OOecrieueHHe 3asBICHHOIO YPOBHS HAaJEKHOCTH NOTpeOUTenei
Ka)KJ0U Tpyninbl TpeOyeT pa3HbIX CPEACTB U 3aTpaT, KOTOPBIE B YCIOBUAX PhIHKA
JOJKHBI KOMIEHCHPOBATh NOTPEOUTENH, HAPUMED, Yepe3 Haa0aBku K 6asoBomy Tapudy” [5,6]. Ipu
3TOM MOTPEOUTENH OIIAYUBAIOT TOJBKO JOMOJHUTEIbHBIE YCIYTH, CBSI3aHHBIEC C MOBBIICHUEM YPOBHS
HAJEKHOCTH MX 3JeKTpocHabxeHus. HemocpencTBeHHoe yyacThe notpeduTeneid B (GMHAHCUPOBAHUU
MEpPONPUATHA 1O OOECIEYCHUIO CHUCTEMHOW HAaJIeKHOCTH (BBOJ HOBOTO TEXHOJOTHYECKOTO
000pyIOBaHUS U MOJEPHHU3ALNS PabOTAIOIIETO, COOPYKEHHE (PEKOHCTPYKITHUS) DICKTPUUECKUX CETEH
U PEKOHCTPYKIUS CXEM D3JEKTpOCHAOXKeHHs W T.I.) He mnpeaycMmorpeHo. IIpoBeneHune 3Tux
MEPOIPHUATHI OCYLIECTBIISETCS LIEHTPAIN30BAHHO 32 CYET MHBECTUIIMOHHON cocTaBisomel 0a30BOro
tapuga, aOOHEHTCKOM IUIaThl 3a OJIIEKTPO’HEPTHIO, IUIAThl 32 MOJAKIIOYEHHE K CeTH M ee
HCIIOJIb30BaHUE.

Jns moTtpebuteneil mepBOM TpyNmbl C MOHWKEHHBIMH TpPeOOBaHMAMU K HAJACKHOCTH
3NEKTpOoCHaOXaroe KOMIaHUHN BEIOUPAIOT MEPOTIPUATHS, 00ecTeUrBalOIINe CHIKEHNUE HAaIe)KHOCTH
(U3MEHEHUE OYEPETHOCTH, NMEPUOJUYHOCTH M NPOAODKUTEIBHOCTU OTKIIOYEHUN WM OTpaHMYEHUN
norpebureneil B Yachbl MakCMMyMa HAarpy3ku, B IIOCJI€aBAPUNHBIA pPEXKUM M T.JA.), OLCHUBAIOT
HSKOHOMHIO 3aTpaT, MOJYYaroIlUXcs 3a CYET 3TUX MEPONpPUATHH, M JeNaloT CKUIKU C Tapuda Ha
anekTposnepruto. Ecnmum  morpebureneld  ycTpamBaeT  HOPMATHMBHBIM  YPOBEHb  HAJIEKHOCTH
aJIeKTpocHaOXKeHus, HanOaBKku K 0a3oBoMmy Tapudy He ycraHaBinuBaioTcs. HanOaBku k Ga3zoBomy
Tapudy yCTaHaBIMBAIOTCA JUIsi TeX TNOTpeOuTesneil, 3asBICHHbI YpPOBEHb  HaJEKHOCTH

* B maHHOM city4qae 0a30BbIi TapH() COOTBETCTBYET HOPMAaTHBHOMY YPOBHIO HaJIS)KHOCTH 3JIEKTPOCHAOKEHUS ITUTAOIINX
Y3JI0B.
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ANEKTPOCHAOKEHUSI KOTOPBIX BBIIIE HOPMAaTUBHOTO, T.€. JUIsl MOTpeOuTeNieil BTOPOM U TpeThei TPpyIIIL.
JUiss KakIOoM TpynImbl OLIEHUBAIOTCS 3aTpaThl (PKOHOMHs) Ha OOecleYeHHE 3asBICHHBIX YPOBHEH
HAJSKHOCTH W pa3pabaTbiBaeTCs IIKaja Haa0aBOK (CKUIOK) K 0OazoBomy Tapudy. Heobxommmo
3aMEeTUTh, YTO MJIsi MOTpeOuTeneil TpeTbel rpynmbl Haa0aBKU OyAyT BbIIE, 4YeM JJsl BTOPOH,
MOCKOJIbKY ISl 0OecrieueHus 3asBJICHHON MMHU HAJ€KHOCTH MOTYT MOTPeOOBaThCS AOMOIHUTENbHbBIE
3aTparhl, CBS3aHHbIC C MOBBIIMICHUEM HAJEKHOCTH 3JIEKTPOCHAOKEHHS MHUTAIOUINX Y3JI0B WIH C
BBOJIOM JIOTIOJIHUTENIbHBIX HCTOYHUKOB TUTAHMUS.

HanGaBku (ckunku) k tapudy BHOcATCS B goroBopa Mexay DK m morpebutensmu. [lnara 3a
HAJIC)KHOCTb OPTraHU3yeT JIeATENIbHOCTh 00enX CTOPOH. CO CTOPOHBI 3IEKTPOCHAOKAIOIIUX KOMITAaHUHN
MOBBIIIACTCSI OTBETCTBEHHOCTh 32 CBOCBPEMEHHYIO IOCTABKY 3JICKTPOHEPrHH B TpeOyeMoM oObneme
KKJIOMY KOHKPETHOMY IMOTPEOHUTENIO C y4eToM TpeOOBaHMM K HaJeKHOCTH 3JEKTPOCHAOXKEHUs. Y
notpeOuTeneil mosBIseTcs BO3MOXKHOCTh y4acTHs B mporecce Tapupoodpa3zoBaHus U yepe3 Tapudbl
3aIUTUTE ce0s OT COOEB B 3JIEKTPOCHAOKCHHH M BO3MOXKHBIX yIIepOoB. DyHKIMH KOHTPOJS 3a
MOCTYIJICHUEM IUIaThl 32 HaJEKHOCTb W HCIOJBb30BAaHUEM OSTHX CPEACTB, a TaKXKE paszpelieHHe
KOH(MIMKTHBIX CUTyallMd U CHOPOB MEXIY MOTPEOUTENSIMH U 3JIEKTPOCHAOKAIOIUMHU KOMIAHUSIMU
JOJKHBI B3ATh Ha cebst CO u enepanbHbie C1y)0bI 0 Tapudam.

Takum oOpa3zoM, IMyTeM HCIIOIB30BAHUS PA3JIMUHBIX CTIOCOOOB M CPEACTB AICKTPOCHAOKAIOIINE
KOMITAaHUU  JTOOMBAIOTCSI  oOecreueHus] 3asBICHHBIX NOTPEOUTENSIMH  ypOBHEW  HAaJEKHOCTU
3NeKTpocHaOXKeHUsT 3a ompeneieHHyo Iiary. [Ipu 3ToM moTpeOuTeNnu, KOTOPBIX YAOBIETBOPSET
HOPMATHUBHBIM ypOBEHb HAIECKHOCTH DJIEKTPOCHAOXKEHUS, MJIATAT 32 HJIEKTPOIHEPIUI0 Mo 0a30BOMY
tapudy. Eciu 3asBieHHbII ypOBEHb HA/IEKHOCTH HUKE HOPMATUBHOIO, MTOTPEOUTENN UMEIOT CKHUJKY,
BbIILIE HOPMATHBHOTO — Han0aBKy K Tapudy, BeIMYMHA KOTOPOH OIpenensercs 3aTpaTaMu Ha
MIOBBIIIIEHUE HAJECKHOCTH. B mporecce pacuera Han0aBoOK (CKHIOK) K Tapudy B PHIHOYHBIX YCIOBHUSIX
JOJKeH JEeHCTBOBATh MEXAaHM3M, IMO3BOJSIIONIMK Ha (oHE COOIMIOACHHUS COOCTBEHHBIX HHTEPECOB
AIIEKTPOCHAOKAIOMNX KOMITAHUH H TMOTPeOUTENeH SJIEKTPOIHEPTHH YUYUTHIBATH HHTEPECHl  H
TpeboBanust apyr apyra [7]. [lorpeburenu, mpeTeHAYIONME HA TMOBBIIICHUE HAAEKHOCTHU, JOJKHBI
peasbHO OIIGHWBAaTh HEOOXOIMMBIE ISl 3TOTO 3aTpaTbl M CBOM (DHHAHCOBBIE BO3MOXKHOCTH.
DneKTpocHaOKaoIMe KOMIIAHUN HE JOJKHBI YPE3MEPHO 3aBBIIIAThH IUIATY 32 HAJAEKHOCTh, YTOOBI HE
MOTEPSTh MOTPEOUTENCH, TTOCKOJIIbKY B PBIHOYHOW Cpeiie MoTpeOuTeny MMeroT mpaBo Bbibopa DK c
y4eTOM CBOUX (PMHAHCOBBIX BO3MOXKHOCTEH U MPEAI0KEHUN 3IEKTPOCHAOKAIOIINX KOMITAHUH.

MEXAHUW3M COI'TACOBAHMA HUHTEPECOB JEKTPOCHABXAIOIIEN
KOMITAHUU U TIOTPEBUTEJIA SJIEKTPOOHEPT' U

HanexHOCTh SBISIETCS OJHOM M3 XapaKTEPUCTHK, OOYCIIOBIMBAIOIINX KAadyeCTBO OOBEKTa, U
o0ecreyeHne Kakoro-To ypOBHs HaJleXKHOCTH TpeOyeT pecypcoB, YCUINN, UMEIOIUX ONpPEIeICHHYIO
MOJIE3HOCTh JIJISl 3JIEKTpOCHaOkatonield kommannu. OHa TOTOBA BIIOKUTH 3TH PECYpPCHl M YCHIIHS,
MIOCKOJIBKY TOHUMAeT, 4TO MOTpeOuTesb OyAeT IUIaTUTh 3a 3JIEKTPOIHEPrHio IMpH obOecreueHUH
TpeOyeMoil HaJeKHOCTH JIIEKTpOCHaOXKeHus. B mpoTHBHOM ciydae MOTpeOHTensh OyIeT HMCKaTh
APYTYIO 3JIEKTPOCHAOXKAIONIYI0 KOMITAHUIO UM BBOJUTH COOCTBEHHBIM MCTOUHUK MUTaHUA. 3a yCUIIHS
U pecypcsl o 00ecreueHuIo Ha/le)KHOCTU AeKTpocHabxkenns DK momkHa moirydaTh OMpeesieHHYIo
KoMIleHcanuio. [loTpeOuTens AIEKTPOIHEPTHH, MPUOOPETAIMA €€ Yy AJICKTPOCHAOKAOIIEH
KOMITAaHUH, TIOHUMAET, YTO OH JOJDKEH IUIATHTh 3a oOecreueHue HaJle)KHOCTU 3JIEKTPOCHAOKEHMUS,
IIOCKOJIBKY HEJOCTaTOYHAas HAJeKHOCTb 3JIEKTPOCHA0)KEHUS MOXKET MNpHuBecTH K yiiepOam. Ecnn
JIEKTPOCHA0XKAOIasi KOMIIAHUS HE B COCTOSIHUM 00€CIIEUUTh MOTPEOUTENI0 TpeOyeMyto HaIeKHOCTb,
OHa MOXET KOMIIEHCUPOBATh €ro yIIepObl OT HEJOCTATOYHOM HAJEKHOCTH.
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B obmem cirygae 06a cyObeKkTa OTHOIICHUH — DJIEKTPOCHA0XKAIOMas KOMIIaHUS U MTOTpeOUTeh
— MMEIOT pa3Hble YKOHOMUYECKUE KPUTEPHUU TI0 HANEKHOCTH, KOTOPhIE HE COBManmaioT. PaccMoTpum
BO3MOXKHBIII MEXaHHU3M B3aUMOOTHOILIEHUI CYOBEKTOB C LEIbI0 HAXOXKIECHHUS KOMIIPOMHUCCHOTO
penieHus mo o0ecreYeHnI0 HaIeKHOCTH AMeKTpocHaOx)eHus. Hanbonee oOmum i Bcex CyOBEKTOB
SBIISIETCS KPUTEPUH MaKCHMyMa YHUCTOrO JIHUCKOHTHUPOBAaHHOTO noxoxaa. Jlyis siexTpocHabkaromieit
KOMITAHUHU Y3KOHOMUYECKUN KPUTEPUH IO HAJAEHKHOCTH UMEET BU/JL

NPV =1, +I, ~C-D" - max, (12)

rae: NPV — uncThIi JUCKOHTHPOBAHHBIN JOXOJ 3IEKTPOCHA0k a1l KOMIIaHUHY;

[, — cymMMmapHBII NIPUBEACHHBIN J0XOJ OT PEATU3alUU dJICKTPOIHEPIUH 3a NIEPUO] BPEMEHU

T;

[, — cyMMmapHbIli NPHUBEAEHHBIA JOXOJ OT IUIAThl IOTPEOMTENS 3a HAJEKHOCTH 3a IEPHOJ
BpeMeHH T;

C — cymMmapHble TpPUBEICHHBIC 3aTpaThl Ha (YHKIMOHHPOBAHWE AIIEKTPOCHAOXKAroImeH

KOMITaHWH, BKIIIOYAOMUE NPUBCACHHYIO OO0 KAMUTAJIBHBIX 3aTPpaT U TCKYIIUC U3JCPIKKHU 3a IICPUO]
BpemeHu T;
k

D - cymmapsblii mpuBeaeHHbIN yuiepO (ruiata moTpeOUTeNo 3a HEJOCTATOYHBIM YPOBEHb
HAJIe)KHOCTH D3JIEKTPOCHAOKEHUSI MO OTHOLICHUIO K YPOBHIO, 3a(MKCHPOBAHHOMY B JIOTOBOpE Ha
AIIEKTPOCHAOKEHNE MEXKIY IEKTPOCHAOKAIOIIEeH KOMITaHUEH U moTpeOuTeneM) 3a mepuo] BpeMeHu T.

Jlnist moTpeduTenst KpUTepuil UMeeT BUJ
*
NPV.=P.-C, -C, —-D+D — max, (13)

rae: NPV, — 4uCTBIi JUCKOHTUPOBAHHBIN T0XO/ oTpeOuTes;

P - cymmaphas npuBeneHHast mpuObLUIb TOTPEOUTEIIS;
c

C - CYMMApHBIC ITPUBCACHHBIC 3aTPAThI HA OIJIATy SHGKTpOCHa6)KeHI/I${ C Y4€TOM TOrO,
E

YTO NOTPEOUTENH HE TOJIBKO MOKYTIAET AJIEKTPOIHEPTHUIO, HO U MTPOBOAUT y ce0sl HEKOTOPbIE
MEpOTPUATHS 1151 €€ IpUeMa;

C - CYMMApPHBIC IPUBCACHHBIC 3aTPAThI HAa OIJIAaTY HAACKHOCTU 3HeKTp00Ha6)KeHI/ISI;
R

D - monHBIE CcyMMapHBI TPUBEIEHHBIN yIIepO MOTPEOUTENsT OT HEHAJSKHOCTH €ro

ANEKTPOCHAOKEHHUS;

*
D - cymmapHblii  TOpuUBEACHHBIM  ymepOd OT  HEHAJEKHOCTH  DJIEKTPOCHAOXKEHUS,

KOMIIEHCUPYEMBIi 3J1eKTpocHa0karoIei KoMITaHUEeH.

N3 (13) crnegyer, 4YTo YacTb MOJHOTO yumepda OT HEHaJeKHOCTH 3JIEKTPOCHAOKEHHUS
MOTpPeOUTENs, COOTBETCTBYIONIAs HEAOCTATOYHOMY YPOBHIO HAJEKHOCTH JIIEKTPOCHAOKEHHUS TIO
OTHOIIEHHUIO K COIJIACOBAHHOMY YPOBHIO, 3a()MKCHPOBAHHOMY B JIOTOBOpPE Ha 3JIEKTPOCHAOXKEHHE
MEXy dJEeKTpocHalOarouleil KoMnaHue M morpedureneM, KOMIEHCUPYETCS 3JEKTPOCHAOKarolen
komnaHued. [Ipu 3amaHHON peanM3alyMy AJIEKTPO’HEPTUU M COOTBETCTBYIOLIMX 3aTpaTax HHTEpeC
ANEKTPOCHAOKAIOMICH KOMITAHUN OYIET ONPEIeISIThCS KPUTEPHEM
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I -D — max , (14)

R

a moTpeouTeNs

D'-D-C - max. (15)

R

JUis  COBOKYIHOrOo TOTpeOHUTENs, CyMMapHO NPEACTaBISIOMIEr0 BceX MoTpeduTenei,
00CITy’)KMBAaEMBIX JJAHHOM 3JIEKTPOCHAOKAIOIIEH KOMITAHUCH,

1 =C . (16)

W3 ananu3a NpUBEIEHHBIX COOTHOIICHHH C TOYKH 3PEHUS MHTEPECOB 3JIEKTPOCHAOKAIOIIEH
KOMITAHUU U COBOKYITHOTO MOTPEOUTENS CIENyeT, YTO, €CIM AIEKTPOCHAOXKAIOMAs KOMIAHUS CMOXKET

3¢ (dEeKTHBHO HCIOIB30BaTh CPEACTBA | W MOBBICUTH HAICKHOCTH JJICKTPOCHAOKEHUS, CHU3HB IMPHU
R

9TOM y1IepO B OOJIBIICH CTEIIEHU, YeM ITPOU3BEICHHBIC 3aTPaThl HA HAJC)KHOCTh U3 CPEaACTB | , To OHa
R

MOJIYUUT OOIMOJHUTCIBHYIO HpI/I6I>IJ'IB. CJIG,Z[OB&TG.HBHO, y BHCKTpOCHa6)KaIOLHeﬁ KOMITAHUH IOABIACTCA

CTUMYJ JUIsl MOBBILIEHUS HaJeKHOCTH. [loTpeburtens ke 3amHTepecoBaH B MOJyYEHUU OoJblIei

*

komneHcanuu D, yem 3aTtpaTel Ha HazaexkHOCTb C . Ecnu oH 3asBisieT He00X0JUMYI0 HaJeKHOCTh
R

yepe3 BETUYUHY YACIBbHBIX YIIEPOOB M3-3a BHE3AITHOTO OTKJIFOYEHHS] MOIIHOCTH, dp (py6/kBT), 1 ot

*
HEJI00TIyCKa 3J1eKTpodHepruy, do (py6/kBt-u), To nopeimenue komnencauuun D MOKHO oOecreduTs

3a CUCT YBCIIMYUCHUA dp u de . O,I[HaKO IIpHU 5TOM BO3pACTECT IJIaTa 3a HAACKHOCTDb AJIA HOTpC6I/ITCJ'I${,

k
3aBUCSAIIAS OT dp u de . B cBo10 ouepenn, 31eKTpOCHAOkKAKOIIAs KOMIIAHKS, 9TO0B yMEHbIIUTL D

MOCTAPAETCsI MOBBICHTH HAJIE)KHOCTH SJIEKTPOCHAOKEHUSI UMEHHO ITOTO MOTPEOUTETISI.
Takum 00pa3oM, TPENTIOKEHHBIH MEXaHM3M B3aMMOOTHOIICHUM 3JIEKTPOCHAOXKAIomeh
KOMITAaHUU U MOTpeOUTENst 00ecIeuynBacT IKOHOMUYECKUH OaaHc ux uHTepecoB. [loTpedburens MoxeT

3aBUTH JIIOOOH YPOBCHb HAZICKHOCTH, 3aldaBasi COOTBECTCTBYIOIINUC 3HAYCHHUA Y ACIbHBIX ymep60B dp u

d

HaJCKHOCTH 3J'I€KTpOCH36)KeHI/I$I MOKCT CTUMYJIMPOBATH HOTp€6I/ITeJ'I$[ 3agaBaTb PCAJIbHBIC 3HAUCHUA

e- 3J'I€KTpOCHa6)KaIOHIa$I KOMITaHUA IYTEM COOTBCTCTBYIOLICTO HA3HAUCHUS OIJIAThI l'IOTpe6I/IT€J'I€M

dp nu de , IOCKOJIBKY HX 3aBBbIIIICHUC Tpe6yeT MOBBIIICHHON IIaTHI 3a HaJCXKHOCTb, a 3aHMXCHHUC HC

HOJTHOCTBIO KOMIIEHCHPYET yIIepO 0T HEOCTaTOYHOI'O YPOBHS HAJIEXKHOCTHU 3JIEKTPOCHAOKEHUS.
3AKIIOYEHUE

VYunteiBas Bo3pocuIne TpeOOBaHUS K HAJAECKHOCTH AIIEKTPOCHAOKEHHUS TIOTpEOUTENel B HOBBIX
SKOHOMHUYECKUX YCIOBHSIX, MOXKHO C(hOPMYyIIMPOBaTh OCHOBHBIE POOIEMbI PEIIEHUS] U3MEHUBILINXCS U
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BHOBb BO3HUKILUX 3a/1a4 HAJIEKHOCTH.

C mepexomoM K pBIHKY D3JEKTPUYECKOW OHEPrud W MOIIMHOCTH BO3HHKAET Mpodiema
COTJIACOBAaHUSl SKOHOMHYECKHMX pPEIICHUH C y4yeTOM HECOBMAJEHHUS HWHTEPECOB Pa3HbIX CYOBEKTOB
ynpasienuss I9C. Iloaromy HeoOXOAMM MEPEeCMOTpP KpUTEpUEB BbIOOpa  ONTUMAIBHBIX
yOpaBIEHUYECKUX peIHIeHUH C ydyeToM (QakTopa HaJaeXHOCTH. HykHa HOBas cuctema ymnpaBiIeHHS
HaJIe)KHOCTHIO, OCHOBAHHAsI HA COUYCTAHMHM HOPMATHBHBIX IMOJXOJIOB U YKOHOMHUYECKHMX MEXaHHU3MOB.
DKOHOMHYECKOE YIPABIIEHUE HAJEKHOCTHIO MOXET OBbITh OPraHM30BAaHO PAa3IMYHBIMH CIOCOOAMH, B
TOM 4YHcle ¢ Tomoupio auddepeHunanuu TapudoB Ha HIEKTPOIHEPTUIO Ui MOTpeduTenei,
CO3JJaHUEM CTPaxoBbIX (HOHIOB HAACKHOCTH U T. A. B 3ToM cBA3m HeoOxoamma pa3paboTka
MEXaHH3MOB B3aMOpACYeTa 3a HAJICKHOCTh MEXKIY PA3IMYHBIMU CyOBEKTaMU PHIHKA, UX BHEAPEHHUE B
MIPAKTUKY PHIHOYHBIX OTHOLICHHH.

TpeOyroT mepecMOTpa WMEIOIUECS HOPMATHBBI HAJIEKHOCTH, B YACTHOCTH HOPMATHUBBI II0
pesepBaM u peMoHTaM. HeoOxoaumbl paciirpeHne HOpMAaTUBHOM 0asbl JUIs MoKa3aTesneld Ha/leKHOCTH
INEKTPOCHAOKEHUST TOTpeOUTENeH, COrTacOBaHNEe HOPMATUBOB HAJCKHOCTH ISl BCEX SHEPTrOCHCTEM,
(GYHKIIMOHUPYIOIIKX HA TeppuTOopuH Poccuu, 1 UX NpuOImKeHNe K MEXTyHAPOIHBIM.

Nmeromuecss Mofeny aHamu3a HAJIEKHOCTH, OCTaBasICh PabOTOCIOCOOHBIMU, B HEKOTOPBIX
CIIy4asiX MOTYT ObITh MOJEPHU3HPOBAHBI C YUETOM HOBBIX YCJIOBH. B mepByro ouepenb 3TO KacaeTcs
ydeTa B HUX B3aUMOOTHOIIECHUH MKy cyObekTaMu poiHKa. [Ipu 3TOM TpebyeTcss yMeTh OonpeaensiTh U
YUUTHIBaTh CIIPABEAJIMBOE paclpeiesieHue 3aTpaT U NpUOBLTM MEXIY Y4YacTHHUKaMu pblHKa. Panee
pa3paboTaHHBIE MOJENIM CHHTE3a HAJIS)KHOCTH [OJDKHBI OBITh YCOBEPIICHCTBOBAHBI C YYE€TOM
U3MEHEHHUsl YCJIOBUM M KPUTEpPHUEB 33Jau YIPaBJICHUS HAJAEKHOCTHIO, METOJIOJIOTUYECKUX IOAXOJIOB,
HOPMAaTUBHO-TIPABOBBIX 0a3, KOTOphIe OyIyT pealM30BaHbI HAa MpaKTUKE. B OCHOBY Takux Mojeneit
JOJKHBI OBITH TIOJIO’KEHBI HOBbIE MaTeMaTHYEeCKHEe METOAbl U MH(POPMAIIMOHHbIE TEXHOJIOTUU. BHOBB
pa3zpabarbiBacMble TMOAXOMBI K aHANU3y M CHUHTE3y HANEKHOCTU NPU YNPaBICHUH PaA3BUTHEM U
¢dbyukmuonnpoBanueM ODC  MOJDKHBI HCXOJUTh W3 HEOOXOIMMOCTH KOOPAWHAIIUU JEHCTBUMA
COBMECTHO pa0OTaroNX CyObEKTOB B YCIOBUSIX KOHKYPECHIIHUH.

ObecnieueHre HAIGKHOCTH AIIEKTPOCHAOKEHHSI TOTpeOUTENel B PHIHOYHBIX YCIOBHIX TpeOyeT
COTJIACOBaHUSl HECOBMAJAIOIINX HWHTEPECOB JIIEKTPOCHAOKAIOMIMX KOMIIAHUN U TOTpeOHTenei,
pa3paboTKy MPAKTHUYECKH MIPUTOHOI0 IKOHOMUYECKOTO MEXaHU3Ma UX B3aMMOOTHOLICHH.
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OT3bIB HA TYBJIUKALIUIO B )KYPHAJIE «RELIABILITY:
THEORY & APPLICATIONS» PE@EPATUBHOI'O
AHAJIMTUYECKOI'O OB30PA B. IIIEPA®

I'anuna Penorona

YBaxkaemblii rocnoaus Hnep!

IpounTana ¢ unTepecom Bamry crateio " PEOEPATUBHBIN AHAJIMTUYECKUI OB30P
HauboJiee 3HAUMMBIX MMyOJIMKalMi B OTEYECTBEHHON M 3apyOeKHOW NMEpUOJUKE IO BOIPOCAM OLIEHKH
HAJIe)KHOCTHU MPOIYKIMH, B TOM yHcie 00 ombite nmpeanpustuii” (Kypnan " HanexHOCTb: BOIPOCHI
teopun u npakTuku", Ne 3,4, 2006 r.), cuutato, 4to BeI caenanm o4eHs mojie3HOe JeO.

Pemmna Bam Hamucath, HOCKOJIBKY MEHSI TOXKE BOJIHYET CUTyallUsl C HaJeKHOCThIO B Poccun
BOOOIIE ¥ B DHEPreTHKe, B YaCTHOCTU. M3BUHUTE MEHs, MOXKATYHCTa, €CIIM YHEpreTuka He BXOAUT B
Kpyr' BallUX NpOPECCHOHAIBHBIX HMHTEPECOB U IOITOMY B 0030p HE BOLUIM TPYIbl BEIyIIUX
cnenuanucToB Poccun B 00macTi HaJle)KHOCTH SHEPreTUku. B mepByto ouepens s umero B Buay FOpus
Hukonaesuua Pynenko u ero nocienosareneid. FOpuit Hukonaesuu PyneHko Obli1 0CHOBOMOJIOKHUKOM
TEOPUM HAJEKHOCTH OOJIBIIMX CHUCTEM SHEpPreTHUKH (ero maMsATH IOCBAIIEHA CTpaHUIAa Ha caiite
“Gnedenko Forum™). Ilox ero pykoBoactBoM 6osiee 20 JIeT BEIMCh HAYYHBIC UCCIICIOBAHUS B 00JIACTH
Ha/IeKHOCTH CUCTEM HEPreTHKH, UX HMOJCHCTEM M 3JIeMeHTOB. IIpu HemocpeAcTBEHHOM y4yacTUU H
non penakuueii KO.H.Pynenko ObuH MOATOTOBIEHBI W BBIMYIIEHB HECKOJIBKO MOHOTpa(Hid, Tpyrux
nyOnukanuii M COOPHUKOB JIOKJIAJO0B, IMOCBSILIEHHBIX BONpPOCAM HaAEKHOCTH. B coaBTopcTBe ¢
N.A.YmakoBeiM UM Oblla HamucaHa kHuTa “HazgeXHOCTh CUCTEM SHEPTreTUKH ’, U3JIaHHAs JABAX/Ibl B
1986 u 1989 rr. B nepuox 1994-2000 rr. y>ke mocie ero cMepTH BBILIEN CIIpaBOYHUK "HanexHOCTH
CHUCTEM SHEPreTHKM U HX obopyaoBaHus B 4-x Tomax, mnon obmei penakiueit FO.H.Pynenko,
MOJrOTOBJICHHBIM eme npu ku3HU. CHpaBOUYHUK MOXHO 3aka3aTb no Tenedony (8 3952 423486)
®enotoBoit ['anune AnekceeBHe uiu o ajgpecy: 664033 r. Upkyrck, yiu. JlepmonTosa, 130, MacturyT
cucteM 3HepreTuku uM. JI.A.MeneHTbeBa.

OTHOCHUTENBHO PETYISPHBIX CEMUHAPOB M0 HAJAEKHOCTH, KOTOphIe, Mo Bamemy MHEHHIO,
“ncuesnu’”, nomwkHa Bam ckazarb, 4to, HaumHas ¢ 1973 roma, MOCTOSHHO M aKTUBHO paboTaeT
MEeXAyHApOAHBIA Hay4YHBIH ceMuHap “MeToaudeckrie BOMPOCHl UCCIEIOBAHUS HAIEKHOCTU OOJIBIINUX
cucrteM sHepreTukn’”’, co3nannbiii FO.H.Pynenko.

Anpec caiita cemunHapa: http:// www.sei.irk.ru/LES/ .

> K crarbe " PEOEPATHUBHBIN AHAJIMTUYECKHWI OB30P HanGornee 3HA4YMMbIX MyOIHKALMH B OTEUECTBEHHOH 1
3apyOeKHOU IIEPHOANKE [0 BOIPOCAM OLIEHKH HaJEKHOCTH IIPOAYKIHMH, B TOM YHCIIe 00 OIbITe IpeanpusaTuil”, Bramgumup
nep (Kypuan "HagexxHoCTh: BOnmpock! Teopuu 1 paktuku'', Ne 3.4, 2006 r.)

131



June 2007 I e-journal “Reliability: Theory& Applications” No 2 (Vol.2)

bonee 300 cmenumanncToB MO HAAEKHOCTH (YUYCHBIX W MPAKTHKOB) W3 Poccuu, OmkHero u
JaNbHEero 3apyOerkbs, MPUHUMAIOT y4yacTHe B pabore cemuHapa. Ecnu y Bac Oyzaer sxemanue craTh
YYaCTHUKOM CEMHUHapa, MOCETUTE, MOKATYHCTa, CAaUT ceMUHapa, B HOBOCTSIX caifTa eCTh HH(POPMAIIHS
0 TekymeM 3acemanuu. [lo pesynbraTaMm 3aceaHMil BBITYCKAIOTCS TPYIbl ceMUHapa, MOHOrpaduu,
MyOJIMKYIOTCSl TTIOAOOPKU cTarel B IeHTpalbHOM meuyaTu. Celiuac B paMKaxX CeMHHapa TOTOBUTCS K
BBIITYCKY TEPMHUHOJIOTHS IO HAJEKHOCTH B sHepreTuke. CyllecTByeT HayuHas IIKOJIA MO HaJIeKHOCTH
JUTSL MOJIOEKU.

W13 Bcero 3Toro cieayer, 4to npolieMaMu HaJe)KHOCTH B SHEPTETUKE 3aHUMAIOTCS U JOBOJIBHO
aKTHUBHO, MOKET ObITh, Baiie B 3ToM yuyactue OyneT BceM oueHb Noje3Ho. M3BunuTte, eciau 3ta chepa
JIesTeIbHOCTH Bam He nHTEpecHa.

Bcero no6poro u 10 cBUIaHUS.

C yBaxxenuem ['anuna denorosa.
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O ®EAEPAJIBHOM 3AKOHE «O TEXHUYECKOM
PEI'YJIUPOBAHUW» U ITPOBJIEME HAJIE’)KHOCTH
QJIEKTPOOHEPI'ETUYECKUX CUCTEM

T'ennaanii KoBajes
°
e-mail: kovalev@isem.sei.irk.ru

[locne o3HakoMieHMsI C TEKCTOM 3akoHa «O TEXHHUYECKOM peryiaupoBaHun» [l] BO3HHMKaeT
COMHEHHE, MOYeMYy OH JOJDKEH MMEeTh Ba)KHOE 3HAa4YeHHE, KaK 3TO yTBEp)KIaeTcsd B MyOnMKauusx,
Hanpumep, [2—4], s anekTposHepreTuueckux cucreM (99C) U, 0CoOEHHO, HX HAJEKHOCTH.
YauBisieT U Ha3BaHME 3aKOHA: B cTaTbe 2 «OCHOBHBIE MOHATHS ONPEAEIAETCS, YTO «TEXHUUYECKOE
peryiupoBaHHe 3TO IPABOBOE PETYIMPOBAHKME OTHOIIECHHUID» B COOTBETCTBYIOLIEH 0OJNACTH. YXKe 3TO
BHOCHUT OTPOMHYIO ITyTaHMILy: BBIPQ)KEHUE «TEXHUYECKOE PETYJIUPOBAHME» HCIIOJIB30BAIOCH 3aJ0Jr0
70 NPHUHATHS pacCMaTpHUBAEMOIO 3aKOHAa COBCEM B JIPYIOM CMBICIIE, a MMEHHO Kak yIHpaBJIeHHe
IKCIVTyaTanHMell TEXHHYECKUX M NMPOU3BOACTBEHHO-TEXHHYECKHX CHCTEM B ILJIaHE NOAJep:KaHus
X TeXHHMYECKHUX MapaMeTpoB B TpeOyembIX mpeneJax. [IpaBuibHee Obu10 Obl HA3BaTh 3TOT 3aKOH
KaK «3aKOH O MPaBOBOM PETYJIUPOBAHUM TEXHUUYECKUX TPEOOBaHUH K NMPOU3BOACTBY U MPOAYKLHUH IO
0€3011aCHOCTH, €ANHCTBY U3MEPEHUI, KaYeCTBY U T. I.».

[IpuMeHUTETPHO K DJIEKTPOIHEPreTUKE OSTOT 3aKOH HUMEET OTHOIICHHE TOJhKO B YacTH
obecrieueHnsT TaKOro CBOMCTBA OTpaciiv, Kak OezomacHOCTh. Ecnu momxonuth k 3akoHy (opmanbHO
IOPUINYICCKHA (a TOJIBKO TaK K HEMY M HaJ0 NOAXOAUTH, IMOCKOJIBKY 3TO 3aKOH), TO OH B LCJIOM
MOCBAIICH TIPABOBOMY PETYJIMPOBAHHMIO OTHOIICHWH B oOnactu oOecreueHus Oe30MacHOCTH
OTpacieBbIX MPOU3BOJICTBEHHO-TEXHUYECKUX cucTeM. B crathe 7 3akona nepeuucisercs 11 Bumos
0€30MacCHOCTH U TOJBKO B KOHIIE CITUCKA JJOOABISETCS «€AMHCTBO NU3MEPEHUID.

DTOT 3aKOH Kak Obl 3aBEpPIIACT LETYI0 CEPUI0 3aKOHOB MO 0€30MaCHOCTH KOHKPETHBIX O0BEKTOB
U oTpaciel, pa3padoranHsix B iepuoa ¢ 1993 mo 2002 rr. [5-9].

CBoeoOpa3Hoit siBisieTcs CT. 6 rnaBsl 2 3akoHa. CTOUT €€ MPUBECTH 3/1€Ch IICITMKOM.

Crarb4 6. Lleay npuHATHS TEXHUYECKUX PErJIaMEeHTOB
1. TexHnueckue persiaMeHThl IPUHUMAIOTCS B LEJSAX: 3allUThl )KU3HU
WM 3I0POBbSl TPaXK/aH, UMYIIECTBA (PU3UUECKUX WU FOPUIANYECKHUX
JIML, TOCYJApCTBEHHOI'O WM MYHULMIAIBHOIO HUMYIIECTBA; OXPaHbI
OKPYXarUIEnl Cpelbl, )KU3HU WM 3J0pPOBbS KMBOTHBIX U PAaCTCHUN;

IpeaynpexIACHUs JNECUCTBUM, BBOJALIUX B 3a0my>KJIeHUE
npuoOpeTaTenen.

2. llpunsAtHe TEXHUYECKHX pErJIaMEHTOB B HHBIX LEJIIX HE
JIOITYCKaeTCsl.

W3 aToit craThu ciemyeT, a CT. 7 TMOATBEP)KIAET, YTO 3aKOH KacaeTcsl TOJIbKO 0€30MacHOCTH U
MPEeIyNpexACHUS OIpeneleHHbIX aercTBuid (cM. m. 1 cr. 6). A myHKT 2 CT. 6 CYIIECTBEHHO
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OTpaHUYUBAET COAEpKaHUE MPUHUMAEMbIX TEXHUYECKUX PErJIaMEHTOB, U3 YEro CIEAYyeT, YTO 3aKOH O
TEXHUYECKOM DETyJIMPOBAHUM HE MOXKET HMETh HHKAKOTO OTHOIICHHS K Mpolieme obecreueHus
HA/I)KHOCTHU AJIEKTPOIHEPTETUUECKUX CUCTEM (BBIBOJ YUCTO (DOPMAIBbHBIN, HO FOPUANUECKH CTPOTHIA).

OTHOCHUTEIBHO D3IEKTPOIHEPTETHUECKONH OTpaciau (Ha W APYyTUX OTpaACied TOXKE) MOIKHO
yTBEPKAaTh, UTO OE30MACHOCTh — Ba)KHOE OCHOBHOE CBOWCTBO, HO OHO He eauHCTBeHHOoe. K Hum
ClelyeT elle OTHECTH HaJEKHOCTb, 3KOHOMHYHOCTb, KAYECTBO, AKOJIOTHYHOCTH (IKOJIOTHYECKas
0€301acHOCTh, KCTaTH, B CT. 7 OTCYTCTBYET, XOTSI U OTHOCUTCS K O€30MaCHOCTH).

[TonsTHe «HaMEKHOCTH» HE ymoTpediseTcss B 3ToM 3akoHe HH pasy(!), Mo’ToMy MOKHO
YTBEPXKAaTh, YTO MEXKy MPpoOIeMoil obecrieueHnust Haae)KHOCTH dHeprocucteM U @3 «O TeXHUYIECKOM
pETYIHPOBaHUI» HET HUKAKOW CBSI3M, XOTS 3a/ilaya MPaBOBOTO PETYJIMPOBAHUS OTHOIICHUU B cdepe
o0ecrnieyeHns HaJeKHOCTH IEKTPOIHEPTETUKH Ceyac CTOUT IOCTATOYHO OCTPO.

B coorBerctBun ¢ HopmartuBHBIMEH JokyMeHTamMu (I'OCTamu) HageKHOCTb CUMTAETCS
KOMIUIEKCHBIM CBOMCTBOM OOBEKTa, OJIHUM U3 €IUHUYHBIX CBOMCTB KOTOPOM SBIIETCS 0€30MacCHOCTh
[10, 11], HO He TOJNBKO OE30IAaCHOCTb, a €IIe W TAaKUE CIMHHYHBIC CBOWCTBA HAJEKHOCTH, KaK
JOJITOBEYHOCTh, O€30TKa3HOCTh, BOCCTAHABINBAEMOCTh (PEMOHTONPUTOTHOCTD), COXPAHIEMOCTh. J[is
INEKTPOIHEPTETUKH PACCMATPHUBAIOTCS €IIe TAKHUE €MHUYHBIC CBOMCTBA, KAK YCTOWYHMBOCIIOCOOHOCTb,
KUBYUECTh M YIPaBIsSIEeMOCTh. Bce 3T cBoOiicTBa, Hapsay € O€30MAaCHOCTbIO M KAaYeCTBOM TaKkKe
0€3yCIOBHO JOKHBI OBITh OXBAa4Y€HBI MPABOBBIMH OTHOIICHHUSIMH MPH X 00ECIICUCHHUU.

B Poccun coxpansiercst ycrapeBiiasi CUCTeMa CTaHIapTU3ALMK, CepTUPUKALNN, aKKPETUTAIIUH 1
muueH3upoBanus. P3 «O TEXHUYECKOM PETyJIMPOBAHUM» CEPbE3HO MEHSIET CUTYalMi0, BBIBOJS
CTaHIapThl Ha obiedeaepatbHbIl yPOBEHb HHTEIIEKTYallbHOM COOCTBEHHOCTH B BHUJI€ TEXHUUYECKUX U
aJMUHUCTPATUBHBIX perjaMeHToB. OJIHAKO CO BCEM OUEBUAHOCTHIO MOXHO KOHCTATUPOBATh, YTO ATOT
3aKkoH co3iaBalicsi ¢ OOJBIION MOCMENTHOCTRIO C Y4acTHEM HE Bcerja JoOPOCOBECTHBIX MHOCTPAHHBIX
KOHCYJbTAaHTOB WJIM HE OYEeHb KOMIIETEHTHBIMU JIIOABMH Ha 0a3e, BO3MOXHO, CIy4YalHBIX
WHOCTpaHHBIX MatepuasioB. Tem He MeHee, D3 «O TEXHUYECKOM pETYJIMPOBAHUN» HMEET BaKHOE
3HauUeHUE s JTI000H OTpaciy, BKIIOYas AJIEKTPOIHEPTeTUKY W I JIOOBIX CBOWCTB MPOIYKIIUU
(mporecca), BKJIIOYAsi HAJEKHOCTb, TaK KaK perjJaMeHTHPYET CTPYKTypy CTaHAApTU3allMd Ha BCEX
ypoBHSAX  (demepadbHOM,  OTpAaclIeBOM,  MPOU3BOJCTBEHHOM),  y3aKOHHUBAaET  COBPEMCHHBIE
oOuieMupoBele (OPMBI PETIIAMEHTOB BCEX BHJIOB M JIEKJIApUPyeT HUX OCHOBHOE conaepkanue. U
MO3TOMY HEBAXKHO, OyayT JIn (POPMHPOBATHCS PETNIAMEHTHI, CTAHAAPTHI, CEPTU(DUKATH U JTHIICH3UH B
ANEKTPOIHEPIeTUYECKOM OTpacial B paMKax HIJIM BHE pPaMOK 3TOr0 3aKOHa.

[TocemHOCTh TPUHATHS «CHIPOTO», IMUPOKO HE OOCYXKAABIIETocsS 3aKoHAa, OOBSCHSETCH,
BHJIUMO, T€M, YTO MOTPEOOBAJIOCH CPOYHOE CO3JaHUE CBOCH POCCHUICKOW HAIMOHAIBHOW CHCTEMBI
cepruukanuu. TonpbKO ¢ MNPUHATHEM OTOrO0 3aKOHA TMOSBUJIACH BO3MOXKHOCTH — CO3JaHUS
O6menarmonanbHoro Komurera mo ceprudukanuuB 11e0M 1o 3aKOHY MOKHO ClIeIaTh CIICAYOIIHMA
BBIBO/I.

3aKOH MMeeT BaXKHOE CTPYKTYpPHOE Ha3HAYEHHUE U JOJIKEH UMETh PACIIUPUTEIHHOE TOJTKOBAHUE.

IIpencraBnsercs, yto @3 «O TEXHUUYECKOM PEryJIUPOBAHUM», KOTOPBIM IO CMBICIY JOJKEH
NEHCTBUTENFHO HMMETh OCHOBOIOJAraollee 3HA4eHHE Ui YCTAHOBJICHUS NMpaB06blX OMHOWIEHUl 8
mexHu4eckol obracmu, Ha CaMOM JIeJie He JIOCTUTaeT CBOUX IeNiel U JOJHKEeH OBITh MOCIE MIUPOKOTO
oOcyXJeHUsI TepenucaH Oojee KOMIIETEHTHO C OXBAaTOM HE TOJbKO O€30MacHOCTH U E€IUHCTBA
M3MEpEHU, HO M IPYTUX BaXXHEHIINX CBOWCTB TEXHOJIOTHUYECKUX MPOILIECCOB U MPOAYKIIUU.

Ha3panune 3akoHa Takke JTOJKHO OBITH H3MEHEHO.
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Jlunen3uss Muntpanca Poccun 001 Ne 005861
KpyunsHo-nporynoyHbin Katep «Mupax»

"MUPAX"

MyTewecTtBus no bavikany

‘ KomddopTabenpHo pazmemaroTcs 6 maccaxupoB, MAaKCUMaIbHO — 8.
HaccancnpaM HpeHOCTaBHHIOTCSI JBC I/I30JH/Ip0BaHHLIe KAaKThI
(kaxmast ¢ JIBYCHallbHOM M OJHOCTIAJIbBHOW KOWKaMH) U KaroT-

\.\ . /4 KOMITaHHUS C YETHIPHMSI IHBAHAMM.

< Miraj@irlan_ru B can00ke coBMEMAOTCS TyalleT U TOPSYUil TyIIL.
N EEEYAG A AN IY  'maBHblii  ABHratens MOMHOCTBIO 70.C. MO3BOJSIET MATH  CO
CKOpOCThIO 15 Kkm/4ac.
Mopckoit panap, cimyTHukoBbIid HaBuratop (GPS) u axonoT obecrneunBarOT HaACKHOCTD TIJIaBaHUS.
Huzens-reneparop 2,3 kBt nmutaer 6oproByto ceth 220 B.
[Tamy6a Ge3omacHa U JOCTATOYHO MPOCTOPHA JJIS OT/AbIXA.

Paiion nnaBaHusa He orpaHuyeH. Bo3MoxkeH mapmpyT mo Bcemy balikaimy, B TOM 4YHMCIIE U B €rO
Haun0oJiee KPacUBYIO CEBEPHYIO YacCTb.

Karep mMoxer mpuyanmBaTh K HEOOOpYIOBaHHOMY Oepery, W MacCaKUpbl MOTYT COWTH Ha Oeper 1o
Oe3omacHoOMy Tpamy.

NwmeroTcst crmacaTenbHBIA IJIOT, CIacaTelbHBIC JKUIIETHI, HAJyBHas paboyas JIOAKA C TMOJIBECHBIM
MOTOPOM.

Kyx#ns 6orara u pazHooOpa3Ha, 0COOEHHO B YaCTH PHIOHBIX OJTIO].

Pacuenkn

Croumocts ¢paxta karepa 15000 py6. B cyTKu.

CroumMocTh 00cCiykuBaHus B Tpymne u3 4-6 genoBek — 1200 py0. B CyTKHM 32 Ka)KAOTO MMaccaxkupa, B
rpynne u3 2-3 genoBek — 1500 py6. u s 1 maccaxupa — 2500 py6. Croa BXOAMT peKpealiioHHast
wiara B Ilpubaiikansckom HanumonaneHom mnapke u baiikano-JIeHCkoM 3amoBelHUKE, Tpexpa3oBoe
NUTaHUE, JOCTaBKa aBTOTPAHCIIOPTOM OT a’pornopra (BoK3aja) 10 KaTepa U 00paTHO.

[IpeOpiBanue B JApYrHMX HAIMOHAJIBHBIX TApKaxX, 3aloOBEIHUKAX M 3aKa3HUKAX OIUIAYMBACTCS
JIOTIOJTHUTEIBHO.

Oco0pble ycioBust (HanpuMep, LeJieBble TYPbl) OrOBapUBAIOTCS U OTUIAUYMBAIOTCS JOTIOTHUTEIBHO.

Yci10BUSI M CPOKH

3a 30 gHel 10 Hayana Typa HEOOXOJUMO BHecTH aBaHC B pazmepe 40% ot ctoumoctu Typa. Ilo3xke
3TOTO CPOKa 3asiBKa MOXKET ObITh MPUHSTA, €CIIA B PACIIICAHUN UMEETCSI OKHO.

[Tpu noiy4yeHuu aBaHca Typ CTaBUTCA B pacnucanue. [Ipu oTkaze oT Typa aBaHC HE BO3BpAILlaeTCsl.
OcTanbHas 9acTh OTUIATHI BHOCUTCS HETIOCPEICTBEHHO Ha 00pTy «Mupaxkay.

IIpy BO3HMKHOBEHHHM (HOPC-MAKOPHBIX OOCTOATENBCTB 10 MPHUYMHE IMITOPMOBONW TOTOABI MBI
npennoxuM Bam Hanbosee HHTEPECHBIN aJbTepHATUBHBIN BapUaHT MPOrpaMMbl U MapuIpyTa.
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KopmoBas katoTa (4BYX U ogHOCNarnbHas Konuku)
AxTtepnuk
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MapuipyTtbl

MapmipyTsl pa3pabaTbIBalOTCS B COOTBETCTBHH C BAIlMMHU TOXKEIAHMSIMH W PaclojaracMbIM
BpeMeHeM. [IpuBoguMbIe najee BapHaHTHl MapIIPYTOB SIBISIOTCS TPUMEPHBIMH M MOTYT OBITh
CKOPPEKTHUPOBAHBI C YUETOM BallluX >KEJTAHUH.

Typsl MOTYT OBITH LieJIeBbI€, HATIPUMED, PbIOOJIOBHBbIE, I'€0JIOTHYECKUE, dTHOrpaduueckue u ap.
[IporpaMMbl M MapmipyThl TaKWX TypOB pa3padaThIBAIOTCS WHAWBHAYaJbHO C YYETOM BaIlluX
MO>KEeIaHui ¥ BO3MOXKHOCTEH.

Hpkyrck — I[Hecuanka — Upkyrcek. 3 qus.

1-ii nenb.  Ilorpyska B MpkyTcke, Ipu KejlaHuU nocemenne My3es JepeBIHHOTO 30J4€CTBA B
nep. Tampupl 1 JIumMHOmorndeckoro mysest B JIuctesinke. MoxHo 10 JIMcTBSIHKM
J0exaTh MAalIMHOM, YTOOBl COKOHOMUTH 4 4daca mnyTH 1o MpKyTckomy
Bojmoxpanwiunly. Ilepexon mo balikanmy okono 2,5 wacoB. HodeBka Ha MbICy
KanunpHoM (3amoBenHas 30Ha HamuoHansHOro napka, KpacHUBOE MECTO, €CThb
xoporiasi 0aHs).

2-ii nenb.  Ilepexox no Oyxrtel Ilecuanka oxono 7 wacoB. Ilporynku B Ilecuanke wu
okpecTtHOCTsX. HoueBka.

3-ii nenb.  BoszBpamenue B MpkyTck.

JUist TpYyTITbI YUCIIEHHOCTBIO 6 YeIOBEK CTOUMOCTE Typa 66600 py0., CTOMMOCTh OJTHOTO YEJIOBEKO-
nuast — 3700 pyo.

Jlis Tpynmbl YMCICHHOCTBIO 3 deloBeKa CTOMMOCTh Typa 58500 py0., CTOMMOCTH OJHOTO
yenoBeko-1Hg — 6500 py0.

Hpxkyrck — Magoe mope (Cax-IOpt3). 3 qus.

1-i1 nenp  Ilorpyska B MpkyTcke, npu xeaaHuM nocemeHrne Myses J1epeBsIHHOTO 30/I4eCTBa B
nep. Tampupl u JIumHONOrMueckoro mysest B JIuctesinke. MoxHO 10 JIMCTBSIHKM
noexath MammHOW. Ilepexom mo bakikany okono 2,5 yacoB. HoueBka Ha MbICy
KanunpHoM (3amoBenHas 30Ha HamuoHansHOro napka, KpacHUBOE MECTO, €CThb
xoporiasi 0aHs).

2-ii nenp  Ilepexox no Oyxtel Ilecuanka oxono 7 wacoB. Ilporynku B Ilecuanke wu
okpectHOCTsX. [lepexon no moc. byrymnsaeiika (oxono 3 yacoB). Houeska.

3-ii nenp  Ilepexon o octpoBa OiubxoH (okosio 7 4vacoB). Ilo myTu ocMOTp IpHUPOIHBIX
re0JIOTHYECKUX MaMATHUKOB. OTABIX U MpOrynku Ha octpoBe OnbxoH. [lorpyska Ha
MuKpoaBToOyc B oc. Cax-lOpt> u nepee3n B UpkyTck (0koiio 4 yacos).

B cToMMOCTh Typa AOMOJHUTENBHO BKIKOYAETCA OILIaTa XOJOCTOIO MeperoHa karepa B MpkyTck B
cymme 15000 py6. u ommata tpancdepa Cax-tOpt> — Upkyrck B cymme 10000 py6.

Jl7is TpyMIbl YUCICHHOCTHIO 6 YenoBek cTouMocTh Typa 91600 py0., CTOUMOCTh OJJHOTO YETIOBEKO-
nHst — 5190 py0.

Jlnsg rpynmbl YMCICHHOCTBIO 3 dYenmoBeka cTouMocTh Typa 83500 py0., CTOMMOCTH OIHOTO
yenoBeKo-aHs — 9280 pyo0.
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Hpkyrck — Masnoe Mope. 7 nHei.

1-ii nenp  Ilorpyska B MpkyTcke, Ipu KejlaHuU noceiienne My3es J1epeBIHHOTO 30J4€CTBA B
nep. Taneiel u JIumHOMOTHYeckoro My3es B JluctBsinke. (Bapuant: morpyska B
JIucTBsHKE)

JluctBsanka - mpic Kagunenerit (2,5 gyaca). HoueBka.

2-it nenp  Ilepexon no Oyxtel Ilecuanka (7 gacoB). IIporynku B Ilecuanke U OKpECTHOCTSIX.
Houeska.

3-ii nenp  llepexon no octpoBa OmnbxoH (8 wuyacoB). Ilo myTw ocMOTp HpPUPOIHBIX
re0JIOTHYECKUX MaMIATHUKOB. OTABIX U IPOTYJIKK Ha 0cTpoBe OJIbXOH.

4-ii nenp  IlemexonHas skckypeuss no jonauHe peku Capma. MecTOpoKIEHHE TIpaHaToB.
[Tepexon Ha Mmeic OTTO-Xy1IyH (3 Yaca)

5-it nerb  Mbicel 3orayk, 3ama (KynmaHue B TerioMm o3epe), Xoooi. Jlons xapuyca. [lepexon
BJIOJIb FOT'0-BOCTOYHOTO Oepera octpoBa OnbxoH 110 mpoiuBa Bopora Manoro Mops
(6 gyacoB).

6-it tenb  OcmoTp dropaoB Manoro Mops (Xopun-Upru, 3arnu, Myxop). [lepexon mo moc.
Byrynbaeiika (7 4acos).

7-ti neup  Ilepexoxq B Hpkyrck (10 WacoB) ¢ BO3MOXXHBIMH OCTaHOBKAaMHU I OCMOTpa
IIPUPOJHBIX JOCTONPUMEYATEILHOCTEN.

Jlis Tpynmbl YUCIEHHOCThIO 6 denoBeK crouMmocTh Typa 155400 py06., CTOMMOCTH OJHOTO
yenoBeko-1Hs — 3700 pyO.

Jlyis TpymNmbel YUCICHHOCTHIO 3 delmoBeka CTOMMOCTh Typa 136500 py0., cTOMMOCTH OJHOTO
yenoBeko-1Hsg — 6500 pyo0.

Hpxyrck — YnBbipkylickuii 3aaus. 10 qHeii.
1-i1 nenp [Torpyska B UpkyTtcke. Ilepexon mo UpkyrckoMmy Bomoxpanunuiry no baiikana (4

yaca) u gainee no baiikamy no Oyxtel Ilecuanka okomno 10 wacos. Ilporynku B
[lecuanke u okpecTHOCTsIX. HoueBka.

2-i neHp Ilepexon 1o octpoBa OmnpxoH (8 wyacoB). Ilo myTu ocMOTp HPUPOIHBIX
re0JIOTMYECKUX MaMATHUKOB. OTIBIX U MPOTYJIKH Ha 0cTpoBe OJIbXOH.

3-i1 1eHb [Tepexon mo Manomy Mopio (5 yacoB), OTABIX Ha TEIJIOM O3epe 3ama, epexo]] Ha
MbIC PoIThIN (4 yaca). Peibanka Ha xapuyca.

4-i1 neHp Ilepexon B YmuBbipkyiickuil 3amuB (7 uacoB). IIpu OnaronpHsATHBIX MOTOAHBIX

YCIIOBHSIX TIO JKEJIAHMIO BO3MOXKCH 3aXO]] Ha 3allOBEAHbIC YIIKAaHBH OCTPOBA IS
OCMOTpa JISKOMINA HEepIbl (C pa3pemieHus: CMOTPUTENS U 32 JOMOJHUTEIbHYIO
miaty). ['opsurie HICTOYHUKH OyXThl 3MEUHOM.

5-1, 6-11, Perucrpauus B aaMuuuctpanmuu HanmonanbHOro mapka (oruiata mpeObIBaHUS).

7-11 neHb OcMoTp ocTpoBOB U OyXT YuBBIpKYy#CKOro 3anuBa. Peibanka Ha xapuyca, OKyHS U
myKy. [IsKHBIA OTABIX.

8-11 neHp [Iepexon B paiton Manoro Mops.

9-i1 neHb Ilepexon B paiion noc. ['omoyctHoe — Mbic KagunbHbli ¢ BO3MOXHBIMH

OCTAaHOBKaMH JIJI1 OCMOTpa MPUPOAHBIX JOCTONPUMEUATEIBHOCTEM.

10-i1 neHn [Iepexon B noc. JluctesiHka, nocemenue Jlumuonornueckoro Myses. Ilepexon B
noc. Tanbipl, mocenieHHe My3esli JEPEBSHHOrO 3014ecTBa. Bo3BpaiieHue B
HpkyTck.
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Jlis Tpynmbl YUCIEHHOCThIO 6 uenoBeK cromMmocTh Typa 222000 py06., CTOMMOCTH OJHOTO
yenoBeko-1Hsg — 3700 pyO.

Jlist TpyIIbl YMCICHHOCTBIO 3 denmoBeKka cTomMocTh Typa 195000 py06., CTOMMOCTH OIHOTO
yenoBeko-1Hsa — 6500 pyoO.

Hpkyrck — Ceep baiikana. 12 nueid.
1-i1 nenp [Torpyska B UpkyTtcke. Ilepexon mo UpkyrckoMmy Bomoxpanunuiry no baiikana (4

yaca) u gainee no baiikany no Oyxtel Ilecuanka okomno 10 wacos. Ilporynku B
[lecuanke u okpecTHOCTsX. HoueBka.

2-i neHp Ilepexon no octpoBa OnpxoH (0okosio 8 yacos). Ilo myTM ocMOTp HPUPOIHBIX
reoJOTHYECKUX NaMATHUKOB. OTIBIX U MPOTyJKH Ha OcTpoBe ONIBXOH.

3-ii neHb [Tepexon mo Manomy Mopro (0koJi0 5 4acoB), OTABIX Ha TEIJIOM O3€pe 3ama,
nepexoj; Ha MbIC PhIThIil (0koJ10 4 yacoB). Peibanka Ha xapuyca. Meic [laptna (2
yaca)..

4-11 neHb Meicer Tlokoitauku, Caran-MopsiH, bonbmoir m Manblii  CONOHIIOBBIE, OyxTa

3aBopoTtHas, Mbickl Kenposeie, peka Jlensnas (okono 7 4acoB). DKCKypcHs 1O
Oepery u peuke. Pribanka Ha xapuyca. Mpic Enoxun (1 gac).

5-i 1eHb Mpsic Manas koca (3 ugaca), oraeix Ha Lllyusem o3epe. ['yba baprynma (2 gaca).
Mpeic KorensHukoBckuii (1,5 daca), mocemeHwe KypopTa Ha TepMajJbHOM
uctoynuke. I'yda boryuanckas (5 gacoB).

6-i1 1eHb I'opon Cesepo-baiikanbck (2 gaca), moc. Hmwknee-Anrapck (1 yac), peructparmus
B anMuHHUCcTpanuu. ['y6a Ass (4 daca).

7-11 neHb [Temexoanas skcKypceust Ha 03epo Oponuxa, ppidaika Ha JCHKA, YKy, OKYHSI.

8-11 1eHb DKCKypcUH B OKPECTHOCTSX TyObl Asist: ryba ®@posmxa, KypopT Xakycbl Ha

TEepPMaJIbHOM MCTOYHHUKE, «IIOI0IIUE MeCKU» Mbica Typau.

9-i1, 10-i#i, Bapmant 1. ILspxHBIH 0TABIX HA ocTpoBe Spku. Ppibanka Ha IIyKy U OKYHS.

11-it nHK Bapuanr 2. DxcKypcus Ha aJbIIUHCKHE JIyTa ¢ BEBIOYHBIMH OJICHSIMH M KalOpoM (3a
JOTIOJTHUTEIBHYIO TIIaTY).

12-i1 neHn OtmpaBienue camoisieToM wim TeroxoaoM «Komerta» B UpkyTck, 1u00 moe3nom
no Tpacce BAM.

B cTrouMocTh Typa AOIOJHUTENBHO BKIIIOUAETCS OIUIaTa XOJOCTOro neperona karepa B Mpkytek (2
cyTok) B cymme 30000 py6.

Pazymeercsi, MOKHO BepHYThCsl B MIpKkyTck Ha «Mupaxe», 4yTo IpeAronaraeT yBeanueHne ooen
MPOAOIDKUTEIBHOCTH  IyTEIIECTBHSI MJIM  KOPPEKTHUPOBKY IMPOTrPaMMbl C  COOTBETCTBYIOLIEH
KOPPEKTUPOBKOM CTOMMOCTH.

JInst Tpynmbl YMCIEHHOCTBIO 6 denmoBek crouMocTh Typa 282000 pyO., CTOMMOCTH OJHOTO
yenoBeko-1Hs — 4700 pyo0.

Jlist Tpynmbel YMCICEHHOCTBIO 3 deloBeka cTomMocTh Typa 255000 py0., CTOMMOCTH OIHOTO
yenoBeko-1Hsa — 8500 pyo.

Croumocts apeHasl oyieHs — 500 py0. B cyTkH, oJieHb mepeBo3uT a0 30 kr (camka) wim 35 kr
(camen) rpy3a. ConpoBoxaenue katopa ctout 3000 py0. B CyTKH.

Bo3moxnsl nemme skckypcun B baiikano-Jlenckom 3anoBennuke (beper Oypbix menBenei) B
comnpoBoxaeHuu erepst. Conpopoxenue erepst crout 3000 pyO. B CyTKH.
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Pr100/10BHBIE TYPBI

Pei6onoBcTBO Ha baiikane pernameHTupyercs deaepalbHbIM H
MECTHBIM 3aKOHOJATCIbCTBOM.
Bo3moxkna peibanka cetsMu®, KOpaOJIMKOM, CIHHHUHTOM H

yJIOYKOM MPH YCIOBUH MPUOOPETEHUSI COOTBETCTBYIOIICH TUIICH3UU.
B nuuensun ykas3piBaloTCS MeCTa U JIaThl phIOAlKH, UMsS pblOaka,
BH/JI 1 KOJTMYECTBO CHACTEMH, BU] PHIOKI.

B HepecToBbie mepuosl peidaika 3amnpernieHa: Ha oMy — ¢ 20 aBrycra 10 30 ceHTs0ps, Ha JICHKa,
xapuyca U myky — ¢ 1 mas mo 20 umrons. Peibanka Ha OaiikaabCKOTO OCeTpa M CUTra 3alperieHa

ITOCTOSAHHO.

[ocemenne OosblIel 4acTH MECT XOpOILIEH phIOATIKM PETyIUpyeTcs MpaBUIaAMU 3allOBETHHKOB,

3aKa3HUKOB U HAITMOHAJIBHBIX ITapKOB.

JluneH3un © paspeiieHuss Ha pbhI0aIKy H TOCEIIEHHUE TEPPUTOPUN CIIeIyeT MNpHOoOpeTaTh

3a0J1arOBpeMEHHO, YTOOBI HE TEPATH BPEMsI B MMy TEIIECTBUU.

OcHoBHbBIe BUbI PbI0 CIOPTHBHOM PbIOAJIKH

Bun dddexTBHBIC Bpems Hau0os1ee nHTEpEcHBIC MecTa
PHIOBI CHACTH HHTEHCHUBHOI0 pbI0aIKH
KJIeBa
Omyiib Ceru* Wronb, Havano uronis, | Manoe Mmope, ceBepHas yacTth baiikana
KOHEI] aBrycra,
OKTAOpB
Xapuyc CIUHHMHT, KOPaOJIUK. Hronb, CeBepHas uacTh baiikama, MbICBl  PHITHIH,
BepxoBble 1 Tpy30BbIC HavaJo U, CoJloHIIOBBIE.
MYIIKH. KOHell aBrycTa OcobeHHO ceBepo-BOCTOUHBIH Oeper baiikana
Jlenox CHMHHUHT. Uronb, VYcTheBBIC 30HBI PEK CEBEPO-BOCTOYHOTO Oepera:
BrnecHel, TBUCTEPHL, HAYaJIO0 U0 ®pomuxa, Kabaussa, CocHOBKA.
BEPXOBBIC U TPY30BHIC Ozepo @ponmxa.
MYIITKA
TaiimeHs. CHuHHUHT. Uions, VYcTheBBIE 30HBI PEK CEBEPO-BOCTOYHOTO Oepera:
Ouenb HckyccTBeHHBIE MBIIITH, HavaJIo UIoJs ®ponuxa, Kabauss, CocHOBKa.
penxast OJIeCHBI. Ozepo @ponmxa.
Jo0pryal
[yka CIUHHHUHT. Hrons, UuBBIpKYICKUH 3a11B.
biiecHsl, TBUCTEDSL. Havajo U0, Ozepa Ha MbIcax bomnbmas koca, MyxuHai.
KOHEI] aBrycTa Spku, ozepo @ponuxa.
Kpynusrii CIUHHHUHT. Hrons, UuBBIpKYICKUH 3a/11B.
OKYHb bnecHsl, TBUCTEpHI. Hayajo U0, Spxu, ozepo Oponnxa
KOHEII aBrycra

*)  Ucnonvzosanue

cemell

paspeuiero

moJbKO

ons JUYEH3UPOBAHHBIX  NPOMbBICI06bLX

npeonpusimusmui. [lo 002060peHHOCMU ¢ NPOMBICIOGUKAMU MYPUCIILL MOZYM YYACMBOBANMb 8
nocmanoske u nooveme cemell.

OnbITHBIE pHIOAKU IPUBO3ST CHACTHU ¢ coOoi. Ha «Mupaxe» HalAyTCs CHACTH JUIS «9aliHUKOBY.
enatime 3aa6xu 3apanee, HaM HYIHCHO 8peMsL O pa3padOmMKU U CO2NACOBAHUSL C 8aAMU NPOCPAMMbl
u mapuipyma, a 3amem 01 NpUOOpemeHus paspeuteHutl U 1uyeH3ull.
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“MIRAGE” State licence 001 #005861
Travel Around Baikal Boat “Mirage”

Cruises at 8 knots.

Marine radar, GPS and echo sounder are used for secure navigation.

Up to six passengers comfortably.

There are two cabins with double and single beds each and bedding.
MUEVCIERRE The lounge has four divans that can also be used as additional sleeping
& (3952)425925,428015 places.

There is a hot shower and toilet.

Diesel-generator supplies ship net 220 V.

The deck is safe and spacious for rest and promenade.

Region of floating is unlimited. Every point on Baikal is available.

Yacht can moor at uninhabited coast. Passengers can go ashore by safe ship's ladder.

The ship is equipped with life buoys, life-vests and a sea-boat.
The cuisine is good and diverse. The fish dishes are our specialty.

Terms and conditions

Freight cost is 450 euro per day. The discount is possible depend on the duration of the travel and the
season. Passengers pay empty mileage if the start or end points of the route isn’t Irkutsk.

Standard consumer services cost is 40 euro per person per day for the group of 4-6 persons. The same
is 55 euro per person for 2-3 passengers and 90 euro for single passenger.

The cost includes all accommodations, food, transport in the city, entrance fees to museums and nature
areas provided for by the program.

Special extra conditions as the tours for a specified purpose (for example fishing) should be extra
stipulated and remunerated .

Transfer by car outside the city is 50 euro per 100 Km.

Deposit 40% of balance must be received at 30 days before travel. After that the travel is fixed in the
schedule. Deposit is no recoverable in case of consumer refuses from the travel.

We can take the order later if there is a window in the schedule.

Final payment is due on the board of “Mirage”.

Program and itinerary can be changed on account of heavy weather. We will do the utmost of our
power to realize the best alternative program in such force majeur conditions.
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1. Forepeak

2. Forward cabin (single and double berths)
3. Caboose

4. Hold

5. W.c. and shower
6. Pilot house

7. Saloon

8. Engine-room

9. Stern cabin (single and double berths)
10. After-peak
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PROGRAMS

There are all sorts of programs Baikal trips by the “Mirage”.

Traveling to the very North of Baikal requires at least 14 days. The highest mountains on the shore,
the most beautiful landscapes, the best fishing (including Siberian trout), many hot springs and health
resorts; excursions to alpine meadows with reindeer, etc., all of this are situated there.

Acquaintance of middle part of the lake (Rity Cape, Ushkany Islands, Chivirkuisky Galf) takes

12 days.

It is possible to observe the region of Small Sea and Olkhon Island during 5 days.

We can customize the program at your desire. In particular we can include the city excursions in
Irkutsk and visits the museums.

A TWO DAY EXCURSION

Day 1. Arrival to Irkutsk. Taken to the "Mirage". Cruise up the Angara River.

Anchor at Taltsi settlement for Ethnography Museum and then at Listvianka for Museum of Lake
Baikal.

Cruise up the northwest coast of Baikal (about 6 hours). Anchor at Peschanka Bay. Overnight.

Day 2. Viewing the nature in one of the most popular coastal sites.

Afternoon going back. A one-hour stop at Kadilny Cape to view the nature phenomena.
Anchor at Listvianka.

Transfer to Irkutsk by car.

A TYPICAL FIVE DAY CRUISE PROGRAM

Day 1. Meeting at the airport (railway station) of Irkutsk. Taken to the "Mirage". Cruise up the Angara
River. Anchor at Taltsi settlement for Ethnography Museum and then at Listvianka for Museum of
Lake Baikal. Anchor at Cadilny Cape (reserved territory of Baikal National Park) for overnight.

Day 2. Cruise up the northwest coast of Baikal. A two-hour stop at Peschanka Bay to view nature in
one of the most popular coastal sites. Cruising continues north to Aia Bay, where we will take another
rest and hike for an hour. The day wraps up with a cruise through the Vorota Strait — gate into the
Maloe Moree (Little Sea). Anchor near Horse Head Cape on Olkhon Island.

Day 3. Walking tour of Horse Head Cape to see the small bays and fiords of Olkhon Island. Boating
excursion around the Maloe Moree to become familiar with this remarkable region. Visit to Khoshir
village and Museum of settlement. Seeing the famous Shaman Rock. Anchor off coast at Otto Khushun
Cape. Bonfire.

Day 4. Cruise continues to the North extremity of Olkhon Island to see sights of Three Brothers Cape,
Khoboy (canine) Cape and Virgin Rock. Boating to Khagden Khale Bay. Anchor.

Day 5. Cruise continues around the Maloe Moree: small islands, bays and fiords.
The bus will wait for passengers at Sakh-Yurte settlement to lift them to airport (railway station) of
Irkutsk (about 4 hours).
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A TYPICAL TWELVE DAY CRUISE PROGRAM

Day 1. Arrival to Irkutsk.. Taken to the "Mirage". Excursion of the city. Afternoon cruise up the
Angara River. A one-hour stop at Listvianka to view the souvenir market. Anchor at Bolshie Koty
settlement.

Day 2. Cruise up the northwest coast of Baikal. A short stop at Goloustnoye settlement to visit
Orthodox church of seafarer’s protector Saint George. A two-hour stop at Peschanka Bay to view
nature in one of the most popular coastal sites. Cruising continues north to Aia Bay, where we will take
another rest and hike to view some geological phenomena. The day wraps up with a cruise through the
narrows Olkhon Gate past the Horse Head Cape on Olkhon Island. Anchor.

Day 3. Hiking in surroundings of Horse Head Cape to view a small bays and fiords. Cruising continues
north to the village of Khoshir on Olkhon Island. Walking tour of Khoshir and visit to famous Shaman
Rock. Also visit Museum of Settlement History and Buryat’s Ethnography. Cruise continues to Otto-
Khushun Cape. Anchor. Bonfire. Barbecue of fish.

Day 4. Cruising continues up to north. Stop at Zama Bay for hiking and swimming. Cruising continues
to Rity Cape. Fishing for grayling. Anchor off coast at Shartla Cape.

Day 5. Cruise across Baikal to Ushkany Island, the primary habitat for the world's only fresh water
seal, known as Nerpa. Register with ranger at guard post of Reserve. Opportunities to watch and
photograph the seals on the rookery. Continue cruise to Chivirkuisky Gulf. Viewing hot mineral
springs. Anchor.

Day 6. Cruise to observe Chivirkuisky Gulf. Visit the Kurbulik settlement-center of region at the base
of the peninsula known as 'Saint's Nose'. Sport fishing for big pike and perch.

Day 7. The water in Chivirkuisky Gulf is relatively warm. There are many sandy beaches to invite you
for leisure rest. Time spent viewing Krutaia (Abrupt) and Krokhalinaia (Duck) and another Bays as
well some small islands. Sport fishing for big pike and perch.

Day 8. Crossing Baikal to Sagan-Morian Cape. Observing Pokojniky Cape with central post of Brown
Bears Reserve. Cruising up to south to Rity Cape. Anchor. Hiking in surroundings. Fishing for

grayling.

Day 10. Cruise back to Irkutsk. View the set of beautiful capes at the north end of Olkhon Island.
Anchor at Olkhon.

Day 11. Cruise south along the coast. Stop in the region of Buguldeika- Khomuty. Rest 2 hours.
Anchor at Cadilny Cape cordon of National Park. By option: Russian bath with sweating-room.

Day 12. Cruise to Listvianka settlement and visit to the Baikal Ecological Museum. Continue cruising
up Angara River. Stop at the Museum of Wooden Architecture and Ethnography in Taltsy settlement.
Enjoy a rest and dinner on the shore. Evening arrival in Irkutsk.

Available Points of Interest
Art Museum. Collection of classic and modern paintings.
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The Epiphany Cathedral. Art Museum department. Siberian art.

Regional Studies Museum. The history of settling, local religions, ethnography, flora and fauna of the
Irkutsk region.

Church of the Savior. The oldest stone building of Irkutsk (1706). Regional Studies Museum
department. Ethnography and local nature exhibition.

Mineralogical Museum. The samples of minerals and precious stones of Eastern Siberia mineralogical
province, diverse gems, jewels and ornaments.

The Houses of Trubetskoj and Volkonsky. The history of The Decembrists movement, how they
lived in Siberia exile, culture of Siberia in XIX century.

Baikal Ecological Museum of Academy of Sciences. (Listvianka settlement, 65 km far from Irkutsk,
by car or yacht) Geological history of the lake, biology, flora and fauna, stuffed animals, birds and
fishes, history of Baikal Limnological investigations, aquarium.

Museum of Wooden Architecture of the XVII-XIX centuries. (Taltsy settlement, 47 km far from
Irkutsk, by car or yacht) Historical samples: fortress, church, school, diverse houses, etc, also Buryat
dwellings, ethnography. The programs of folk singers and dancers (occasionally).

The Church of the Raising of the Cross. Active church. Rich collection of the icons.

The Church of the Sign. The Main Cathedral of Irkutsk Eparchy.

Catholic Church. Active church.

Synagogue. Active church.

Museum of Territory Settling. (Khuzhir settlement, Olkhon Island, during the around Baikal yacht
trip) Archaeological and historical samples, Buryat ethnography and mode of life.

Studios of Artists. Established or young painters, traditional or modern art (as you wish), viewing the
collections, possibility to buy the pictures.

Picture-galleries, art and antique shops. Pictures, antique, objects are of stone, ornaments, bijoux,
gems and jewels.
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NPUMEYAHUSA
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