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Abstract 

 

This paper presents a review analysis of an axiomatic model aimed at ensuring stability, integration, 

and adaptability of complex intelligent systems within the context of Industry 4.0 and Industry 5.0 

technologies. The model encompasses 15 axioms that describe key principles for the development and 

synthesis of independent subsystems into a unified ecosystem. Special attention is paid to the issue 

of balanced interaction between adaptability, resilience, resource optimization, and the capacity for 

evolution and scaling, which is crucial for stable functioning and long-term development of smart 

city infrastructure and Industry 4.0 and 5.0 systems in general. The article is intended for researchers 

and specialists in the fields of systems analysis, telecommunications, and control, as well as those 

involved in the design and implementation of complex adaptive intelligent systems. 

Keywords: axiomatic model, stability, adaptability, adaptive intelligent systems, 

Industry 4.0, smart cities, telecommunications, communications 

    

 

    I. Introduction 
 

Industry 4.0 and 5.0 technologies, such as smart cities, intelligent farms, and industrial IoT 

systems [1], are becoming increasingly significant in the context of global climate change, 

urbanization, and demographic and macroeconomic shifts. These technologies offer substantial 

opportunities for resource optimization, energy efficiency improvement, and enhanced 

management of urban and industrial infrastructure. For instance, in the context of smart cities, 

management systems integrate data from various subsystems to coordinate traffic flows, power 

supply, and water distribution, which helps reduce operational costs [2] and minimize 

environmental impact [3], while ensuring uninterrupted operation of critical infrastructure facilities. 

Nevertheless, the development and implementation of such systems face several significant 

challenges. In most cases, solutions are developed to meet local needs [4], which complicates the 

creation of holistic and synchronized ecosystems. This leads to interoperability issues and reduced 

efficiency at the system level. 

To overcome these challenges, standardized approaches are required to unify processes and 

ensure coordinated functioning of all system components. 

mailto:ilhamsuleymanov@ndu.edu.az


 

M. Hasanov, V. Evdokimov, A. Navrotskiy, H. Najafov, I. Suleymanov 
AXIOMATIC MODEL FOR ENSURING STABILITY…. 

RT&A, Special Issue No. 7 (83), 
Volume 20, May 2025 

 

14 

II. Review of Existing Systems, Approaches, and Concepts 

 

Let us examine the key challenges that specialists face when implementing Industry 4.0 and 5.0 

technologies (Figure 1): 

Software aspect 

-Lack of unified standards and protocols 

One of the key problems is the absence of generally accepted and standardized interaction 

protocols between various components of cyber-physical systems (CPS) and the Internet of Things 

(IoT). This is particularly relevant for industrial systems, where different management levels (for 

example, APCS, MES, ERP) must interact to achieve a common goal. 

-Lack of dynamic optimal algorithm selection 

Modern software solutions in CPS and IoT are often developed with fixed algorithms, which 

limits their ability to adapt to changing conditions. This is particularly crucial for systems with high 

real-time requirements, such as neural network solutions or production process control systems [5]. 

 

Figure 1: Challenges of existing solutions 

 

Software security vulnerabilities 

Software systems, particularly in distributed IoT networks, are vulnerable to multiple cyber 

threats. This necessitates the implementation of more robust protection mechanisms, including 

multi-layer security systems capable of preventing unauthorized access and attacks. 

Scalability and reliability challenges 

Software systems face challenges in maintaining reliability and scalability as the number of 

connected devices or data volume increases. Scalability is particularly critical in large ecosystems, 

such as smart cities, where the number of connected devices can grow exponentially.  

-Lack of specialized operating systems with adaptive architecture 

Most operating systems used in CPS and IoT lack built-in adaptation and flexibility 

mechanisms. This limits systems' ability to modify their structure or architecture in response to 

changing environmental conditions. Specialized operating systems are needed that could 

dynamically alter their configuration to ensure maximum efficiency and resilience [6]. 

Technical aspect 

CHALLENGES OF EXISTING SOLUTIONS

METHODOLOGICAL ASPECTSOFTWARE ASPECT TECHNICAL ASPECT

Lack of unified standards and protocols

Lack of dynamic optimal algorithm selection

Software security vulnerabilities

Scalability and reliability challenges

Interface and platform incompatibility

Hardware component vulnerabilities

Power consumption limitations

Scalability and reliability challenges

Insufficient development of unified 

approaches

Reductionist approach

Self-organization and adaptability challenges

Lack of specialized operating systems with 

adaptive architecture
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-Interface and platform incompatibility 

Hardware components of modern CPS and IoT often utilize proprietary interfaces and 

protocols, which complicates their integration with other systems. The lack of standards and 

compatible interfaces creates barriers to effective interaction between systems and platforms [7]. 

-Hardware component vulnerabilities 

Physical and information security of hardware components, especially in IoT devices, 

represents a significant challenge.Hardware component vulnerability necessitates the development 

of solutions that provide both physical protection and data security at the device level. 

-Power consumption limitations 

Power consumption constraints represent a critical challenge in the context of IoT devices, 

particularly under resource-limited conditions. Modern technologies such as 5G and NB-IoT 

partially address this challenge; however, further work is required to improve energy efficiency and 

enhance the scalability of hardware solutions. 

Scalability and reliability challenges 

Scalability and reliability issues concern not only software but also hardware components. 

Difficulties arise both with increasing numbers of connected devices and growing volumes of 

transmitted data. System reliability can be compromised due to insufficient coordination between 

various components, potentially leading to failures in global networks [8]. 

Methodological aspect 

-Insufficient development of unified approaches 

The lack of unified methodologies for the development and integration of CPS, IoT, and 

intelligent systems represents one of the key challenges. Standardized approaches and methods are 

needed to integrate systems of different levels and platforms with minimal effort [9]. 

Reductionist approach 

Modern systems are frequently developed using a reductionist approach, where each system is 

viewed as a separate unit rather than a part of a global ecosystem. In the context of global networks, 

a transition to a holistic approach is necessary, one that considers the interaction of all ecosystem 

components and their capacity for adaptation [10]. 

-Self-organization and adaptability challenges 

Current design methodologies do not provide sufficient mechanisms for real-time system self-

organization and adaptability. This results in systems being unable to autonomously adapt to 

changing environmental conditions beyond input signal modification, requiring external 

intervention and manual adjustment. Implementation of methodologies that enable systems to 

automatically modify their architecture and algorithms could significantly enhance their resilience 

and efficiency [11]. 

 

III. Conclusions 

 

The presented analysis of systemic challenges in technological transformation reveals a 

fundamental need for developing a principally new approach to creating integrated ecosystems.  

A qualitative transition is required from the traditional paradigm of system integration to a 

holistic perception of the ecosystem as a unified organism, where technological, social, and economic 

components form an inseparable unity. In this context, the development of an axiomatic approach 

appears promising, providing a formal basis for describing systemic patterns and constructing a 

comprehensive theory of integrated ecosystems. 

The axiomatic model can serve as the conceptual foundation that enables the transition from 

intuitive understanding of systemic interactions to rigorous scientific description of the principles 

governing the formation and development of integrated ecosystems. This opens the path to creating 

theoretically grounded methods for designing and managing new-generation complex 

sociotechnical systems. 
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IV. Axiomatic Model for Complex Adaptive Intelligent Systems 
 

The accumulated experience in implementing Industry 4.0 and 5.0 solutions demonstrates the 

necessity of revising the fundamental principles of complex technological systems development. In 

response to this challenge, an axiomatic model is proposed, consisting of fifteen basic postulates that 

formalize key requirements for the design and development of modern technological solutions. 

1.ASHR (Axiom of Systemic Homeorrhesis) 

Ensures ecosystem stability through continuous monitoring and maintenance of balance among all 

components. Includes mechanisms for preventing and compensating deviations, protecting system 

integrity. 

 ∆𝑆(𝑡) = ∫[∑(𝐾𝑖 ∗ 𝐻𝑖) + ∑(𝑅𝑗 ∗ 𝐸𝑗) + ∑(𝑊𝑛 ∗ 𝐹𝑛)] 𝑑𝑡 ∗ (1 + 𝐷) ∗ (1 − 𝐶)              (1) 

 

where ∆𝑆(𝑡) – is the change in system state over time, t–is time, 𝐾𝑖  –is the time-dependent 

homeostatic regulation coefficient, 𝐻𝑖–is the internal environment stability characteristic,  𝑅𝑗–is the 

degree of control action influence, 𝐸𝑗–is the energy state characteristic, 𝑊𝑛–is the functional 

connection weight coefficient, 𝐹𝑛–is the functional activity characteristic, 𝐷–is the supplementation 

coefficient, С– is the compensation coefficient.  

2.ATIS (Axiom of Topological Invariance of Systems) 

Defines invariant basic principles and critical parameters of ecosystem functioning. rotects 

fundamental interaction mechanisms between components. 

 ∆𝑇(𝑡) = 𝜇𝑇 ∗  [∑(𝑁𝑖 ∗ 𝐿𝑖 ∗ 𝑀𝑖) + ∑(𝐵𝑖 ∗ 𝑃𝑖 ∗ 𝑉𝑖)] ∗ (1 − |𝑇 − 𝑇𝑜𝑝𝑡|𝑇𝑚𝑎𝑥 ) ∗ exp (−𝑡𝜏𝑐 ) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                               (2) 

 

where ∆𝑇(𝑡) – is the rate of change in topological structure over time, 𝜇𝑇 – is the topological 

stability coefficient, 𝑁𝑖 – is the number of nodal system elements 𝐵𝑖  – is the system elements 

connectivity, 𝑃𝑖  – is the connection conductivity, 𝑉𝑖 – is the volume of topological space, 𝑇 – the 

current topological structure, 𝑇𝑜𝑝𝑡 – is the optimal value of topological structure, 𝑇𝑚𝑎𝑥 – is the 

maximum allowable topological complexity, 𝜏𝑐 – is the characteristic time of topological changes. 

3.AMAS (Axiom of Morpho-Adaptive Self-organization) 

Ensures the system's ability to flexibly respond to external and internal changes without loss of 

functionality. Supports evolutionary system development through continuous adjustment to new 

conditions. 

 𝑀(𝑎) = ∮ [𝑎(𝑡) ∗ 𝑑𝐹𝑑𝑡 +  𝛽(𝑡) ∗ 𝑑𝑆𝑑𝑡] ∗ exp (−γ ∗ τ) ∗ (1 + 𝐷) ∗ (1 − 𝐶)   (3) 

 

where 𝑀(𝑎) – is the morphoadaptive system function, 𝑎(𝑡) – is the dynamic coefficient of 

functional adaptation, 𝛽(𝑡) – is the structural plasticity coefficient, 𝐹 – is the functional state of the 

system, 𝑆 – is the structural state of the system, γ – is the damping coefficient of adaptive changes. 

4.AMSB (Axiom of Minimal System Basis) 

Defines and maintains the critical minimum of resources and functions necessary for system 

survival. Creates the foundation for restoration of full functionality under favorable conditions. 

 𝐵(𝑚𝑖𝑛) =  ∑(𝑉𝑖 ∗ 𝑊𝑖)  ∗ (1 + 𝐷) ∗ (1 − 𝐶)  ≥  𝐵𝑐𝑟𝑖𝑡 ∗ (1 + 𝜀)            (4) 

 

where 𝐵(𝑚𝑖𝑛) – is the minimum system basis, 𝑉𝑖   – is the volume of the i-th basis element, 𝑊𝑖 – 
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is the weight of the i-th basis element, 𝐵𝑐𝑟𝑖𝑡  – is the critical value of the system basis, (1 + 𝜀) – is the 

stability margin coefficient. 

5.AESO (Axiom of Entropic Self-Organization) 

Ensures efficient distribution and utilization of all types of resources within the system. 

Optimizes resource flows for maximum efficiency of the entire ecosystem. 

 𝐸 = −𝑘 ∗ ∑(𝑝𝑖 ∗ ln (𝑝𝑖))  ∗ η(𝑅, 𝑡) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                                 (5) 

 

where 𝐸 – is system entropy, 𝑘  – is the normalization constant, 𝑝𝑖  – is the probability of the i-th 

system state, η(𝑅, 𝑡) – is the self-organization efficiency coefficient, R – is system resources. 

6. ASSE (Axiom of Systemic Synergy and Emergence) 

Facilitates the emergence of new systemic properties and capabilities through component 

interaction. Integrates local innovations into system-wide improvements. 

 𝑆𝑦𝑛(𝑡)  = ∑(𝐸𝑖 ∗ 𝐼𝑗)  ∗ (1 +  μ ∗ ∑(𝑈𝑘 ∗ 𝐹𝑘)) ∗ (1 + 𝐷) ∗ (1 − 𝐶)  (6) 

 

where 𝑆𝑦𝑛(𝑡) –is the system's synergetic effect over time, 𝐸𝑖  –is the energy potential of the i-th 

element, 𝐼𝑗–is the information potential of the j-th element, μ–is the mutual enhancement coefficient, 𝑈𝑘–is the connectivity coefficient of the k-th interaction,  𝐹𝑘–is the dynamic factor of the k-th 

interaction. 

7.ASBR (Axiom of Self-organizing Bifurcation and Development) 

Creates safe mechanisms for testing and implementing system changes. Controls risks during 

innovation implementation while protecting ecosystem stability.  

 𝐵(𝑟) = ±√[∑(ξ𝑖 ∗ 𝑝𝑖)] ∗ exp(−𝜎 ∗ 𝑡) ∗  Ψ(s) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                            (7) 

 

where 𝐵(𝑟) – is the bifurcation function of system development, ξ𝑖  – is the instability parameter 

of the i-th state, 𝑝𝑖  – is the probability of the i-th bifurcation transition, 𝜎 – is the damping coefficient 

of bifurcation oscillations, Ψ(s) – is the system stability function. 

8.ADSB (Axiom of Dynamic System Balance) 

Maintains optimal balance between system development and preservation of its stability. 

Manages the speed and scale of changes to maintain system stability. 

 𝐷(𝑏) =  ∫[𝑎 ∗ 𝑑𝐼𝑑𝑡 −  𝛽 ∗ 𝑑𝑆𝑑𝑡 +  𝛾 ∗ 𝑑2𝑅𝑑𝑡2 ] ∗ Ω(t)  ∗ (1 + 𝐷) ∗ (1 − 𝐶)                              (8) 

 

where 𝐷(𝑏) – is the dynamic balance function, 𝑎 – is the information dynamics coefficient, 𝛽 – 

is the structural dynamics coefficient, 𝛾 – is the resource dynamics coefficient, I – is the information 

state, S–is the structural state, R – is the resource state, Ω(t) – is the temporal stabilization function.   

9.AASR (Axiom of Autonomous System Regulation) 

Ensures the ability of system components to independently respond to changes and threats. 

Enhances system resilience through autonomy of its elements. 

 𝐴(𝑟) =  ∑[𝐾𝑖 ∗ (1 − 𝑒−φ𝑖∗𝑡)] ∗ θ(R)  ∗ (1 + 𝐷) ∗ (1 − 𝐶)                                           (9) 

 

where𝐴(𝑟)–is the autonomous regulation function, 𝐾𝑖–is the coefficient of the i-th regulation 

loop, φ𝑖–is the establishment rate of i-th regulation loop, θ(R)–is the resource availability function. 

10.ACSR (Axiom of Cognitive Self-Reference) 

Creates mechanisms for experience accumulation and utilization at all system levels.Develops 

system's capacity for self-improvement through analysis of its own experience. 
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 𝐾(𝑡)  = ∑[𝑀𝑖 ∗ 𝐿𝑖 ∗ exp(𝑉𝑖 ∗ 𝑡)]  ∗ Φ(𝐼) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                                    (10) 

 

where 𝐾(𝑡)  – is the cognitive reference function, 𝑀𝑖  – is the complexity measure of the i-th 

cognitive pattern, 𝐿𝑖 – is the connectivity level of the i-th cognitive pattern, 𝑉𝑖 – is the development 

rate of the i-th cognitive pattern, Φ(𝐼) – is the information completeness function. 

11.APSM (Axiom of Predictive System Modification) 

Ensures the system's ability to anticipate changes and adapt development plans. Coordinates 

planning at all levels to achieve common goals. Creates mechanisms for flexible response to 

predicted changes. 

 

 𝑃(𝑚)  = ∑[𝑊𝑖 ∗ 𝐻𝑖 ∗ exp(−𝜏𝑖 ∗ ∆𝑡)]  ∗ Ψ(𝐹) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                            (11) 

 

where 𝑃(𝑚)  – is the predictive modification function, 𝑊𝑖– is the weight of the i-th predictive 

factor, 𝐻𝑖  – is the forecasting horizon of the i-th factor, 𝜏𝑖 – is the temporal decay coefficient of the i-

th factor, ∆𝑡 – is the forecasting time interval, Ψ(𝐹) – is the factor significance function. 

12.ADSF (Axiom of Determined System Functionality) 

Ensures stability and predictability of all system components' functioning. Guarantees 

predictable system behavior under various conditions. 

 𝐹(𝑑)  = ∑[𝑄𝑖 ∗ 𝑍𝑖 ∗ 𝑒−η𝑖∗𝑡]  ∗ Θ(𝑆) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                                     (12) 

 

where 𝐹(𝑑) – is the determined functionality function, 𝑄𝑖 – is the quality of the i-th functional 

component, 𝑍𝑖 – is the significance of the i-th functional component, η𝑖 – is the establishment rate of 

the i-th functionality, Θ(𝑆) – is the system coherence function. 

13.ASSD (Axiom of Sustainable System Development) 

Ensures balanced development of the entire ecosystem in the long term perspective. 

Coordinates growth of various components to maintain overall sustainability. 

 𝑈(𝑟)  = ∑[𝐸𝑖 ∗ 𝑉𝑖 ∗ (1 + 𝜇𝑖 ∗ 𝑡)]  ∗ Ω(𝑅) ∗ (1 + 𝐷) ∗ (1 − 𝐶)                                 (13) 

 

where 𝑈(𝑟)  – is the sustainable development function, 𝐸𝑖  – is the efficiency of the i-th 

development component, 𝑉𝑖 – is the contribution of the i-th component to sustainability, 𝜇𝑖 – is the 

growth coefficient of the i-th component, Ω(𝑅) – is the resource availability function for 

development. 

14.ATSS (Axiom of Temporal System Synchronization) 

Ensures balance between current tasks and strategic system development. Coordinates 

objectives of various components to achieve common results. Creates mechanisms for coherent 

achievement of short-term and long-term goals. 

 𝑇(𝑠)  = ∑[𝑆𝑖 ∗ 𝑃𝑖 ∗ 𝑒𝑥𝑝(−𝜎𝑖 ∗ ∆𝑡)]  ∗ Г(𝑄) ∗ (1 + 𝐷) ∗ (1 − 𝐶)      (14) 

 

where 𝑇(𝑠)  – is the temporal synchronization function, 𝑆𝑖  – is the synchronization degree of the 

i-th process, 𝑃𝑖  – is the priority of the i-th process, 𝜎𝑖 – is the temporal correlation coefficient of the i-

th process, Г(𝑄) – is the system coherence function. 

15.APVS (Axiom of Polymorphic Variability of Systems) 

Maintains necessary diversity of components and connections in the system to ensure its 

adaptability. Ensures resilience through maintaining variability of solutions and approaches. 

 𝑉(𝑝)  = ∑[𝐵𝑖 ∗ 𝐺𝑖 ∗ (1 + 𝑝𝑖 ∗ 𝑡)]  ∗ Λ(𝑀) ∗ (1 + 𝐷) ∗ (1 − 𝐶)           (15) 
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where 𝑉(𝑝)  – is the polymorphic variability function, 𝐵𝑖  – is the basic variability of the i-th 

morphotype, 𝐺𝑖 – is the flexibility of the i-th morphotype, 𝑝𝑖  – is the development coefficient of the 

i-th morphotype, Λ(𝑀) – is the morphological compatibility function. 

After comparing the parameters and generalizing the functionality of the axiomatic model, we 

obtain the following formula: 

 Ψ(𝑆, 𝑡) = ∫[∑(𝑎𝑖𝐹𝑖 + 𝛽𝑖𝑅𝑖 +  𝛾𝑖𝑀𝑖)] ∗ exp(−λt) ∗ Ф(𝑆) ∗ (1 + 𝐷) ∗ (1 − 𝐶)𝑑𝑡           (16) 

 

where Ψ(𝑆, 𝑡) –is the generalized system state function, 𝑎𝑖 , 𝛽𝑖 , 𝛾𝑖–are influence coefficients, 𝐹𝑖–
are functional parameters, 𝑅𝑖–are resource parameters, 𝑀𝑖  –are morphological parameters, λ–is the 

generalized damping coefficient, Ф(𝑆)–is the system coherence function.  

Based on this axiomatic model, a Python-based software package has been developed that 

implements mathematical modeling of adaptive intelligent system behavior. The modeling results 

obtained under critical perturbations are presented in Figure 2. 

 

 

Figure 2: Simulation Results 

 

The presented graphs demonstrate the results of numerical modeling of system parameter 

dynamics, reflecting the fundamental characteristics postulated in the axioms. Analysis of the 

obtained data allows evaluating system performance efficiency and verifying the theoretical 

provisions of the axiomatic model. 

Analysis of the observed system dynamics processes reveals three key patterns: 

− The structural core of the system (INTEGRITY, HISTORICITY, EQUIFINALITY) 

demonstrates high stability, indicating the robustness of basic system characteristics. 

− The adaptive circuit (EMERGENCE, UNCERTAINTY, SYNERGY) shows directed positive 

dynamics with cyclic fluctuations, indicating active processes of system self-organization. 
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− The functional complex (SELF-ORGANIZATION, MULTIPLICITY, PURPOSEFULNESS) is 

characterized by wave dynamics with a tendency toward recovery, reflecting the current phase of 

system reconfiguration. 

− The observed processes indicate a transitional state of the system while maintaining basic 

stability during active transformation of adaptive mechanisms. The overall development trend is 

positive, despite local instability of individual parameters. 

 

V. Conclusion 

 
The proposed axiomatic model represents an attempt to formalize key principles underlying 

evolving technological ecosystems. Fifteen fundamental axioms forming the core of the model create 

a holistic theoretical framework that enables comprehension and structuring of the 

multidimensional requirements space for modern technological solutions.The uniqueness of this 

approach lies in its abstraction from specific technological implementations, focusing instead on 

universal principles of self-organization, adaptation, and system evolution.  

The presented axioms form a conceptual basis for understanding fundamental patterns in 

complex system development, which is critical in the context of increasing technology convergence 

and blurring boundaries between physical and digital worlds.  

It is important to note that this model serves not only as a theoretical construct but also as a 

practical tool that enables: 

− forming a holistic vision of complex system architecture; 

− defining criteria for evaluating their effectiveness and sustainability; 

− predicting the evolution directions of technological solutions; 

− developing specific design and implementation methodologies; 

− creating standards and protocols for component interaction. 

Further development of the proposed approach requires: 

− detailed elaboration of methodological apparatus for practical implementation of the 

formulated principles; 

− creation of formal methods for verifying system compliance with axiomatic requirements; 

− development of tools for evaluating the effectiveness of implemented solutions; 

− formation of standards and recommendations for model application in various domains; 

− advancement of theoretical foundation for describing self-organization processes in 

technological systems. 

Of particular significance is the possibility of using this model as a universal language for 

describing and analyzing complex systems, which is critically important in the context of growing 

interdisciplinarity and technology convergence. This creates prerequisites for forming a unified 

conceptual space necessary for effective integration of various technological solutions and creation 

of truly holistic ecosystems of the future. 
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